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1
Decision/action requested

It is proposed to approve the pCR to TR 33.858.
2
References

 [1]
3GPP TS 23.003 Technical Specification Group Core Network and Terminals; Numbering, addressing and identification;
3
Rationale

According to TS 23.003 [1], to enable WLAN AN to locate the PLMN that can authenticate the UE, 5G NSWO specific NAI is defined as follows. In specifics, the realm part of the NAI should include '5g-nswo' and PLMN ID.
In the 5G NSWO use case, the UE shall use a NAI in the following format:

"<username>@5gc-nswo.mnc<MNC>.mcc<MCC>.3gppnetwork.org"

In the above use cases:

a)
the username part is defined in clause 28.7.3; and

b)
the label '5gc-nswo' in the realm part indicates the NAI is used for 5G NSWO. <MNC> and <MCC> identify the PLMN to which the UE attempts to connect via the 5G NSWO as described in clause 4.2.15 of 3GPP TS 23.501 [119].

In other words, for NSWO in NPN scenarios, WLAN AN cannot locate the Credential Holder to authenticate the UE if the 5G NSWO specific NAI format is directly reused.

For NSWO in NPN scenarios, to help WLAN AN to identify the Credential Holder that can authenticate the UE, the NAI should contain NID in addition to PLMN ID.
4
Detailed proposal

*************** Start of the Change ****************
7.1.5 Conclusion for NSWO support in SNPN
The solutions support usage of anonymous SUCI if the construction of SUCI as described in clause 6.12 of TS 33.501 [2] cannot be used and if the employed EAP method supports privacy.

Solution #9 is selected as basis for normative work with respect to the aspects of supporting NSWO in SNPN that has AUSF/UDM.

How the UDM selects authentication method in case of anonymous SUCI is to be specified as part of normative work.
Solution #14 is selected as basis for normative work with respect to the aspects of supporting NSWO in SNPN using a CH with AUSF/UDM.

Solution #15 is selected as basis for normative work with respect to the aspects of supporting NSWO in SNPN using SNPN credentials from CH AAA.
For NSWO in NPN scenarios, NAI should include PLMN ID and NID. 
*************** End of the Change ****************
