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1
Decision/action requested

It is requested to approve the proposed solution for key issue #1 in 3GPP TR 33.700-28
2
References

[1]
3GPP TR 33.700-28 v0.3.0
Study on security aspects of satellite access
3
Rationale
This pCR proposes to add a solution for key issue #1 in TR 33.700-28 [1]. 
4
Detailed proposal

*************** Start of the 1st Change ****************
2
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*************** Start of the 2nd Change ****************
6.Y
Solution #Y: AF authorization for providing satellite coverage information 
6.Y.1
Introduction 


This solution addresses the requirement in Key Issue #1 "The 5GS/EPS shall provide a means to ensure that the AF is authorized to provide satellite coverage availability information to 5GC/EPC". 
6.Y.2
Solution details
It is proposed that the AF providing satellite coverage information is authorized using one of the following methods:

-
Based on satellite related authorization information locally configured in the NEF.

-
OAuth token-based authorization by the NEF as defined in clause 12.4 of TS 33.501 [3] is reused, with satellite coverage information provisioning as one of the services in the scope claim of the token. 
-
If the CAPIF is supported by the NEF, the authorization mechanism defined in clause 12.5 of TS 33.501 [4] is reused, with satellite coverage information provisioning as one of the services in the scope claim of the token.
6.Y.3
Evaluation


The solution is based on either the local configuration on authorization in the NEF or the existing OAuth token-based authorization mechanisms supported by the AF and NEF. Hence it is no impact on the existing system.
*************** End of the Changes ****************

