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1
Decision/action requested

Approve the changes to update Sol#13 in TR 33.893.
2
References

N/A
3
Rationale

This contribution proposes to address the following ENs:
Editor’s Note: It’s FFS whether a PC5 link sharing multiple ranging/SL Positioning services.

The Ranging/SL positioning services are in form of either V2X service types or ProSe identifiers. As per clause 5.2.1.4 of TS 23.287 and clause 5.3.4 of TS 23.304, one PC5 unicast link supports one or more V2X service types/ProSe identifiers if these V2X service types/ProSe identifiers are at least associated with the pair of peer Application Layer IDs for this PC5 unicast link.
Editor’s Note: further evaluation is FFS.
4
Detailed proposal

**** Start of Changes****

6.13
Solution #13: Security of Ranging unicast communication
6.13.1
Introduction

This solution addresses the protection of direct communication (unicast) for Ranging/SL Positioning service as specified in Key Issue #4. Generally, the solution uses the direct communication security defined for 5G ProSe in TS 33.503 [6] and/or for 5G V2X in TS 33.536 [5] as a baseline and adjusts to the Ranging/SL Positioning scenario. 
6.13.2
Solution details

In this solution, the Ranging/SL positioning capable UEs are provisioned with the list of Ranging/SL Positioning services, with Geographical Area(s) and their PC5 security policies. The definition of the PC5 security policies follows the definition in 5G eV2X in TS 33.536 [5] and/or in ProSe in TS 33.503 [6]. 

During the establishment of the direct communication for the Ranging/SL positioning service, the UEs use the PC5 security policy to negotiate the final security protection status, as defined in 5G ProSe in TS 33.503 [6] and/or in 5G V2X in TS 33.536 [5]. The Ranging/SL Positioning signalling are protected based on the PC5 UP security policies.

The Ranging/SL positioning services are in form of either V2X service types or ProSe identifiers. As per clause 5.2.1.4 of TS 23.287 [3] and clause 5.3.4 of TS 23.304 [4], one PC5 unicast link supports one or more V2X service types/ProSe identifiers if these V2X service types/ProSe identifiers are at least associated with the pair of peer Application Layer IDs for this PC5 unicast link.
6.13.3
Evaluation

This solution addresses the first three security requirements of Key Issue #4. The mutual authentication between two UEs during one-to-one communication is supported by reusing the PC5 security establishment procedure in 5G ProSe in TS 33.503 [6] and/or in 5G V2X in TS 33.536 [5]. The PC5 link may be shared with multiple ranging/SL Positioning services.

**** End of Changes****
