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1	Decision/action requested
This contribution proposes an update on the evaluations of solution #1. 
2	References
[bookmark: _Hlk110995558][1]	 TR 33.883
3	Rationale
This contribution proposes an update on the evaluations of solution #1.
4	Detailed proposal
It is proposed to include the below pCR in the TR [1].
[bookmark: _Toc41060441]***** START OF CHANGES *****
[bookmark: _Toc117191122]  6.2.4	Evaluation
This solution details the security aspects of MBS for MOCN scenario using both control plane and user plane based procedures when MBS content is protected at the service layer. The solution is applicable for the scenarios where all NG-RAN nodes are shared by PLMNs and the scenario where only part of the NG-RAN nodes are shared by the PLMNs.
This solution details the distribution of the MTK key (that will be used to protect the MBS content at the service layer) to the UE to handle the protected MBS traffic over the MOCN deployment scenarios. The same key is distributed by multiple PLMNs.
This solution is compatible with Rel-17 UEs.
This solution is compatible with Rel-17 NG-RAN.
This solution requires new procedures to enable an AF to check if UE subscription and authorization information in the specific PLMNs are changed to generate/update the MBS security contexts.  
This solution does not allow MBSTF to refresh the MTK. 
This solution does not describe when MBSTF starts using a new key if provided.
For the case where only part of the NG-RAN nodes are shared by PLMNs, this solution cannot prevent a following scenario resulted into an inaccurate charging for MBS services:
· PLMN-1 and PLMN-2 shares part of the NG-RAN nodes to support MOCN network sharing scenario
· A user is subscribed to get an MBS service from PLMN-1
· The user can still obtain the same MBS service from non-shared cells of PLMN-2 using the provisioned MBS security context for the MBS session.
Editor’s Note: further evaluation is FFS.
***** END OF CHANGES *****

