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1	Decision/action requested
It is proposed to approve the change described in this document.
2	References
[1]	
3	Rationale
The conclusion for the KI#1 was agreed in the last meeting, however the text in the clause 4.1.2 and 4.13 are still missing. This contribution is to complete them in sync with the conclusions. 
The conclusion for KI#1 is copied here for reference: 
Existing SoR mechanism defined in TS 33.501[4] is used for protecting the enhanced slice-aware SoR information, which includes preferred PLMNs for specific S-NSSAIs in the UE subscription. 
When calculating SoR-MAC-IAUSF, the parameter P2 shall include the slice-aware SoR information. 
NOTE: Whether normative work is needed to update the parameter P2 is subject to the work in stage 3. 
4	Detailed proposal
pCR
***  BEGINNING OF CHANGES  ***
[bookmark: scope][bookmark: _Toc128167751][bookmark: _Toc128167842][bookmark: _Toc107826367][bookmark: _Toc513475447][bookmark: _Toc48930863][bookmark: _Toc49376112][bookmark: _Toc56501565][bookmark: _Toc63690071]4.1	Key Issue #1: providing VPLMN slice information to roaming UE
[bookmark: _Toc513475448][bookmark: _Toc48930864][bookmark: _Toc49376113][bookmark: _Toc56501566][bookmark: _Toc128167752][bookmark: _Toc128167843]4.1.1	Key issue details
[bookmark: _Toc513475449][bookmark: _Toc48930865][bookmark: _Toc49376114][bookmark: _Toc56501567][bookmark: _Toc63690073]The following requirement for a 5G network is specified in TS 22.261[2] in order to support a roaming UE activating network slice services
For a roaming UE activating a service/application requiring a network slice not offered by the serving network but available in the area from other network(s), the HPLMN shall be able to provide the UE with prioritization information of the VPLMNs with which the UE may register for the network slice
A related key issue is also being studied in TR 23.700-41 [3] for possible procedure changes to automatic PLMN selection for a roaming UE requiring a network slice not offered by the serving network but available in the area from other network(s). It is expected that the corresponding security procedure will be affected (e.g. Steering of Roaming in TS33.501 [4]) in order to support the HPLMN to provide a roaming UE the VPLMN slice information. 
In this key issue, the following aspects will be studied: 
-	Would security procedures be impacted? If so which security procedures are impacted in support of HPLMN proving a roaming UE with information about prioritization information of the VPLMNs with which the UE may register for the network slice? 
- 	How to secure the procedures impacted. 
[bookmark: _Toc128167753][bookmark: _Toc128167844]4.1.2	Security threats
[bookmark: _Toc107826368]The slice-aware SoR information to be carried in the SoR container is supposed to be security protected. This could be achieved through including the slice-aware SoR information in the input parameter P2, reusing the current SoR mechanism in TS33.501 [4]. However, the current parameter P2, defined as “octets included in SoR transparent container (in clause 9.11.3.51 of TS 24.501 [35]) beyond (and not including) octet 22”, may not include the slice-aware SoR information since the SoR transparent container is expected to be modified in stage 3. If the slice-aware SoR information is not included in P2, the slice-aware SoR information will not be security protected and wil be subject to tempering.  
4.1.3	Potential security requirements
The 5G system shall ensure integrity protection to the enhanced slice-aware SoR information sent to a roaming UE.
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