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1
Decision/action requested

This contribution proposes conclusion to Key Issue #1 of TR 33.737.
2
References

 [1]

3GPP TR 33.737
v0.4.0
3
Rationale

This contribution proposes to select solution #14 of TR 33.737 [1] to conclude case 1 and case 3 of Key Issue #1. 
Solution #14 has the advantages 
· to address Key Issue #1 (cases 1 and 3) and fulfil the security requirements in case that the UE is roaming in VPLMN and accesses an AF outside this VPLMN
· to ensure that the encryption key provided by the HPLMN to VPLMN is valid to decrypt the traffic
Note that the mechanism to ensure that the encryption key provided by the HPLMN to VPLMN is valid to decrypt the traffic (steps 8 to 13 of solution #14) could apply to any solution addressing Key Issue#1 where a UE is roaming in VPLMN and accesses an AF outside this VPLMN. 
4
Detailed proposal

It is proposed that SA3 review and approve the following pseudo-CR to 3GPP TR 33.737 [1].

*** START of CHANGE ***

7
Conclusions






7.1
Conclusion to Key Issue#1 

Regarding AKMA roaming architecture, AKMA architecture defined in TS 33.535[2] can be reused.
For case 2 (UE in VPLMN accessing an internal AF of the VPLMN), since the AF knows the encryption key used between the UE and the AF, the LI requirements can be fulfilled by the AF, thus no normative work is needed.
For case 1 (UE is in VPLMN and accessing an internal HPLM AF) and case 3 (UE is in VPLMN and accessing an external AF in the Data Network), it is proposed that solution #14 is used for normative work. 
Editor’s Note: Further conclusion on LI is FFS.
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