3GPP TSG-SA3 Meeting #109Adhoc-e 
S3-230098
Online, 16 - 20 January 2023
Source:
Huawei, Hisilicon, Thales
Title:
Conclusion on KI#2.2 Authentication mechanism selection between EEC and ECS/EES

Document for:
Approval
Agenda Item:
5.9
1
Decision/action requested

This contribution proposes a new conclusion for EDGE2.
2
References

NA
3
Rationale

This pCR proposes to add a new conclusion.
Solution #22 that use existing TLS 1.3 to negotiate the authentication method used between the EEC and ECS/EES is endorsed for conclusion. Since AKMA, GBA and Other methods is already captured in the TS 33.535, and TS 33.220,  no normative is required.
4
Detailed proposal

It is proposed to approve the following changes for inclusion in TR 33.739.
***BEGIN OF First CHANGE***

7.X

Conclusions for Key Issue #2.2
Solution #22 that reuses TLS 1.3 to negotiate AKMA or GBA or any other methods to be used between the EEC and ECS/EES is endorsed for conclusion. No new negotiation mechanism is required. 
*** END OF second CHANGE ***


