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1
Decision/action requested

This contribution proposes to conclude KI#1 in the FS_HN_Auth study TR 33.741
2
References

[1]
3GPP TR 33.741 v0.3.0: "Study on home network triggered primary authentication (HONTRA);"
3
Rationale
This pCR proposes to add conclusion on KI#1 in TR 33.741 [1].
4
Detailed proposal

*************** Start of the Change ****************

6
Conclusions







6.1 
Conclusion for Key Issue#1
The UDM is the central point of a potential HONTRA procedure and its behaviour is controlled by the Home Network. That means that the UDM interacts with the serving network to initiate primary authentication.  

For use case #1 (Security of Interworking), it can be addressed by the existing mechanism defined in TS 33.501 [3].

For use case #2 (SoR/UPU Counter wrap around) and use case #3 (KAKMA refresh), they can be addressed by the HONTRA procedure.
To initiate the HONTRA procedure, a new UDM service operation is needed, which is used to notify the AMF to trigger a primary authentication for a given UE.

Note:
The input parameters and output parameters of the new UDM service operation will be determined in the normative phase.
*************** End of the Change ****************
