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1
Decision/action requested

This contribution proposes to approve the evaluation to solution 16.
2
References

NA
3
Rationale

It is proposed to add evaluation for solution #16.
4
Detailed proposal

It is proposed to approve the following evaluation to solution 16.

*************** Start of 1st Change ****************
6.16.3
Solution evaluation 


This solution proposes the ECS to provide the EES’s security authentication mechanism capability during the EES discovery procedure (e.g. service provisioning procedure), then the EEC can determine the used authentication mechanism(s) which is supported by UE, EEC, EES and SN/HN. In addition, if the ECS does not provide the EES’s security authentication mechanism capability, the EEC can determine the candidate authentication mechanism(s) which is supported by UE, EEC and SN/HN and send the candidate mechanism(s) to the EES, and the EES determines the used authentication based on received candidate authentication mechanism(s). In this case, the EES need to extends the EAS discovery procedure to send the replayed candicate authentication mechanism for preventing binding down attack because the negotication procedure is not protected.
*************** End of Change****************
