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1	Decision/action requested
Approve the conclusion proposal to TR 33.891
2	References
N/A	
3	Rationale
The contribution proposes to conclude the Key Issue #1 (Direct C2 Security) in TR 33.891.
4	Detailed proposal
***BEGINNING OF THE 1st CHANGE***
[bookmark: scope][bookmark: _Toc112758897][bookmark: _Toc116921929]7	Conclusions 
7.X	Conclusion for Key Issue #1
The security of direct C2 communication over PC5 is recommended for the normative work based on solution #1 and solution #2: 
· PC5 unicast connection setup mechanisms in TS 33.536 [6] and 33.503 [7] are used as the baseline of the PC5 unicast connection establishment procedures with the following adaptations:
· The UAS-enabled UEs are provisioned or pre-configured with PC5 unicast security policies (signalling security policy and user plane security policy) for each C2 service type.
In the case that PC5 based C2 communication happens following the C2 communication authorisation procedure in TS 23.256 [4], how security materials are received from USS is left to the application layer. 
***END OF THE CHANGES***
	

