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********* Begin 1st change*********
[bookmark: _Toc19696863][bookmark: _Toc26876857][bookmark: _Toc35529487][bookmark: _Toc35529577][bookmark: _Toc51230246]X.x.x.x AAnF authroizes the AF
- Threat name: AAnF authroizes the AF
- Threat Category: Information Disclosure
- Threat Description: If the AAnF does not check whether the AF is authorized to use AKMA, any AF can access to the AAnF to use AKMA feature.
- Threatened Asset: Sufficient Processing Capacity.
********* End of change*********

