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\* \* \* First Change \* \* \* \*

## 9.9 Security mechanisms for non-SBA interfaces internal to the 5GC and between PLMNs

Non-SBA interfaces internal to the 5G Core such as N4 and N9 can be used to transport signalling data as well as privacy sensitive material, such as user and subscription data, or other parameters, such as security keys. Therefore, these interfaces shall be confidentiality, integrity, and replay protected.

Roaming interfaces between PLMNs except for N32, shall be confidentiality, integrity, and replay protected. Protection for the N32 interface is specified in clauses 13.1 and 13.2.

For the protection of the above mentioned internal and roaming user plane interfaces, it is required to implement IPsec ESP and IKEv2 certificate-based authentication as specified in sub-clauses 9.1.2 and 9.1.3 of the present document with confidentiality, integrity and replay protection, unless security is provided by other means, e.g. physical security. A SEG may be used to terminate the IPsec tunnels.

Editor’s Note: Whether the use of cryptographic solutions to protect non-SBA interfaces internal to the 5G Core such as N4 and N9, and roaming interfaces between PLMNs except for N32, is an operator’s decision, is FFS.

\* \* \* End of First Change \* \* \* \*

\* \* \* Second Change \* \* \* \*

## N.2.2 Redundant transmission on N3/N9 interfaces

If the user data redundancy is fulfilled by means of two duplicated N3 tunnels, the redundant packets will be transferred between UPF and RAN via two independent N3 tunnels, which are associated with a single PDU Session, over different transport layer path to enhance the reliability of service.



Figure N.2.2-1: Redundant transmission with two N3 tunnels between the UPF and a single NG-RAN node

In order to protect the redundant traffic on the N3 reference point, the current mechanism defined in clause 9.3 of the present document shall be reused. The added path for redundancy shall provide equal level of security compared to single path.

In case two N9 tunnels are involved to fulfil the redundancy for one NG-RAN, the security mechanism defined in clause 9.9 shall be used for protecting the redundant data transferring via two N9 tunnels as described above.

\* \* \* End of Second Change \* \* \* \*