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\*\*\*\*\*\*\*\*\*\*\*\*\*\*\* Start of the 1st change \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

##### 13.4.1.1.2 Service Request Process

The complete service request is a two-step process including requesting an access token by NF Service Consumer (Step 1, i.e. 1a or 1b), and then verification of the access token by NF Service Producer (Step 2).

**Step 1: Access token request**

Pre-requisite:

- The NF Service consumer (OAuth2.0 client) is registered with the NRF (Authorization Server).

- The NF Service Producer (OAuth2.0 resource server) is registered with the NRF (Authorization Server).

- The NRF and NF Service Producer share the required credentials.

- The NRF and NF have mutually authenticated each other.

\*\*\*\*\*\*\*\*\*\*\*\*\*\*\* End of the 1st change \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

\*\*\*\*\*\*\*\*\*\*\*\*\*\*\* Start of the 2nd change \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*

##### 13.4.1.2.2 Service Request Process

The complete service request is two-step process including requesting an access token by NF Service Consumer (Step 1, i.e. 1a or 1b), and then verification of the access token by NF Service Consumer (Step 2).

**Step 1 : Access token request**

Pre-requisite:

- The NF Service Consumer (OAuth2.0 client) is registered with the vNRF (Authorization Server in the vPLMN).

- The hNRF and NF Service Producer share the required credentials. Additionally, the NF Service Producer (OAuth2.0 resource server) is registered with the hNRF (Authorization Server in the hPLMN).

- The two NRFs are implicitly authenticated via N32 mutual authentication of SEPPs.

\*\*\*\*\*\*\*\*\*\*\*\*\*\*\* End of the 2nd change \*\*\*\*\*\*\*\*\*\*\*\*\*\*\*\*