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1
Decision/action requested

It is requested to approve the conclusion for KI2
2
References

[X]
3GPP TR 33.887 Study on Security aspects for 5WWC Phase 2
3
Rationale

SA2 TR 23700-17 was fully concluded for the KI2, where SA2 preferred UE-centric solutions. However, the information is delivered to the UE via PCF policies (ANDSP/WLANSP), which is protected by NAS security. Therefore, there is no security issue in the agreed normative work of KI2.  
Please note the Solution 13 and Solution 14, where unprotected slice information is shared between UE and the network, are not in the scope of the normative work of SA2.

Therefore, SA3 KI2 does not need any normative work.

4
Detailed proposal

**** START OF CHANGE ****
7
Conclusions

Editor's Note: This clause contains the agreed conclusions that will form the basis for any normative work.
7.1
Key issue #1: Authentication of AUN3 device behind RG and supporting EAP
Editor's note:
This clause will list conclusions that have been agreed during the course of the study item activities.

7.2
Key issue #2: Security aspect of slice information exposure of N3IWF/TNGF to UE
SA2 TR 23700-17 was fully concluded for the KI2, where SA2 preferred UE-centric solutions. However, the information is delivered to the UE via PCF policies (ANDSP/WLANSP), which is protected by NAS security. 
KI#2 was proposed on the basis of solution 13 and solution 14 in TR 23.700-17 where unprotected slice information is shared between UE and the network. However, Solution 13 and Solution 14 have not been chosen for normative work in TR23.700-17, hence this key issue does not need any normative work.
**** END OF CHANGE ****
