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1
Decision/action requested

It is proposed to approve the additions to the proposed additions to the  TR 33.737.
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3
Rationale

The discussion paper [3] was endorsed in SA3#107Adhoc-e. The proposals are copied below for convenience.
It is proposed to agree the following in order for SA3 to converge to solutions:

1)
When a UE is roaming and trying to access accessing an internal HPLMN AF, the UE uses home-routed PDU session and the access is handled by the internal AF model in TS 33.535 [1], clause 6.2.

2)
When a UE is roaming and trying to access an external AF to either HPLMN or VPLMN, the access is handled by the external AF model in TS 33.535 [1], clause 6.3, in other words the external AF contacts the HPLMN AAnF via the HPLMN NEF.

3)
When a UE is roaming and trying to access an internal AF to the VPLMN, the access is handled by the external AF model in TS 33.535 [1], clause 6.3, in other words the VPLMN AF contacts the HPLMN AAnF via the HPLMN NEF.
These architectural assumptions are proposed to be recorded in the clause 4 of the TR 33.737 [2].
4
Detailed proposal

*** 1st CHANGE ***
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*** 2nd CHANGE ***
4
Architectural assumptions
4.1
General

The present document is based on the AKMA architecture and procedures specified in TS 33.535 [2]. This clause captures the architectural assumptions for the non-roaming and roaming models. These architectural models do not include the AKMA functions which enable LI in the VPLMN as these functions are the objects of the study. 
4.2
AKMA Non-Roaming network model 

The following figure shows the fundamental non-roaming network model of AKMA, as well as the interfaces between them. Details of the AKMA requirements and procedures are documented in TS 33.535 [2].
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Figure 4.1-1: Fundamental Non-Roaming Network Model for AKMA
4.2
AKMA Roaming network model 

When the UE is roaming there are a few cases to consider for the AF, whether the AF is internal to the HPLMN, internal to VPLMN or external in a DN e.g. hosted on the Internet. 

Figure 4.2-1 shows the fundamental roaming network model for the case that the UE is roaming in the VPLMN and accesses an AF internal to the HPLMN. This network model is a simplified version of the Roaming 5G System architecture - home routed scenario from TS 23.501 [X1] since the UE accesses an AF internal to the HPLMN. It is therefore assumed that the UE is configured to setup a home routed PDU session for the Ua* protocol between itself and the AF. The HPLMN AF accesses the AAnF following the internal AF model from TS 33.535 [2].
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Figure 4.2-1: Fundamental Roaming Network Model for AKMA when the AF is internal to the HPLMN
Figure 4.2-2 shows the fundamental roaming network model for the case that the UE is roaming in the VPLMN and accesses an AF internal to the VPLMN or external in the DN. This network model is a combination and simplification of the Roaming 5G System architecture - local breakout and home-routed scenarios from TS 23.501 [X1]. In the case that the UE accesses an AF internal to the AF a local-breakout scenario is used between the UE and AF. In the case that a UE accesses an external AF which is in the DN, it does not matter if the UE uses the local breakout or the home-routed scenario. A VPLMN AF and an external AF accesses the AAnF via the HPLMN NEF following the external AF model from TS 33.535 [2]. In other words, the N32 interface is not used in the case of the AF internal to the VPLMN. 
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Figure 4.2-2: Fundamental Roaming Network Model for AKMA when the AF is internal to the VPLMN or AF is external
*** END OF CHANGES ***
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