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1
Decision/action requested

This contribution proposes to approve the solution for key issue#2.3.
2
References

 [1]
3GPP TR33.739 v0.2.0 Study on Security Enhancement of Support for Edge Computing — Phase 2.

3
Rationale

 This contribution proposes a solution to key issue #2.3: Authentication and Authorization between V-ECS and H-ECS.
4
Detailed proposal

*************** Start of 1st Change ****************
6.X
Solution #X: Authentication and Authorization between V-ECS and H-ECS
6.X.1
Solution overview

This solution addresses the security requirement for authentication and authorization between V-ECS and H-ECS in key issue #2.3.

6.X.2
Solution details
Pre-requisite:

- The V-ECS and H-ECS are preconfigured with credentials (e.g., certificate, shared keys/secrets) for mutual authentication.
The mutual authentication between V-ECS and H-ECS can be done based on the preconfigured credentials.
The H-ECS can authorize the V-ECS based on preconfigured local authorization policy.
6.x.3
Solution evaluation 

TBA. 
*************** End of Changes ****************
