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1
Decision/action requested

It is requested to approve this proposal
2
References

3
Rationale

This contribution proposes to resolve the following EN under solution#3:

Editor’s note: Details on how the initial trust between NF and Private CA is established is ffs.

Since the NF and private CA are in the same security domain, implicit trust is assumed. Nevertheless, two alternative proposals are presented as implementation options to enable the initial trust between them.
4
Detailed proposal

************ START OF CHANGES ************
6.3
Solution #3: Secure initial enrolment of NF certificates
6.3.1
Introduction

To achieve automated certificate management for NFs in SBA, the establishment of the initial trust between NF and operator CA is a prerequisite to proceed with the certificate enrolment procedure (e.g., using CMPv2). Every NF is expected to have an initial trust identifier to establish that relation. For that purpose, the solution proposes to use an initial certificate, issued by a private CA in the same security (trust) domain of the NF. This private CA acts as an initial trust anchor function for the NFs in the initial enrolment. The private CA’s root certificate shall be configured as trust anchor in the CA in the operator PKI. 

The solution concept is represented in the figure 6.3.1-1.
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Figure 6.3.1-1: Secure initial enrolment through Private CA
An alternative and/or complementary implementation of the solution may include a certificate management NF in the same security trust domain of the NF(s) and private CA, that is capable to deliver end entity certificates issued by the private CA to the NFs as a central certificate management entity in the security trust domain. When certificate management NF is used, the private keys need to be known by this entity, since it acts on behalf of NFs.

The alternative implementation of the solution is represented in figure 6.3.1-2.
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Figure 6.3.1-2: Secure initial enrolment through Private CA and Certificate Management NF

6.3.2
Solution details

For NFs in 5GC SBA to fetch end entity X.509 certificates signed by an operator CA, the NFs are expected to have an identity that is trusted and accepted by the operator CA. The initial certificate for an NF, required to establish the initial trust between NF and operator CA can be obtained with the following procedure:
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Figure 6.3.2-1: Procedure for secure initial enrolment
Precondition: A private CA is created and deployed within the same network/security (trust) domain of the NFs in 5GC SBA.

1) The public root certificate of the private CA is configured as trust anchor in the operator PKI

NOTE 1: The private CA could be a CA or sub-CA created by the operator PKI, or completely different CA deployed by the operator. In either case, the root CA public certificate of the private CA shall be installed in the operator CA as a trust anchor.

2) The NF generates a private-public key pair (if not pre-provisioned by NF management system) and the sends the Certificate Signing Request (CSR), that contains the public key, to the Private CA (e.g., PKCS#10, CMPv2).
  NOTE 2: Since the NF and private CA are in the same security domain, implicit trust can be assumed. If initial trust needs to be enabled as per deployment security requirements, several implementation options may be considered. For example, the CSR in step 2a) may include the NF Instance Id, which would need to be preprovisioned in Private CA to allow the validation. Alternatively, a pre-shared key along with a reference number (refnum) can be pre-configured at both ends.    

3) The private CA signs the public key and issue a certificate for the NF.  

4) The NF, or the Certificate Management NF on behalf of the NF, fetches the certificate and the trust chain from the private CA. This certificate shall be used by the NF as initial certificate for authentication to the operator CA.

5) The NF, or the Certificate Management NF on behalf of the NF, generates a new private-public key pair, if this is not preprovisioned, to obtain the operator signed end entity certificate on its own public key from RA/CA using for example CMPv2. 

6) The NF, or the Certificate Management NF on behalf of the NF, generates a certificate enrolment request, in case of CMPv2 Initialization Request (ir), which specifies the requested certificate (e.g., TLS entity certificate to be used in 5GC SBA (clause 6.1.3c of TS 33.310 [3])). The request shall include proof of possession of the public key be verified by the operator CA (e.g., in CMPv2 by signing the POPOSigningKey field of the CertReqMsg with the relate private key to the public key to be certified by the operator CA), the Private CA signed initial certificate, and the certificate chain of the Private CA. The NF, or the Certificate Management NF on behalf of the NF, signs the request using the initial private key generated (or pre-provisioned) in step 2), and includes the digital signature in the request message. 

7) The NF, or the Certificate Management NF on behalf of the NF, sends the signed certificate enrolment request to the operator CA.

8) The operator CA verifies the digital signature on the certificate enrolment request against the Private CA root certificate (trust anchor) using the initial certificate sent by the NF, and also verifies the proof of possession of the private key for the requested certificate. 

9) The operator CA generates the certificate for the NF and sends a signed response to the NF (or to the Certificate Management NF) which includes the issued certificate, the operator public root CA certificate, the signature of the response, and the operator CA certificate corresponding to the private key used to sign the response. The appropriate certificate chains for authenticating the operator CA certificates are also included. 
6.3.3
Evaluation

TBD

************ END OF CHANGES ************
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