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***** START OF 1st CHANGES *****
[bookmark: _Toc19783307][bookmark: _Toc26887091][bookmark: _Toc91075134]X.2.1	Critical assets
In addition to the critical assets of a GNP described in clause 5.2 of the present document, the critical assets specific to the MnF to be protected are:
· MnF Application
· The interfaces of MnF to be protected and which are within SECAM scope: for example
· External Client access interface
· Interface between MnF and NF
· Interface between RAN/CN MnFs and Cross Domain MnFs
· Interface between MnF and AAA infrastructure, if any
· Service based interfaces, if any
· Management data: User account data, Performance data, Fault supervision data, Configuration data, Log data, etc.
NOTE 1: 	The detailed interfaces of the MnF class are described in clause 4, Network Product Class Description of the present document.

***** END OF CHANGES *****

