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	Reason for change:
	There is a EN "the procedure shall be aligned with SA2" in 16.6.3 of TS 33.501.

In clause 16.6.3 of TS 33.501, ENSI is utilized to identify S-NSSAI for NEF and AF that is outside the 3GPP operator domain.

According to clause 6.2.5.0 of TS 23.501, it is stated that "It(NEF) translates between information exchanged with the AF and information exchanged with the internal network function. For example, it (NEF) translates between an AF-Service-Identifier and internal 5G Core information such as DNN, S-NSSAI, as described in clause 5.6.7. "

According to clause 4.15.3.2.10 of TS 23.502, SA2 leverages the AF-Service-Identifier to identify S-NSSAI for NEF and AF that is outside the 3GPP operator domain.

Therefore, SA3 needs to clarify the relationship between ENSI and AF-Service-Identifier.


	
	

	Summary of change:
	EN "the procedure shall be aligned with SA2" in 16.6.3 of TS 33.501 is removed.


	
	

	Consequences if not approved:
	Editor's Notes remain unresolved.
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*************** Start of the Change ****************
[bookmark: _Toc98839160]16.6.3	Subscription/unsubscription procedure of NSACF notification service 
Editor's Note:	the procedure shall be aligned with SA2.
1.	To subscribe or unsubscribe for the number of UEs or the number of PDU Sessions per network slice notification with the NSACF, the AF sends Nnef_EventExposure_Subscribe/Unsubscribe Request (Event ID, Event Filter, Event Reporting information) message to the NEF as described in TS 23.502 [8]. The Event Filter parameter shall be ENSI for an AF deployed outside the 3GPP operator domain. Other parameters are specified in TS 23.502 [8]. ENSI is equivalent to AF-Service-Identifier. According to clause 6.2.5.0 of TS 23.501 [2], NEF can translate between an AF-Service-Identifier and S-NSSAI.
*************** End of the Change ****************
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[bookmark: _Hlk88066032][bookmark: _Toc98839285]*************** Start of the Change ****************
I.9.2.1	Requirements
[bookmark: _Hlk88066066]The primary authentication shall be performed before initial access for UE onboarding is allowed. The UE shall use Default UE credentials for the primary authentication. Credentials or means used to authenticate the UE based on Default UE credentials may be stored within the ON-SNPN or in a Default Credentials Server (DCS) that is external to the ON-SNPN.
Editor’s Note: It is FFS how using anonymous SUCI or skipping default credentials identifier to initiate onboarding will meet the scope of ‘UE being verified as "uniquely identifiable and verifiably secure".
Editor’s Note: It is FFS, how the default credential identifier i.e., verifiably secure identifier is used as SUPI during the authentication procedure related to Onboarding.
*************** End of the Change ****************

