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	In the case of onboarding using DCS where the DCS uses AAA Server for primary authentication, UDM interaction shall be omitted according to the current specification. This also means that SUCI de-concealment is not possible by UDM. The AAA which is a non-3gpp entity cannot be expected to implement 3gpp SUCI privacy mechanisms. Instead SUCI null scheme must be used. If SUPI privacy is needed, then anonymous SUCI can be used.
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	Clarifying in Annex I.9.2.3 that SUCI null scheme shall be used for onboarding. If SUPI privacy is needed, anonymous SUCI may be used.
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[bookmark: _Toc92816629]I.9.2.3	Primary authentication using DCS
When the primary authentication is performed between the UE and the DCS, the authentication requirements and procedures defined in clause I.2 for Credential Holder shall apply with the DCS taking the role of the Credentials Holder. When the DCS uses AAA Server for primary authentication, AUSF directly selects the NSSAAF as specified in 23.501 [2]. In this case, the UDM is not involved in the procedure defined in clause I.2.2.2.2, which means that and the steps 3 to step 5 shall be skipped. 
NOTE x:	Since there is no UDM interaction when DCS uses AAA Server for primary authentication, only the null scheme in clause 6.12 can be used for SUCI calculation. If SUPI privacy is needed during onboarding, the UE can create an anonymous SUCI as defined in 3GPP TS 23.003 [19]. 

The choice of primary authentication method used between the UE and the DCS is left to the decision of the DCS. 
When the primary authentication is performed between the UE and the DCS via the AUSF using EAP-TTLS, Annex U can be used.
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