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1	Decision/action requested
Approve this contribution to be included in the eNPN living document [1].
2	References
[bookmark: _Hlk61018079][1]	S3-213610, Security aspects of eNPN (living document)

3	Rationale
It is proposed to clarify that the procedures for "Credentials holder using AAA server for primary authentication" are to be used for key generating EAP-methods other than EAP-AKA' (and EAP-AKA). The reason is that in case an external entity support EAP-AKA', the 5GS roaming architecture is reused as concluded in KI#1 of the TR.

4	Detailed proposal
***	BEGINNING OF CHANGES ***

I.2.2.z	Credentials holder using AAA server for primary authentication 
I.2.2.z.1	General
The procedures described in this clause enables UEs to access an SNPN which makes use of a credential management system managed by a credential provider external to the SNPN. 
In this scenario the authentication server role is taken by the AAA Server. The AAA server supports some key generating EAP-method other than EAP-AKA or EAP-AKA'. The AUSF acts as EAP authenticator and interacts with the AAA Server to execute the primary authentication procedure. 
The architecture for SNPN access using credentials from a Credentials Holder using AAA Server is described in clause 5.30.2.9.2 of TS 23.501 [2]. 


*** END OF CHANGES ***
