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1	Decision/action requested
It is proposed to add the conclusion for key issue#1 in 5GFBS TR 33.809.
2	References
Null
3	Rationale
Solution#17 is already completed on both technical details and evaluation. More importantly, RAN2 already confirmed that the solution#17 is technically feasible from RAN2 perspective (S3-213168/R2-2109121).
Therefore, this pCR proposes to use solution #17 as the basis of normative work for the protection of RRCResumeRequest message. 

4	Detailed proposal
[bookmark: definitions][bookmark: clause4][bookmark: _Toc37790918][bookmark: _Toc42003867][bookmark: _Toc42176676][bookmark: _Hlk47268233]****START OF CHANGES ***
[bookmark: _Toc58311333][bookmark: _Toc59025793][bookmark: _Toc59026630]7	Conclusions
Editor's Note: This clause contains the agreed conclusions.
[bookmark: _Toc58311334][bookmark: _Toc59025794][bookmark: _Toc73646359]7.1	Conclusions on Key Issue #1
Following conclusions are made on Key Issue #1 "Security of unprotected unicast messages":
-	It is concluded that no additional normative work is required for the protection against tampering of RRC UE CapabilityInformation messages.
-	It is concluded that solution #17 is taken as the basis of normative work for the protection of RRCResumeRequest message. 
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