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	Agenda 
	Topic 
	TDoc
	Title 
	Source 
	Type 
	Notes 
	Decision 
	Replaced-by 

	1 
	Agenda and Meeting Objectives 
	S3‑213800
	Agenda 
	SA WG3 Chair 
	agenda 
	
	approved
	  

	  
	  
	S3‑213803
	Process for SA3#105e meeting 
	SA WG3 Chair 
	other 
	
	noted
	  

	  
	  
	S3‑213883
	SA3 Procedures and deadlines 
	SA3 Chair 
	agenda 
	
	noted
	  

	2 
	Meeting Reports 
	S3‑213801
	Report from SA3#104e 
	MCC 
	report 
	>>CC_1<<

[Chair] proposes to note

1st challenge deadline

>>CC_1<<
	noted
	  

	  
	  
	S3‑213802
	Report from SA3#104e-Adhoc 
	MCC 
	report 
	>>CC_1<<

[Chair] proposes to note

1st challenge deadline

>>CC_1<<
	noted 
	  

	  
	  
	S3‑213804
	Report from last SA 
	SA WG3 Chair 
	report 
	>>CC_1<<

[Chair] presents

[VF] comments on workload

>>CC_1<<
	noted
	  

	  
	  
	S3‑213805
	Meeting notes from SA3 leadership 
	SA WG3 Chair 
	report 
	
	reserved 
	  

	3 
	Reports and Liaisons from other Groups 
	S3‑213846
	TCG progress - report from TCG rapporteur 
	InterDigital, Inc. 
	other 
	>>CC_6<<

[IDCC] presents

[Chair] it can be noted

>>CC_6<<
	available 
	  

	  
	  
	S3‑213806
	LS to 3GPP SA3 working group on 5GS Roaming Hubbing 
	5GJA 
	LS in 
	>>CC_6<<

[VF] presents

Docomo will hold the pen to initiate draft reply LS to 5GJA.

>>CC_6<<

[NTT DOCOMO]: provide draft reply LS to 5GJA as draft_S3-213806-r1.

[Ericsson]: provides r2

>>CC_8<<

[Ericsson] presents current status.

[Docomo] presents

[Nokia] comments to have more discussion, proposes to extend the LS for one more week.

[Mavenir] has same opinion.

[HW] proposes to keep it in this week and clarifies the procedure if extended

[Chair] clarifies that it will be email discussion, if objected, the LSout will not be agreed, i/c LS will be postponed to next meeting.

>>CC_8<<

[Mavenir]: provides r3

[CableLabs] Provides comments on r3. We need to ask straightforward question on why GSMA considers PRINS not working for RH.

[Mavenir] support the original r1 draft as per Alf draft.

[Huawei] : Propose to add the new question in the 1st bullet.

[BMWi /BSI] provided r4 on the basis of r3 with minor edits.

[Deutsche Telekom] : provided r5 on the basis of r4 with additional clarification that emphasises on the purpose of operator-to-operator security.

[NCSC] : suggests a conf call between SA3 and GSMA-5GMRR
	available 
	  

	  
	  
	S3‑214293
	DP of LS from GSMA about roaming hub support 
	Ericsson 
	discussion 
	>>CC_6<<

[Ericsson] presents

[VF] comments

[Docomo] comments, doesn’t see any problem.

[VF] replies to Docomo

[Docomo] disagrees with VF’s comment.

[CableLabs] comments it is not clear what is missing in current specifications, doesn’t agree with the proposed LS.

[Mavenir] proposes Docomo to hold the pen for reply.

[Mavenir] agrees with CableLab’s comment and asks the question.

The draft reply LS will be discussed under 3846.

>>CC_6<<
	available 
	  

	  
	  
	S3‑213809
	LS on new parameters for SOR 
	C1-214118 
	LS in 
	[Vodafone]: Proposes to note document with no further action to be taken.

>>CC_6<<

[VF] objects draft LS out as well as CR

[HW] has same view with VF.

[Ericsson] asks for clarification.

[VF] replies

>>CC_6<<

[Ericsson]: Provides argument not to note but to postpone

[Qualcomm]: this LS shall not be noted. It shall be either replied to in this meeting (assuming a CR is agreed to address CT1 request) or postponed

[Vodafone]: Vodafone agrees to postpone this LS so that specific protection can be addressed in a future meeting.
	available 
	  

	  
	  
	S3‑214326
	CR to 33.501 to protect additional SoR information (CPSOR-CMCI) 
	NTT DOCOMO INC. 
	CR 
	[Huawei]: Suggest to postpone the contribution.

Currently CT1 is discussing how the network obtains the UE’s capabilities to support the extended/additional parameters, which may require changes to the exsiting SoR procedure as well.

[NTT DOCOMO]: request clarification on dependency of UE capability negotiation

[Huawei]: This contribution is moved to next week according to the chairman’s most recent annoucement.

Provide early clarifications as requested.

[Vodafone]: Objects to this document and proposes that it be not pursued.

[BT Plc]: Agrees with Vodafone comments, so likewise Objects to this document.

[NTT DOCOMO]: suggest to postpone this discussion to next meeting

MCC commented that mentioning ”UE later than Rel-16” and ”NR” was redundant since everything in the document applies to NR and Rel-16.

Mistaken subject line,
	available 
	  

	  
	  
	S3‑214327
	draft-Reply LS on new parameters for SOR 
	NTT DOCOMO INC. 
	LS out 
	[Huawei]: Suggest to postpone this contribution.

Currently CT1 is discussing how the network obtains the UE’s capabilities to support the extended/additional parameters, which may require changes to the existing SoR procedure.

[Vodafone]: Objects to sending this LS as we object to the requirement and the CR.

[NTT DOCOMO]: modified the LS to inform the concerns to CT1.

[Qualcomm]: questions the need for replying to CT1 before agreeing SoR CR
	available 
	  

	  
	  
	S3‑213810
	Reply LS on NAS-based busy indication 
	C1-214917 
	LS in 
	>>CC_6<<

[Ericsson] makes brief introduction

>>CC_6<<
	available 
	  

	  
	  
	S3‑213824
	Reply LS on NAS-based busy indication 
	R2-2108855 
	LS in 
	>>CC_6<<

[Ericsson] makes brief introduction

>>CC_6<<
	available 
	  

	  
	  
	S3‑213811
	LS on user plane integrity protection for UE not supporting NR as primary RAT and supporting E-UTRA 
	C1-214952 
	LS in 
	>>CC_6<<

[QC] presents

>>CC_6<<

[Huawei]: Suggest to note this LS. There is no specific action on SA3. It’s just the exchange between CT1 and SA2.
	available 
	  

	  
	  
	S3‑213876
	Reply LS on user plane integrity protection for UE not supporting NR as primary RAT and supporting E-UTRA 
	S2-2107794 
	LS in 
	>>CC_6<<

[QC] presents

[Chair] proposes to note

>>CC_6<<

[Huawei]: as discussed during CC, this LS should be noted.
	available 
	  

	  
	  
	S3‑213813
	Reply LS on Header Enrichment for HTTPS in PFCP 
	C4-214531 
	LS in 
	>>CC_6<<

[HW] presents

>>CC_6<<
	available 
	  

	  
	  
	S3‑213931
	Reply LS on Header Enrichment for HTTPS in PFCP 
	ZTE Corporation 
	LS out 
	>>CC_6<<

[ZTE] presents

>>CC_6<<
	available 
	  

	  
	  
	S3‑214075
	Reply LS on Header Enrichment for HTTPS in PFCP 
	Huawei, Hisilicon 
	LS out 
	>>CC_6<<

[Chair] proposes HW to hold the pen for future merge and revision. Discussions to be continued under 4075 thread.
>>CC_6<<

[Ericsson]: requests updates

Initial TLS packets is not a suitable way to send information from PSA UPF to an application server.

[CableLabs]: TLS extensions in ClientHello should not be used to send sensitive information, since there is no standarized way of protecting ClientHello mesasges.

[Huawei] : provide r1 as suggested by Christine.

[Ericsson]: provides r2 with answers to the earlier questions from CT4

>>CC_8<<

[Ericsson] presents current status.

>>CC_8<<

[Huawei] : provide r3.
	available 
	  

	  
	  
	S3‑213814
	LS on Using N32 for interconnect scenarios 
	C4-214533 
	LS in 
	>>CC_6<<

[VC] presents

>>CC_6<<

[Nokia] : propose to respond to CT4 that N32 security can be used for interconnect and that SA3 will follow up with the necessary CRs (or provide the CR with a general update in this meeting based on discussion in CR proposal S3-214195 on SBA CR N32 for interconnect R16
	available 
	  

	
	
	S3-214333
	Reply LS from 5GJA to 3GPP CT4, SA2 and SA3 on Using N32 for Interconnect Scenarios
	GSMA
	LS in
	>>CC_6<<

[VC] presents

>>CC_6<<
	
	

	  
	  
	S3‑213817
	Support of UAVs authentication/authorization in 3GPP systems and interfacing with USS/UTM 
	GSMA 
	LS in 
	>>CC_1<<

[QC] presents 

[Orange] comments

[HW] 
>>CC_1<<
	Noted 
	  

	  
	  
	S3‑213818
	LS on broadcast of NTN GW or gNB position 
	R1-2106332 
	LS in 
	>>CC_1<<

[Ericsson] presents
>>CC_1<<
	replied in        
	  

	  
	  
	S3‑213819
	Reply LS on broadcast of NTN GW or gNB position 
	S1-213211 
	LS in 
	>>CC_1<<

[Ericsson] presents
>>CC_1<<
	Noted
	  

	  
	  
	S3‑214082
	Reply to LS on broadcast of NTN GW or gNB position 
	Nokia, Nokia Shanghai Bell 
	LS out 
	[Ericsson]: Proposes to merge this LS reply into S3-214260 (Ericsson) and use 4260 as a baseline.

>>CC_1<<

[Nokia] presents, and proposes to merge into 4260.
>>CC_1<<
[Nokia]: Accepts the proposals to merge S3-214082 and S3-214260.

[Ericsson]: Provides r7 as a cleaned up version of the version discussed during the SA3 teleconference as a ready version to be sent to RAN1.

[Nokia]: Nokia is fine with S3-214260-R7.

[Ericsson] clarifies that r7 that was stated in this e-mail thread is S3-214260-r7. Please check the e-mail thread of S3-214260.
	Merged in 4336
	  

	  
	  
	S3‑214260
	Reply to LS on broadcast of NTN GW or gNB position 
	Ericsson 
	LS out 
	>>CC_1<<

[Ericsson] presents
>>CC_1<<
[Ericsson]: Opens the contribution for discussion and provides r1.

[Xiaomi]: provides comments and r2.

[Huawei]: provides comments.

[CATT]: Revision is required.

“broadcasting NTN GW or gNB position” is prohibited by laws and regulations.

[Ericsson]: provides r3 for further discussion.

[CMCC]: provides comments.

[NTAC]: Requests clarification for understanding

[Ericsson]: provides a clarification.

[NTAC]: OK with r3

>>CC_3<<

[Ericsson] presents, r3

[CATT] comments to focus on replying question, not include any other explanation and solution.

[Ericsson] clarifies.

[CableLabs] comments to reply there is security issue if thre is security concern raised by some delegate as security group.

[Xiaomi] agrees with CATT, doesn’t need to mention physical security and potential solution.

[IDCC] doesn’t agree not to mention physical security.

[Ericsson] comments to make broadcast optional, shouldn’t be mandatory.

[Chair] asks whether optional could be acceptable.

[CATT] is ok in general.

[Chair] requests to revise as r4 based on discussion, and set 3rd challenge deadline

3rd challenge deadline.

>>CC_3<<

[CATT]: Provide comments:

(1) RAN1’s questions are not related to physical security, so physical security related content should be removed.

(2) All versions did not address the question: “Is there any regulatory aspect that needs to be taken into account if the NTN-GW/gNB position is broadcasted including any aspects related to accuracy of the position,”.

[NTAC]:Offers response to CATT

[CATT]: Provide evidence related to RAN1’s questions.

[Xiaomi]: provides further comments.

[FutureWei]: Request for clarification from CATT how the provided evidence is relevant to RAN1’s question.

[CATT]: Offers response to TENCASTLE

[Ericsson]: provides some clarifications with respect to regulatory aspects. The LS proposal already includes the following sentence in the beginning: “SA3 would like to answer the questions included in the LS from a security perspective. For regulatory aspects SA3-LI may respond.”. SA1 already in their reply provided some regulatory aspects. I am not sure if SA3 should include any regulatory information such as the reports provided by CATT.

[Ericsson]: Since r4 is put for the challenge deadline and since the discussion is still in progress in the e-mail thread, Ericsson provided revision r3.1 to capture the latest changes so that other companies check before r4 is submitted.

[CATT]: Offers response to FutureWei

[Xiaomi]: provides replies to the comments.

[FutureWei]: Request further clarification from CATT.

[Xiaomi]: provides r3.2.

[Ericsson]: proposes to convert the r3.2 to r4. R4 is supposed to be put against the 3rd challenge deadline for Thursday, 11:00 UTC.

[Ericsson]: provides r4.

[Nokia] : Nokia cannot accept R4

[Xiaomi]: provides further comments and new wording.

[Nokia]: Provides answers to Xiaomi.

[CATT]: Offers response to FutureWei

[Xiaomi]: fine with the new wording proposed by Nokia.

[Nokia] : Nokia objects R4 and provide R5 including compromised text

[CATT]: Provide r6 that reflects CATT’s views.

[Ericsson]: disagrees with R6 from CATT. There are references that 3GPP members cannot check in time for the decision of the LS reply. Moreover the justification from a security perspective is removed and this is unacceptable. SA3 will provide our technical opinion about the security aspects and not only regulatory aspects. In the ongoing discussion SA3 is trying to propose SA3 technical descriptions motivated by regulatory constraints.

[Nokia] : Nokia objects R6.

[Ericsson]: Ericsson could be ok with r5 to make progress.

>>CC_4<<

[Ericsson] presents status

[CATT] comments

[Nokia] replies

[Futurewei] comments.

[CATT] doesn’t agree Futurewei’s comment.

[Ericsson] comments.

[Chair] decides to send out based one r5

[CATT] proposes to revise paragraph 5, and finally live with it.

[IDCC] proposes concrete change.

>>CC_4<<

[Ericsson]: Provides r7 as a cleaned up version of the version discussed during the SA3 teleconference as a ready version to be sent to RAN1.

[Xiaomi]: fine with r7.

[Ericsson]: provides clarifications. S3-214260-r7 is a merger of S3-214260, S3-214082, S3-214166 with 4260 as baseline.

[Ericsson]: provides correction of previous e-mail. The S3-214336 is the new Tdoc number for S3-214260-r7.
	Approved  
	r7 (clean version S3-214336)

	  
	  
	S3‑214166
	Reply LS (S3-213818) on broadcast of NTN GW or gNB position 
	Xiaomi Technology 
	LS out 
	[Ericsson]: Proposes to merge this LS reply into S3-214260 (Ericsson) and use 4260 as a baseline to continue the discussion in the respective e-mail thread.

>>CC_1<<

[Xiaomi] presents

[Ericsson] has different opinion.

[Chair] asks for potential compromised solution

[IDCC] comments

[Chair] proposes to let Ericsson to hold the pen and get some feedback
>>CC_1<<
[Xiaomi]: Provide feedback to the comments and ask questions about the comments for clarification.

[NTAC]: Supports using 4260 as a baseline

[Ericsson]: Provides r1 and responds to some comments from Xiaomi.

[Ericsson]:proposes the discussion to continue in 4260 and clarifies that the provided r1 is the 4260-r1.

[Xiaomi]: agree to close this thread and continue the discussion in the thread of 4260. Also provide further feedback to the new comments.

[Xiaomi]: forgot to announce that Xiaomi accepted to merge 4166 into 4260.
	Merged in 4336
	  

	  
	  
	S3‑213820
	New LS on UE location aspects in NTN 
	R2-2106543 
	LS in 
	
	Replied in 4103
	  

	  
	  
	S3‑213821
	Reply LS on UE location aspects in NTN 
	R2-2109216 
	LS in 
	
	Noted
	  

	  
	  
	S3‑213822
	Reply LS on UE location aspects in NTN 
	R2-2109217 
	LS in 
	
	Replied in S3-214168 
	  

	  
	  
	S3‑213968
	[Draft] Reply LS on UE location aspects in NTN 
	Intel Sweden AB 
	LS out 
	>>CC_1<<

[CATT] presents current status

[Intel] presents contribution
>>CC_1<<
	Merged in 4103
	  

	  
	  
	S3‑213985
	Reply LS on UE location aspects in NTN (R2-2106543) 
	Apple 
	LS out 
	>>CC_1<<

[Apple] presents
>>CC_1<<
	Merged in 4103
	  

	  
	  
	S3‑214103
	Reply LS on UE location aspects in NTN 
	CATT 
	LS out 
	>>CC_1<<

[CATT] presents

>CC_1<<
[CATT]: Trigger the discussion and provides r1.

[NTAC]: is fine with r1, proposes some tweaks in r2

[Thales] : provides r3.

[Ericsson] proposes a few more clarifications to the LS.

>>CC_3<<

[Thales] presents r3

[NTAC] presents r4

[IDCC] comments on 2nd para

[Xiaomi] has similar comment as IDCC, and comments on last sentence.

[Chair] request to remove last sentence.

[Apple] comments to remove 1st sentence in 2nd paragraph and last sentence.

[Orange] comments to remove “permanent” and following example in 3rd paragraph, as even temporary ID may not be changed always.

[Huawei] comments on 1st sentence in 2nd paragraph.

[QC] clarifies why to use “accuracy”, as it is from RAN2.

[Nokia] doesn’t agree to remove last sentence.

[NTAC] has concern to remove 1st sentence.

[Docomo] comments and provide revisions

[Thales] clarifies from RAN2 point of view. And proposes to just remove the latter part of 1st sentence rather than whole.

[Ericsson] comments on last sentence and accuracy.

[CATT] proposes a way forward.

[Docomo] comments

[MSI] editorial comment on “To”

>>CC_3<<

[NTAC]: Happy with r3, proposes r4 to address Ericsson comments

[CATT]: Propose the way forward for LS.

[Ericsson]: provides some changes to the proposal by DOCOMO for the first paragraph.

[Interdigital]: provides provides R5 that was discussed at Tuesday’s call.

[Ericsson]: provides r6 that proposes some reformulation of the “…did not find any issues” as NTAC proposed before. One editorial in the last paragraph is also proposed.

[Interdigital]: provides provides R7 based on R6 with minor changes.

[Qualcomm]: providing r8

[Interdigital]: The SA3 recommendation in the last paragraph of R7 is based on the third paragraph and has to remain. R8 is not acceptable.

[Intel]: Uploaded r9 as a compromise between r7 and r8

[Apple]: R8 is not acceptable, Apple provides r9, adding back the last paragraph on SA3 recommendation, and the second paragraph goes aways based on the discussion in the 3rd conf call.

[Apple]: Failed to upload Apple’s R9 and the current R9 is from Intel. Apple has modification suggestion on the current R9 and provides R10.

[Interdigital]: Supports R10.

[Xiaomi]: supports r10.

[CATT]: Supports r8.

[NTAC]: Supports r6, r7, r8 or r9

[Ericsson]: Ericsson can accept r7 the contains the second paragraph. But later revisions remove the last paragraph, SA3’s recommendation. As a security group we should have a security recommendation. We could reconsider R8 if it helps the convergence of the group. R9 talks about different location granularities which are orthogonal to the privacy issue and R10 removes the second paragraph.

>>CC_4<<

[Orange] comments the permanent ID is still exist, request to remove it..

[CATT] is ok to change

[Docomo] comments on ID

[Apple] prefers not to include 2nd paragraph

[QC] is ok with this version.

[Xiaomi] has same concern as Apple.

[Orange] provides concrete proposal

[NTAC] comments. 

[IDCC] provides way forward.

[QC] comments about the last sentence.

[Apple] is fine with current online version.

[Xiaomi] is ok with current online version.

[Thales] comments that is difficulty to understand this, SA3 is not answering the RAN2 questions clearly.

[Orange] clarifies

[CableLabs] asks questions for clarification. To remove “additional” after specific

[Thales] comments, to change that as if possible

[IDCC] doesn’t agree that .

[Ericsson] has same comment

[Apple] same comment

[Orange] same comment

[CATT] request to make online version as r11

[Chair] Request everyone to compromise and agree r11 as the final version to go out.

>>CC_4<<
[Huawei]: provides editorial suggestion.

[Ericsson]: provides clarification. CATT announced during the teleconference that R11 is the latest revision.

[Apple]: Fine with R11.

[Interdigital]: Satisfied with R11.

[NTAC]: Supports r11

[Xiaomi]: fine with r11

[Ericsson]: is fine with r11.
	approved 
	  r11 (S3-214360)

	  
	  
	S3‑214154
	Reply LS on UE location aspects in NTN 
	Qualcomm Incorporated 
	LS out 
	>>CC_1<<

[QC] presents

>>CC_1<<
	Merged in 4103
	  

	  
	  
	S3‑214167
	Reply LS (S3-213820) on UE location aspects in NTN 
	Xiaomi Technology 
	LS out 
	>>CC_1<<

[Xiaomi] presents

[VF] comments current evalution focus on privacy, but another important aspect is reliability.That should be considered

[Chair] suggest to keep discussion and comes back Wednesday and has possible show of hands if needed. Requests to have reply.

Suggests to let CATTto hold the pen, to set 4103 as baseline.

[CATT] comments that RAN2 is waiting for clear answer rather then question. And suggests to have an offline discussion or show of hands to make progress.
[IDCC] agrees to have a call tomorrow.

[Chair] is ok to have another call tomorrow.

[MCC] there is duplicated call at the same time, i.e. EDGE call.

[HW] proposes to cancel EDGE call to provide call for this topic.
>>CC_1<<

>>CC_2<<

[Vicechair] presents current status, there is no consensus 

[Apple] comments

[QC] doesn’t agree.

[Chair] requests to generate some response to RAN2.

[Apple] proposes wording for response.

[QC] clarifies

[Thales] has concern on Apple’s proposal.

[Interdigital] supports Thales’ statement.

[HW] comments
>>CC_2<<
	Merged in 4103
	  

	  
	  
	S3‑214168
	Reply LS (S3-213822) on UE location aspects in NTN 
	Xiaomi Technology 
	LS out 
	>>CC_1<<

[XIaomi] presents

>>CC_1<<
[Huawei]: revision is required before it is acceptable or noted.

[Xiaomi]: provides feedback to the comments.

[Ericsson]: asks for clarifications. Why the change of position from the SA3#103e meeting ,

[Xiaomi]: provides feedback to the comments and r1.

[Interdigital]: provides r2 with “the same” replaced by “comparable.”

[Huawei]: not fine with r1 or r2 and provides feedback to the comments.

[Xiaomi]: fine with r2 and provides r3 to make Huawei happy.

[NTAC]: Provides clarification from perspective of original SA3LI LS

[Ericsson]: provides comments.

[Huawei]: provides clarification and r4.

>>CC_4<<

[Xiaomi] presents, r5
>>CC_4<<
[Xiaomi]: provides further comments and r5.

[NTAC]: Is fine with r5.

[Huawei]: Is fine with r5.

[Huawei]: propose to remove second paragraph of LS reply from r5.

[Ericsson]: propose to remove second paragraph of LS reply from r5.

[Ericsson]: propose to remove from the minutes that Huawei proposes to remove second paragraph of r5.

[Xiaomi]: provides clarification to the comments and r6.

[Ericsson]: is fine with r6.
	approved 
	r6

	  
	  
	S3‑213823
	LS on NTN specific user consent 
	R2-2109199 
	LS in 
	>>CC_1<<

[QC] presents
>>CC_1<<
	replied in 4155 
	  

	  
	  
	S3‑214155
	Reply LS on NTN specific User Consent 
	Qualcomm Incorporated 
	LS out 
	>>CC_1<<

[QC] presents
>>CC_1<<
[Qualcomm]: Provides r1.

[IDCC]: “Depending on the local jurisdiction and its regulations, a separate NTN specific user consent may be needed before gNB can configure the UE to report the UE location information.” 

Please clarify whether such local jurisdictions and their regulations require *user* (i.e., a person or application currently using this UE) or *subscriber* consent. 

Many if not most privacy regulations care about *user* consent only, and without providing user consent, any other consent will be useless for compliance with such privacy regulations.

[Qualcomm]: provides clarification

[Ericsson]: Proposes changes to the formulation of the text that says that the changes being introduced by SA3 in Rel-17 can be used.

[NTAC]: Requests clarification

[Interdigital]: Requests an additional clarification

Regardless of the consent indication storage, the manner in which the user consent is stored has to allow one-to-many cardinality between subscriber profile and *end-user*.

Otherwise, regardless of how the entity is called, subscriber or end-user, the consent indication won’t correspond to requirements of privacy regulations.

[Apple]: Requests an additional clarification

[Qualcomm]: provides r2 and clarifications

[Interdigital]: provides r3 with the the last sentence adding more specific explanation.

[Qualcomm]: r3 is fine.

[Xiaomi]: provides comments and r4.

>>CC_3<<

There is r5, keep in discussion

>>CC_3<<

[Huawei]: provides rewording and r5.

[Ericsson] : Proposes some changes to r5.

[Qualcomm]: provides r6

[Apple]: provides r7

[Xiaomi]: fine with both r6 and r7.

[Qualcomm]: disagree with r7

[NTAC]: Agrees with Qualcomm

[Apple]: Request clarification.

[Interdigital]: Provides R8 with minor editorials compared to R7.

[NTAC]: Offers clarification

[Ericsson]: Ericsson is fine with r6 but still need to check r7/r8. Would like to propose a correction. “Implemented” should be “complemented” since in my understanding the existing generic requirements may not cover the NTN case so new ones may need to be introduced. Requirements cannot be “implemented” if they do not exist.

>>CC_4<<

[Ericsson] comments

[QC] provides r9 and asks for quick discussion.

[Apple] asks time for check, and asks questions for clarification

[QC] clarifies.

>>CC_4<<
[Qualcomm]: provides r9

[Ericsson]: is fine with r9.

[Xiaomi]: fine with r9.

[Huawei]: fine with r9.

[Qualcomm]: fine with r10,

[Ericsson]: is fine with r10.
	approved 
	r10 (S3-214349)

	  
	  
	S3‑214169
	Reply LS (S3-213823) on NTN specific user consent 
	Xiaomi Technology 
	LS out 
	>>CC_1<<

[XIaomi] presents
>>CC_1<<
[Qualcomm]: Propose to merge this reply LS into S3-214155 and use the thread on 4155 for further discussion.

[Xiaomi]: agree to merge 4169 into 4155 and close this thread. Let’s continue the discussion in the thread of 4155.
	merged in 4155
	  

	  
	  
	S3‑213986
	Reply LS on NTN specific user consent (R2-2109199) 
	Apple 
	LS out 
	>>CC_1<<

[Apple] presents
[Chair] proposes to let QC to hold the pen.

[HW] comments 3 contributions are in same line so use 4155 as baseline.

[Ericsson] comments to study new use cases before any specification made

[IDCC] comments

[Orange] comments not to mandate any solution. But would like to say some solution can be used.

[Chair] request to have progress before Wednesday
>>CC_1<<
[Qualcomm]: Propose to merge this reply LS into S3-214155 and use the thread on 4155 for further discussion.
	merged in 4155
	  

	  
	  
	S3‑213827
	LS on UP security policy updated by intra-cell handover 
	R3-214464 
	LS in 
	>>CC_6<<

[VC]presents

>>CC_6<<
	available 
	  

	  
	  
	S3‑213828
	LS to SA3 on support of Pre-shared key derivation for IAB-donor-CU-UP 
	R3-214465 
	LS in 
	>>CC_6<<

[HW] presents

>>CC_6<<
	available 
	  

	  
	  
	S3‑214008
	Reply LS on support of Pre-shared key derivation for IAB-donor-CU-UP 
	Huawei, HiSilicon 
	LS out 
	>>CC_6<<

[HW] presents

>>CC_6<<
	available 
	  

	  
	  
	S3‑214228
	[Rel-16]Clarification on KIAB generation for CP-UP separation 
	Samsung, Nokia, Nokia Shanghai Bell, Huawei, Hisilicon, Intel 
	CR 
	
	available 
	  

	  
	  
	S3‑214229
	[Rel-17]Clarification on KIAB generation for CP-UP separation 
	Samsung, Nokia, Nokia Shanghai Bell, Huawei, Hisilicon, Intel 
	CR 
	
	available 
	  

	  
	  
	S3‑213830
	LS on 5G capabilities exposure for factories of the future 
	S2-2106683 
	LS in 
	>>CC_6<<

[VC] presents

[Chair] proposes to note

>>CC_6<<
	available 
	  

	  
	  
	S3‑213831
	Reply LS to 5G-ACIA on 5G capabilities exposure for factories of the future 
	SP-211134 
	LS in 
	>>CC_6<<

[VC] presents

[Chair] proposes to note

[Chair] comments there is no voice from SA3, requests delegates to think whether need to respond or not.

>>CC_6<<
	available 
	  

	  
	  
	S3‑213837
	LS Reply on QoE report handling at QoE pause 
	S4-211290 
	LS in 
	>>CC_6<<

[Lenovo] presents

>>CC_6<<

[Huawei]: Propose to note this one, but SA3 needs to reply RAN2 as the S3-212435 requested.

>>CC_8<<

[Huawei] proposes to note

>>CC_8<<
	available 
	  

	  
	  
	S3‑213838
	LS on progress of study items for security on management aspect 
	S5-214467 
	LS in 
	>>CC_6<<

[Nokia] presents

[Chair] proposes to note

>>CC_6<<
	available 
	  

	  
	  
	S3‑213839
	Reply LS on QoE report handling at QoE pause 
	S5-214519 
	LS in 
	>>CC_6<<

[Lenovo] presents

>>CC_6<<

[Huawei]: Propose to note. But SA3 needs to reply to the original LS from RAN2 which is S3-212435.

>>CC_8<<

[Huawei] proposes to note

>>CC_8<<
	available 
	  

	  
	  
	S3‑214099
	Evaluation of the potential security issue in QoE report handling at QoE pause 
	Lenovo, Motorola Mobility 
	discussion 
	>>CC_6<<

[Lenovo] no need to open, that is the contribution discussed in previous meeting
>>CC_6<<

[Ericsson] asks to note the discussion paper; reminds that the reply LS is being discussed in S3-214101.
	available 
	  

	  
	  
	S3‑214101
	[DRAFT] Reply LS on QoE report handling at QoE pause 
	Lenovo, Motorola Mobility 
	LS out 
	>>CC_6<<

[Lenovo] keeps it open to discuss via email

>>CC_6<<

[Huawei]: Support this LSout.

[Nokia]: Support this LSout with minor change proposed.

[Lenovo]: provides revision r1 according to Nokia comment.

[Ericsson] will not block the LS for the sake of progress, even though I wanted to explicitly mention that the user-downloaded apps are prohibited; asks not to modify the last agreed words and instead appends Nokia’s proposed text; see below.

[Lenovo] Lenovo is fine with the Ericsson proposal and provides revision r2

>>CC_8<<

[Lenovo] presents current status.

>>CC_8<<

[Huawei]: Provides r3.

[Lenovo] : we are fine with r3.
	available 
	  

	  
	  
	S3‑213841
	Reply LS on RAT type for network monitoring 
	S6-212146 
	LS in 
	>>CC_6<<

[VC] presents

[Chair] proposes to note

>>CC_6<<
	available 
	  

	  
	  
	S3‑213844
	LS on new liaison officer from ITU-T SG17 
	ITU-T SG17 
	LS in 
	>>CC_6<<

[VC] presents

[Chair] proposes to note

>>CC_6<<
	available 
	  

	  
	  
	S3‑213845
	Reply LS on Inclusive language review 
	SP-211140 
	LS in 
	>>CC_6<<

[VC] presents
>>CC_6<<
	available 
	  

	  
	  
	S3‑213850
	LS-Reply on Home Network triggered re-authentication 
	C4-215437 
	LS in 
	>>CC_6<<

[Samsung] presents

>>CC_6<<
	available 
	  

	  
	  
	S3‑214231
	Discussion paper on need for Re-authentication 
	Samsung, NEC 
	discussion 
	>>CC_6<<

[Samsung] this is a discussion, proposes to open CR directly.

>>CC_6<<

[Ericsson]: dos not endorse the proposal in this discussion paper. Proposes to leave the HPLMN triggered primary authentication for Rel-18.

[NEC]: insists to have a basic solution for UDM initiated re-auth in rel-17.all the procedures related to SoR, UPU and AKMA are very clearly captured in the specification not sure what else is remaining to study in rel-18.

[Intel]: Supports conclusion in S3-214231. Provides clarification to Ericsson

[Ericsson]: Provides clarifications. The proposed CR referenced from this discussion paper is very high level with no clear NFs triggering the proposed HPLMN triggered primary authentication. In the e-mail discussions several use cases are described as a motivation to specify this behaviour but only one CR with respect to AKMA provides a concrete proposal for one use case, i.e. AKMA. This shows that we may only know the details of one use case, what is the point of specifying blanket behaviour for any use case,
	available 
	  

	  
	  
	S3‑214232
	CR to 33.501: Network initiated Primary Authentication 
	Samsung, NEC 
	CR 
	>>CC_6<<

[Samsung] presents

[HW] proposes to treat as an R-18 feature to study, rather to treat it hurry.

[Ericsson] agrees with HW.

[Samsung] replies

>>CC_6<<

[Ericsson]: Proposes not to pursue this CR and leave HPLMN triggered primary authentication for Rel-18.

[Intel]: Supports CR and solution.

[Ericsson]: Provides clarifications. The proposed CR is very high level with no clear NFs triggering the proposed HPLMN triggered primary authentication. In the e-mail discussions several use cases are described as a motivation to specify this behaviour but only one CR with respect to AKMA provides a concrete proposal for one use case, i.e. AKMA. This shows that we may only know the details of one use case, what is the point of specifying blanket behaviour for any use case,

[Huawei]: support Ericsson, and provide more reasons for not pursue the CR

[Samsung]: Provides clarification on the need HN initiated re-authentication in Rel-17.

[Huawei]: Provides answer to Samsung.
	available 
	  

	  
	  
	S3‑214233
	CR to 33.535: Refresh of KAKMA and KAF 
	Samsung, NEC 
	CR 
	[Ericsson]: proposes not to pursue this CR and revisit the issue after we finalize the HPLMN triggered primary authentication.
	available 
	  

	  
	  
	S3‑213874
	LS on MINT functionality for Disaster Roaming 
	S2-2108172 
	LS in 
	>>CC_1<<

[LGE] presents and proposes to reply rather than simply noted
>>CC_1<<
	Replied in 3975 
	  

	  
	  
	S3‑213992
	Discussion on SA2 LS on MINT 
	LG Electronics Inc. 
	discussion 
	>>CC_1<<

[LGE] presents
>>CC_1<<
	Noted 
	  

	  
	  
	S3‑213975
	Reply LS on LS on MINT functionality for Disaster Roaming 
	LG Electronics 
	LS out 
	>>CC_1<

[Ericsson] comments no need to introduce double mechanisms.

[HW] doesn’t see the need to introduce indication.

[LGE] clarifies

[Ericsson] further comments

[VF] questions for clarification.

[HW] proposes another draft feedback.

[Docomo] unclear about security issue esp. in roaming case.

[Apple] proposes to have further study rather than simply reply.
>>CC_1<<
[LGE] : Triggering discussion on MINT topic.

[Huawei] : provide feedback on the questions.

[Ericsson]: answers the questions; says that we need both the configuration and the indication; says that we can focus on CR and prepare one-shot WID later instead of opening an open-ended WID; says that we can send a reply-LS.

[Interdigital]: both indication and config should be supported as they are complementary.

[LGE] : declares a revision of the reply LS and proposes a way forward

[Huawei] : prefers to reply the LS after reaching the conclusion. The need for indication is still not clear.

[Ericsson]: Rebuts Huawei’s arguments; provides R2.

[Qualcomm] : Support the inclusion of roaming indication

>>CC_3<<

[LGE] presents r2

[HW] doesn’t accept r2, need more time for discussion.

>>CC_3<<

[LGE] : asks Huawei’s further feedback and provides another revision(r3) with editorial corrections.

[Huawei] : provides further feedback and provides another revision(r4).

[Apple]: request for clarifications on the potential security impact. Provides R5.

[LGE] : provides r5

[LGE] : supports r5.

>>CC_4<<

[LGE] presents status, there is no objection to r5
>>CC_4<<
[Interdigital]: is also OK with r5.

[LGE] : proposes to use r5 as it since CT1 is already included in CC.

[Qualcomm]: Ok with r5

[Huawei] : fine with r5.

[Ericsson] is fine with R5.
	approved 
	r5 (S3-214342)

	  
	  
	S3‑213877
	LS to 3GPP SA3 working group on NRF mutual authentication in roaming scenario 
	GSMA 
	LS in 
	>>CC_6<<

[Nokia] presents

[Mavenir] comments

>>CC_6<<

[Nokia]: -r1 as draft reply has been uploaded.

[Ericsson]: asks whether minor correction is necessary
	available 
	  

	  
	  
	S3‑213885
	LS on question and feedback about the EVEX Work Item 
	C3-215316 
	LS in 
	>>CC_6<<

[Ericsson] presents

[Chair] proposes to note

>>CC_6<<
	available 
	  

	  
	  
	S3‑213840
	LS on new SID on Application Enablement for Data Integrity Verification Service in IOT 
	S6-211496 
	LS in 
	
	Replied in 4337
	  

	  
	  
	S3‑213887
	LS on reply to SA6 about new SID on Application Enablement for Data Integrity Verification Service in IOT 
	Nokia, Nokia Shanghai Bell 
	LS out 
	>>CC_1<<

[Nokia] presents

[VF] comments

[QC] comments

[Chair] asks Nokis holds the pen as baseline.

[Motorola] comments that is out of 3GPP scope and maybe need to ask SA1.

[Chair] considers there may need show of hands, but requests to have any potential compromise.
>>CC_1<<
[Nokia] : Starting discussion on LS reply related to SA6 SID on DIV service

[MSI] : Clarifies that end to end application layer integrity protection is outside the scope of 3GPP.

[FutureWei] : Agrees with the comments that end to end application layer integrity protection is outside the scope of 3GPP.

[Qualcomm]: Qualcomm’s view is that the SA6 SID proposal does not match the SA1 requirement

[CU] : Disagree this LS(S3-213887)

Discussing the either hop-by-hop or end-to-end solution in a new SID further in SA3

[Nokia]: Proposal to structure the further discussion.

>>CC_3<<

[Nokia] presents current status.

[CU] disagrees to send out LS. Proposes to postpone draft LS out.
>>CC_3<<

[MSI]: MSI agrees with both Nokia and CU that clarification of the requirement from SA1 is needed before any work can proceed in SA6 or SA3.

[CU]: Proposal to structure the further discussion.

[CU]: disagree sending LS to SA1.

[Nokia]: Proposal for decision making.

[FutureWei]: Neutral on sending LS to SA1, but negative on starting any work or discussion in SA3 on solution.

[MSI]: Proposed simplified text for LS reply.

[Nokia]: Raises concerns, whether SA3 should explain 3GPP scope to SA1.

[FutureWei]: Seek additional clarification.

[CU] : Strong concerns and suggest to note this LS(S3-213887)

Concerns on the statement that end to end is out of scope. Object to send LS to SA1 for clarification. Suggest to Postpone the LS until a deep potential study discussion in SA3

[Nokia]: Answers to MSI and provides r1, which removes some redundant text, but does not change the meaning.

>>CC_4<<

[Nokia] presents status.

[CU] objects to send LS, suggests to note this.

[Docomo] thinks this LS is really necessary.

[QC] supports this LS.

[CATT] asks question.

[ ] supports to send out LS.
[Chair] decides to send the LS as majority supports to send out LS.
[Spreadtrum] 

[CU] clarifies.

[Docomo] asks for clarification
>>CC_4<<
[Spreadtrum] : Support China Unicom with strong concerns to this LS and suggest to note this LS(S3-213887).

[CU] : Object this LS(S3-213887)

Suggest to postpone the LS until a deep potential study discussion in SA3

[Nokia] : Provides clean version of S3-213887 in draft_S3-214337.

[Chair] : SA3 is obligated to respond to incoming LSs from other WGs, particularly when an action is requested. This is the second meeting where this LS is discussed. In both meetings there is an overwhelming support to send the LS to SA6/SA1, with China Unicom objecting. For any study to happen in SA3, clarity is needed and that is what this LS is seeking. Request China Unicom to consider the majority opinion of SA3 and withdraw their objection. Otherwise the objection can be noted in the meeting minutes, but will send the LS out.
	approved 
	r1  (S3-214337)

	  
	  
	S3‑213965
	Discussion on Data Integrity Service in IoT 
	China Unicom 
	discussion 
	[CU] : Provide revision(draft_S3-213965-r1)

The new content was added into slide 9 of draft_S3-213965-r1

>>CC_1<<

[CU] presents
>>CC_1<<
	Noted 
	  

	  
	  
	S3‑213966
	Reply LS to SA6 on new SID on Application Enablement for Data Integrity Verification Service in IoT 
	China Unicom 
	LS out 
	>>CC_1<<

[CU] presents
>>CC_1<<
[MSI] : Propose that this LS reply be noted.
	Merge in S3-214337
	  

	  
	  
	S3‑214097
	Discussions on ZUC-256 
	CATT 
	discussion 
	>>CC_6<<

[CATT] presents

[Ericsson] asks question for clarification about IV-184bits

>>CC_6<<

[Ericsson] : propose to continue the discussion in 4100 email thread

[Ericsson] : proposes to note the contribution since it is a discussion paper
	available 
	  

	  
	  
	S3‑214100
	LS on ZUC-256 
	CATT 
	LS out 
	[Ericsson] : propose to continue the discussion in 4100 email thread

[Ericsson] : clarification

[SAGE Chair] : requests clarification why SA3 needs to send this LS.

>>CC_8<<

[CATT] proposes to continue discussion and send out in this week.

[SAGE] asks question for clarification

[CATT] proposes to have discussion via email, person responsible not in the CC.

>>CC_8<<

[CATT] : Response to SAGE Chair.

[SAGE Chair] : Response to CATT
	available 
	  

	  
	  
	S3‑213843
	LS on information about draft Recommendation ITU-T Y.frd: "Framework and Requirements of Network-oriented Data Integrity Verification Service based on Blockchain in Future Network” 
	ITU-T SG13 
	LS in 
	
	withdrawn 
	  

	4 
	Work areas 
	
	  
	  
	  
	
	  
	  

	4.1 
	Integration of GBA into 5GC (Rel-17) 
	S3‑214250
	Living document for GBA_5G: draftCR to TS 33.220: SBA support for Zh and Zn interfaces 
	Ericsson 
	draftCR 
	
	available 
	  

	  
	  
	S3‑214251
	Living document for GBA_5G: draftCR to TS 33.223: SBA support for Zpn 
	Ericsson 
	draftCR 
	
	available 
	  

	  
	  
	S3‑213867
	Reply LS to LS on SBA for GBA 
	S2-2107793 
	LS in 
	[Ericsson]: proposes to note this LS as the recommendations by SA2 have been addressed by contributions for this topic.
	available 
	  

	  
	  
	S3‑214252
	pCR to living document of TS 33.220: Update of the interface names and removal of Editor's Notes 
	Ericsson 
	other 
	
	available 
	  

	  
	  
	S3‑214253
	pCR to living document of TS 33.223: Update of the interface names and removal of Editor's Notes 
	Ericsson 
	other 
	
	available 
	  

	  
	  
	S3‑214254
	pCR to living document of TS 33.220: Editorial changes 
	Ericsson 
	other 
	
	available 
	  

	  
	  
	S3‑214255
	pCR to living document of TS 33.223: Editorial changes 
	Ericsson 
	other 
	
	available 
	  

	  
	  
	S3‑213932
	TS 33.220 Resolution of editor's note on 5G GBA roaming 
	ZTE Corporation 
	other 
	[Ericsson]: Requests for clarification/discussion.

[Ericsson]: Proposes to discuss the different roaming options in the e-mail thread of 4257.

[ZTE]: Provide clairfication.
	available 
	  

	  
	  
	S3‑213933
	TS 33.223 Resolution of editor's note on 5G GBA roaming 
	ZTE Corporation 
	other 
	
	available 
	  

	  
	  
	S3‑214257
	Discussion about GBA roaming in 5G 
	Ericsson 
	discussion 
	
	available 
	  

	  
	  
	S3‑214258
	pCR to living document of TS 33.220: Roaming 
	Ericsson 
	other 
	
	available 
	  

	  
	  
	S3‑214259
	pCR to living document of TS 33.223: Roaming 
	Ericsson 
	other 
	
	available 
	  

	  
	  
	S3‑214053
	Authorizating the use of GBA service 
	Huawei, HiSilicon 
	other 
	[Ericsson]: Does not agree with this contribution. There is nothing similar in GBA and this comes late in the discussion.

[Huawei] : Reply to Ericsson’s comments.
	available 
	  

	  
	  
	S3‑214256
	pCR to living document of TS 33.220: Update of the new UDM service to a service operation 
	Ericsson 
	other 
	
	available 
	  

	4.2 
	Security Assurance Specification for IMS (Rel-17) 
	S3‑214072
	Add the threat references in the TS 33.226 
	Huawei, Hisilicon 
	CR 
	
	available 
	  

	4.3 
	Security Assurance Specification Enhancements for 5G (Rel-17) 
	S3‑213842
	LS re Penetration Testing of SCAS 
	GSMA SECAG 
	LS in 
	
	available 
	  

	  
	  
	S3‑213875
	33.512 – Alignment with TS 33.501 Rel-17 
	Keysight Technologies UK Ltd 
	CR 
	MCC suggested to remove “Release 17” from the references and some other small fixes.

[Keysight]: Uploaded a new revision
	available 
	  

	  
	  
	S3‑213878
	AMF – NAS NULL integrity protection clarifications 
	Keysight Technologies UK Ltd 
	CR 
	
	available 
	  

	  
	  
	S3‑214026
	Correction of testcases in TS 33.511 
	Huawei, HiSilicon 
	CR 
	[ZTE] : Requrie a new version

[Huawei] : withdraw the first change. Please check r1

[ZTE] : Fine with R1
	available 
	  

	  
	  
	S3‑214135
	Discussion on adding SCAS for the various split gNB cases 
	Qualcomm Incorporated, Deutsche Telekom AG, AT&T 
	discussion 
	
	available 
	  

	  
	  
	S3‑214136
	Adding SCAS for the various split gNB cases 
	Qualcomm Incorporated, Deutsche Telekom AG, AT&T 
	CR 
	[Huawei] object to the proposal
	available 
	  

	  
	  
	S3‑214210
	SCAS SECOP update to Annex SCP in 33.926 
	Nokia, Nokia Shanghai Bell 
	other 
	[Ericsson]: requests updates

[Nokia]: -r2 uploaded with requested updates.
	available 
	  

	4.4 
	Security Assurance Specification for Service Communication Proxy (SECOP) (Rel-17) 
	S3‑214078
	Living CR on SCP to 33.926 
	Nokia, Nokia Shanghai Bell 
	draftCR 
	
	available 
	  

	  
	  
	S3‑214200
	Cover sheet - SCAS SECOP - Presentation and Approval of TR 33.522 
	Nokia, Nokia Shanghai Bell 
	TS or TR cover 
	
	available 
	  

	  
	  
	S3‑214204
	01 SCAS SECOP editorials to 33522-030 
	Nokia, Nokia Shanghai Bell 
	pCR 
	[Nokia]: upload r1, editorial changes
	available 
	  

	  
	  
	S3‑214205
	02 SCAS SECOP Technical baseline 
	Nokia, Nokia Shanghai Bell 
	pCR 
	[Ericsson]: requests updates

[Nokia]: r1 uploaded, providing the requested updates
	available 
	  

	  
	  
	S3‑214206
	SCAS SECOP Operating Systems 
	Nokia, Nokia Shanghai Bell 
	other 
	
	available 
	  

	  
	  
	S3‑214207
	SCAS SECOP Web Servers 
	Nokia, Nokia Shanghai Bell 
	pCR 
	
	available 
	  

	  
	  
	S3‑214208
	SCAS SECOP Network Devices 
	Nokia, Nokia Shanghai Bell 
	other 
	
	available 
	  

	  
	  
	S3‑214209
	SCAS SECOP Vulnerability testing 
	Nokia, Nokia Shanghai Bell 
	other 
	
	available 
	  

	4.5 
	Security Assurance Specification for 5G NWDAF (Rel-17) 
	
	  
	  
	  
	
	  
	  

	4.6 
	Security Assurance Specification for Non-3GPP InterWorking Function (N3IWF) (Rel- 17) 
	S3‑214111
	Presentation of Specification to TSG: TS 33.520, Version for approval 
	China Unicom, Huawei, Hisilicon 
	pCR 
	
	available 
	  

	  
	  
	S3‑214114
	Editorial change on TS 33.520 
	China Unicom, Huawei, Hisilicon 
	pCR 
	
	available 
	  

	4.7 
	Security Assurance Specification for Inter PLMN UP Security (Rel-17) 
	
	  
	  
	  
	
	  
	  

	4.8 
	eSCAS_5G for Network Slice-Specific Authentication and Authorization Function (NSSAAF) (Rel-17) 
	
	  
	  
	  
	
	  
	  

	4.9 
	Mission critical security enhancements phase 2 (Rel-17) 
	S3‑213904
	[33.180] R17 Preconfigured group clarification 
	Motorola Solutions Danmark A/S 
	CR 
	
	available 
	  

	  
	  
	S3‑214269
	[33.180] MCXSec over 5GS 
	Ericsson, Motorola Solutions 
	CR 
	MCC commented that this CR should be cat-B since it is extending the scope of the specification.
	available 
	  

	4.10 
	Enhancements to User Plane Integrity Protection Support in 5GS (Rel-17) 
	
	  
	  
	  
	
	  
	  

	4.11 
	Adapting BEST for use in 5G networks (Rel-17) 
	S3‑213881
	Living document for BEST_5G: draftCR to TS 33.163 
	KPN N.V. 
	draftCR 
	
	available 
	  

	  
	  
	S3‑213882
	pCR to Living document for BEST_5G: resolution of Editor’s notes 
	KPN N.V., Vodafone 
	other 
	[Huawei] : Requires clarifications.

[Vodafone] : Responds to Huawei with clarifications.

[Huawei] : Requires for further clarifications.

[KPN]: Provides further clarifications

[KPN]: Provides clarification for the EN related to EAP-AKA’.

[Ericsson] : Requests for clarifications, proposes a way forward.

[KPN]: Provides -r1 to cater for EN’s on UE identification and authentication method selection.

[Ericsson]: asks for clarifications.

[Huawei]: replies to Ericsson and proposes a way forward.

[KPN]: provides clarification and provides -r2

[KPN]: generally fine with r2

[Huawei]: generally fine with r2

[KPN]: provides minor clarification.

[Ericsson]: proposes some changes.

[KPN]: provides -r3.
	available 
	  

	  
	  
	S3‑214060
	EN removal about the confidential protection in BEST 
	Huawei, Hisilicon 
	other 
	[KPN]: Proposes to discuss this contribution in thread of S3-213882.

[Vodafone]: Requires additional changes to section 6.2.6.1.1 and removes changes to the wording added to section 6.2.7.4 and add instead words to 4.3.2

[KPN]: Is in principle ok with this contribution. Agrees with Vodafone suggested changes on this contribution, and provides minor update.

[Huawei]: Fine with comments from KPN and Vodafone, and provides r1.

[KPN]: Cannot find -r1.

[Huawei]: Provides r1.

[KPN]: provides -r2 with small changes

[Huawei]: fine with r2


	available 
	  

	  
	  
	S3‑214061
	EN removal about the authentication method selection in BEST 
	Huawei, Hisilicon 
	other 
	[KPN]: Proposes to discuss this contribution in thread of S3-213882.

[KPN]: propose to note this contribution.
	available 
	  

	  
	  
	S3‑214062
	EN removal about the UE identification in BEST 
	Huawei, Hisilicon 
	other 
	[KPN]: Proposes to discuss this contribution in thread of S3-213882.

[KPN]: propose to note this contribution.
	available 
	  

	4.12 
	Authentication and key management for applications based on 3GPP credential in 5G (Rel-17) 
	S3‑213898
	Clarification on Kaf lifetime in Clause 5.2 
	Futurewei Technologies 
	CR 
	
	available 
	  

	  
	  
	S3‑213899
	Kaf refresh when lifetime expires 
	Futurewei Technologies 
	CR 
	[Samsung] : Proposes to merge with S3-214234

[FutureWei] : Agree with Samsung proposal to merge with S3-214234

[Qualcomm]: proposes to not pursue
	available 
	  

	  
	  
	S3‑213937
	Discussion on refresh of KAF and no Kakma in AAnF 
	ZTE Corporation 
	discussion 
	[Ericsson]: proposes to note the discussion paper.
	available 
	  

	  
	  
	S3‑213938
	Kaf expiration 
	ZTE Corporation 
	CR 
	[Samsung] : Proposes to merge with S3-214234

[Qualcomm]: proposes to not pursue
	available 
	  

	  
	  
	S3‑213939
	Kaf is invalid in AF 
	ZTE Corporation 
	CR 
	[Ericsson]: Proposes not to pursue this CR. It is unclear why we need to standardize the AF behaviour.

[ZTE] : Provide clarification。
	available 
	  

	  
	  
	S3‑214234
	CR to 33.535: Clarification on AKMA Application Key retrieval 
	Samsung 
	CR 
	[Samsung] : Provides r1. Merger of S3-214234, S3-213899 (with updates) and S3-213938 (partially merged)

[ZTE] : Thanks for meger, update is needed.

[Samsung] : Provides r2 based on ZTE's comments.

[FutureWei] : Further revision is needed in S3-214234r2.

[Huawei] : Further revision is needed in S3-214234r2.

[Ericsson]: Proposes to note or postpone these discussions for Rel-18. This contribution and the proposed merged contributions seem to revisit the assumptions of the specification with respect to the KAF refresh. SA3 had endless discussions for converging to the specified text and now we are opening the issues again.

[Samsung] : Provides clarification. Getting the same KAF with a prolonged expiration time is unacceptable. Further the purpose of this merged CR is not about the KAF refresh, it is about avoiding re-using the expired key KAF.

MCC commented that the NOTE contained a requirement (it should be informative).

[FutureWei] Provide additional response based on Samsung response.

[Qualcomm]: propose to note.

[Samsung] :Provides r3 and asks QC whether they support use of expired key by an AF with the prolonged lifetime,
	available 
	  

	  
	  
	S3‑213936
	Clean up for clause 6.6.1 
	ZTE Corporation 
	CR 
	MCC asked about the location of the new clause and commented that the numbering seemed to be off, and a possible hanging paragraph was being created.

[ZTE] : Provide R1.
	available 
	  

	  
	  
	S3‑213940
	No AKMA security context in AAnF 
	ZTE Corporation 
	CR 
	[Ericsson]: proposes not to pursue this CR.
	available 
	  

	  
	  
	S3‑213941
	Sending UE ID to the AKMA AF 
	ZTE Corporation 
	CR 
	>>CC_3<<

[QC] gives background introduction.

[ZTE] proposes to put CR in challenge deadline.

[HW] clarifies HW’s position, is fine with this.

[Samsung] is fine in general, but comments on SUPI aspect.

[QC] asks why to put SUPI as optional if AF is internal.

[Samsung] considers for IoT

[QC] clarifies about SUPI and GPSI.

[Samsung] clarifies

[Verizon] has similar comment as Samsung.

[Ericsson] clarifies.

[Samsung] clarifies its motivation 

[Docomo] try to interpret Samsung and Verizon’s concern. And clarifies that is another new service.

[Samsung] is ok to have a new service in new CR.

[Chair] proposes to make 3rd challenge deadline.

3rd challenge deadline.

[Thales] challenges why not to include new service and provide  a complete solution.

[Samsung] agrees with Thales.

[Chair] proposes to put the agreement on the new solution into minutes.
>>CC_3<<
	agreed 
	  

	  
	  
	S3‑213942
	UE stores AKMA subscription data 
	ZTE Corporation 
	CR 
	[Qualcomm]: proposes to not pursue.

[ZTE]: Provide clarification
	available 
	  

	  
	  
	S3‑214039
	Correction to Deriving AKMA Application Key for a specific AF 
	Huawei,HiSilicon 
	CR 
	[Ericsson]: Proposes not to pursue this CR. We had discussed this in the previous meeting and it was not pursued in the previous meeting.
	available 
	  

	  
	  
	S3‑214091
	AKMA roaming 
	Lenovo, Motorola Mobility 
	CR 
	[Deutsche Telekom] : Requires clarification.

[Lenovo] : provides clarification and a revision r1.

[Ericsson]: Proposes note to pursue this contribution and leave AKMA roaming and LI for Rel-18.

[Lenovo]: provides clarification.

[CMCC]: requests clarification.

[Lenovo]: provides clarification.

[Samsung] : asks for clarification on the feasibility of this solution during Inter-PLMN handover

[Lenovo]: Provides clarifications
	available 
	  

	  
	  
	S3‑214096
	LI for AKMA Roaming 
	Lenovo, Motorola Mobility 
	discussion 
	[Ericsson]: Proposes to note the discussion paper and leave the AKMA LI and roaming for Rel-18.
	available 
	  

	  
	  
	S3‑214235
	Discussion on AKMA Roaming scenario 
	Samsung 
	discussion 
	[Ericsson]: Proposes to note the discussion paper and leave the AKMA LI and roaming for Rel-18.
	available 
	  

	  
	  
	S3‑214236
	CR to 33.535: AKMA service support for roaming UE 
	Samsung 
	CR 
	[Ericsson]: Proposes not to pursue this contribution and leave AKMA roaming and LI for Rel-18.

[Samsung] : Provides clarifications on the need of having the AKMA-roaming in Rel-17

[CMCC]: requests clarification.

[Samsung] : Provides r1 and clarifications to CMCC

[Lenovo]: disagrees with the solution.

[Samsung] : Provides clarifications

[Lenovo]: Provides clarifications
	available 
	  

	4.13 
	User Plane Integrity Protection for LTE (Rel-17) 
	S3‑214035
	Add clarification in EN-DC scenario 
	Huawei, HiSilicon 
	other 
	[Ericsson] : disagree and contribution requires updates before it can be agreed

[Huawei] propose a revision based on the way forward proposed by Vodafone to include an indication from MeNB to SgNB to signal the support of UP IP by the UE.
	available 
	  

	  
	  
	S3‑214083
	Add details of algorithms to be supported 
	Ericsson 
	other 
	[Huawei] : Request clarification before approval

[Ericsson] : Provides clarification to the comments from Huawei.

>>CC_7<<

[Ericsson] presents

[HW] comments and proposes way forward
>>CC_7<<
[Qualcomm]: objects this pCR.
	available 
	  

	  
	  
	S3‑214084
	UE Capability to support UP IP with SeNB in DC 
	Ericsson 
	other 
	[Huawei] : Request clarification and propose to merge in 4035

[Ericsson] : provides comments

[Huawei] provide further comment and way forward.
	available 
	  

	  
	  
	S3‑214085
	UE Capability to support UP IP with SgNB in EN-DC 
	Ericsson 
	other 
	[Huawei] : Object to this proposal since there is no need to introduce yet another UE indication to signal UP IP support over NR. We consider that UP IP support over NR can be assumed on gNB side. The inclusion of the UP IP policy should suffice in EN-DC.

>>CC_7<<

[Ericsson] presents

[HW] comments

[Ericsson] clarifies

[VF] it is essential to let s-gNB to know the situation.
>>CC_7<<
[Ericsson] : Asks questions for clarification

[Vodafone] : Chris asks questions and provides some text suggestion.

[Huawei] replies

[Vodafone] gives answers.

[Huawei] comments

[Huawei] is fine with way forward proposed by Vodafone to include an indication from MeNB to SgNB to signal the support of UP IP by the UE. Revision 1 of 4035 discussed in the other thread incorporates the necessary changes

[Ericsson] continues discussion and argues that a UE’s capabilities should be bound to RAT type and void of product/deployment assumptions.


	available 
	  

	  
	  
	S3‑214086
	Updates to clause 7.3.X on UP integrity protection policy 
	Ericsson 
	other 
	
	available 
	  

	  
	  
	S3‑214087
	Updates to IW HO from EPS to 5GS in TS 33.501 
	Ericsson 
	other 
	
	available 
	  

	  
	  
	S3‑214088
	LS on support of User Plane integrity protection in EPS/LTE 
	Ericsson 
	LS out 
	[Huawei] : Request updates before approval

[Qualcomm]: proposes to note this unless the outcome of the LTE algorithms discussion concludes that needs LS to RAN2.
	available 
	  

	  
	  
	S3‑214139
	Security requirements for UPIP over E-UTRA 
	Qualcomm Incorporated 
	other 
	>>CC_7<<

[QC] presents

[CableLabs] this solution is very straightforward, and challenge Ericsson’s solution, is not clear.

[Docomo] comments and asks question
[QC] replies 

[VF] clarifies

[Ericsson] is inline with VF.

[HW] comments
[Ericsson] if there is no consensus, then ok to send LS to RAN, and clarifies about Ericsson’s solution.

[HW] comments.

[VF] comments to make show of hands to get working agreement

[HW] replies to VF and proposes way forward.

[QC] is ok to send CR to plenary, but it should be conditional that RAN plenary agrees UP IP feature for Rel-17, so that we do not create discrepancy between SA3 and RAN2 specifications.
[Chair] We will revisit this on Thursday, continue email discussion.

>>CC_7<<
[Ericsson] : we disagree with the contribution and propose to note

>>CC_9<<

[VF] presents current status.

[HW] comment, is fine to leave this open and send LS.

[Ericsson] has same opinion with HW.

[QC] comments, sending LS is not help.
[VF] proposes way forward

[Docomo] wants to get the key point discussion focus. algorithm or coding?
[QC] comments

[Ericsson] asks question to QC.

[VF] comments

[Chair] proposes show of hands

[Docomo] asks whether RAN2 could make it better?

[QC] comments

[HW] comments

[Mavenir] comments

[QC] comments

[Ericsson] coments
[Docomo] comments

Show of Hands
[Who support 4139]: Nokia, Huawei, Vodafone, Qualcomm
[Who support 4083] Ericsson

[Chair] asks whether Ericsson can accept the result for show of hand.
[Ericsson] can come back next meeting.

>>CC_9<<
	available 
	  

	  
	  
	S3‑214328
	Draft CR to 33.401 - Living document on LTE UPIP 
	VODAFONE Group Plc 
	draftCR 
	
	available 
	  

	  
	  
	S3‑214330
	Draft CR to 33.501 - Living document on LTE UPIP 
	VODAFONE Group Plc 
	draftCR 
	
	available 
	  

	4.14 
	Enhancements of 3GPP profiles for cryptographic algorithms and security protocols (Rel- 17) 
	S3‑213886
	CR Updating SIP DIGEST IETF references from RFC 2617 to RFC 7616 
	T-Mobile USA 
	CR 
	[Huawei] : Propose to merge in 4063

[T-Mobile US]: T-Mobile supports merging 3886 into 4063
	available 
	  

	  
	  
	S3‑214055
	implementation for living CR for SIP digest changes 
	Huawei, Hisilicon 
	other 
	
	available 
	  

	  
	  
	S3‑214063
	CR for SIP digest 
	Huawei, Hisilicon 
	CR 
	[Huawei] provide r1 incorporating changes from 3886.

[Huawei] provide r2.


	available 
	  

	  
	  
	S3‑214133
	Correction to the GBA TLS 1.3 specification 
	Qualcomm Incorporated 
	CR 
	[Ericsson] : Request revision, and provide r1

[Thales] : agrees with r1, disagrees with initial version.

[Qualcomm] : proposes to note this contribution
	available 
	  

	  
	  
	S3‑214134
	GBA key re-negotiation with TLS 1.3 
	Qualcomm Incorporated 
	CR 
	[Ericsson] : Request revision, also possibly merge

[Qualcomm] : Provides r1

[Ericsson] : fine with r1
	available 
	  

	  
	  
	S3‑214216
	Introducing support of TLS v1.3 in ProSe TS 33.303 
	Ericsson 
	CR 
	[Thales] : asks question.

[Ericsson] : clarification provided.
	available 
	  

	  
	  
	S3‑214305
	Security updates for algorithms and protocols in 33.310 
	Ericsson 
	CR 
	[Huawei] : Requires a revision.

MCC proposed some rewording of the text.

[Thales] : has similar remarks to Huawei

[Ericsson] : We can note/postpone this paper.
	available 
	  

	  
	  
	S3‑214306
	Security updates for algorithms and protocols in 33.328 
	Ericsson 
	CR 
	[Huawei] : Request revision, and provide r1

[Ericsson] : -r1 is fine for us.
	available 
	  

	  
	  
	S3‑214307
	Security updates for algorithms and protocols in 33.203 
	Ericsson 
	CR 
	[Huawei] : Request revision, and provide r1

[Thales] : ask question.

[Ericsson] : Providing the revision

[Huawei] : Fine with r2. Thanks.

[Thales] : Fine with r2.
	available 
	  

	  
	  
	S3‑214308
	Living draftCRSecurity updates for algorithms and protocols for 33.310 
	Ericsson 
	draftCR 
	
	available 
	  

	  
	  
	S3‑214309
	Living draftCR Security updates for algorithms and protocols for 33.210 
	Ericsson 
	draftCR 
	
	available 
	  

	4.15 
	Security Aspects of Enhancements for 5G Multicast-Broadcast Services (Rel-17) 
	S3‑213872
	LS on Multicast paging with TMGI 
	S2-2107995 
	LS in 
	>>CC_6<<

[QC] presents

[HW] there would be security issue, but no time to study this now, can be addressed later.
>>CC_6<<

[Huawei]: propose to hold the pen. R1 is available in the draft folder.

>>CC_8<<

[HW] presents current status.

[QC] comments

[Chair] asks questions for clarification to QC.

[HW] clarifies

[Ericsson] comments

[QC] comments
>>CC_8<<

[Nokia]: Revision r2 is required.

[Ericsson]: Comment.

[Huawei]: provide clarification. R2 is available in the draft folder.

[Nokia]: R2 looks fine for us.

[Ericsson]: Comment.

[Huawei]: provide clarification.
	available 
	  

	  
	  
	S3‑214009
	living doc for 5MBS WID 
	Huawei, HiSilicon 
	draftCR 
	
	available 
	  

	  
	  
	S3‑214054
	Authentication and authorization for MBS session 
	Huawei, HiSilicon 
	other 
	[Huawei] : provide r1 of S3-214054 .

[Ericsson]: propose to note.
	available 
	  

	  
	  
	S3‑213934
	Authenticaton and authorization for MBS service 
	ZTE Corporation 
	other 
	[Huawei]: proposes to merge S3-213934 into S3-214150 and use S3-214150 as baseline for discussion.

[ZTE] : Generally fine to merge but need some clarification.

[Huawei] : provide r1 of S3-214054 for clarification .

[ZTE] : Fine with S3-214054-r1.
	available 
	  

	  
	  
	S3‑214010
	Update the clause of security mechanisms for MBS traffic transmission 
	Huawei, HiSilicon 
	other 
	[Huawei]: proposes to merge S3-214010 into S3-214150 and use S3-214150 as baseline for discussion.
	available 
	  

	  
	  
	S3‑214150
	5G MBS key management 
	Qualcomm Incorporated 
	other 
	[Huawei]: proposes to merge S3-214010 and S3-213934 into S3-214150 and use S3-214150 as baseline for discussion. Provides r1.

[Qualcomm]: provide r2

Qualcomm is okay with the proposal and provides a revision.

The revision is mostly rewarding based on the proposal suggested below.

[Huawei]: provide r3.

[Qualcomm]: provide clarification

[Huawei]: provide clarification

>>CC_8<<

[QC] presents

[HW] comments no major difference, proposes to continue discussion via email.

[QC] clarifies about MBS key.

>>CC_8<<

[Qualcomm]: provide r4

[Huawei]: provide r5.
	available 
	  

	  
	  
	S3‑214295
	Key hierarchy, key distribution and key update in 5MBS 
	Philips International B.V. 
	CR 
	[Qualcomm]: propose to note this contribution

MCC commented: Be careful, this was reserved as a proper CR and it would be sent directly to SA if agreed. Select type “draftCR” in the Portal when you want to reserve a living document.
	available 
	  

	  
	  
	S3‑214018
	Security protection for interworking between 5MBS and eMBMS 
	Huawei, HiSilicon 
	other 
	
	available 
	  

	  
	  
	S3‑213935
	Security for MBS-eMBMS interworking 
	ZTE Corporation 
	other 
	[Huawei]: proposes to merge S3-213935 into S3-214018.

[ZTE] : Fine with merge and looking forward to see the new revision.
	available 
	  

	4.16 
	Security for enhanced support of Industrial IoT (Rel-17) 
	
	  
	  
	  
	
	  
	  

	4.17 
	Security Aspects of eNPN (Rel-17) 
	S3‑213807
	Reply LS on UE capabilities indication in UPU 
	C1-212599 
	LS in 
	>>CC_6<<

[Ericsson] presents

[Chair] proposes to note

>>CC_6<<
	available 
	  

	  
	  
	S3‑213808
	Reply LS on UE capabilities indication in UPU 
	S2-2106703 
	LS in 
	>>CC_6<<

[QC] presents
>>CC_6<<
	available 
	  

	  
	  
	S3‑213829
	LS on UE capabilities indication in UPU 
	S2-2101072 
	LS in 
	>>CC_6<<

[Ericsson] presents

QC will hold the pen for reply

>>CC_6<<

[Qualcomm]: provides r1 of the draft reply to the LS in S3-213829.

[Ericsson]: update needed, since there are new UPU parameters for rel-17

>>CC_8<<

[QC] presents current status.
>>CC_8<<

[Qualcomm]: provides r2.

[Lenovo]: Requires revision.
	available 
	  

	  
	  
	S3‑213833
	Reply LS on updating the Credentials Holder controlled lists for SNPN selection 
	S2-2106705 
	LS in 
	>>CC_6<<

[Ericsson] presents 

Ericsson will hold the pen for reply.
>>CC_6<<

[Ericsson]: propose to postpone unless S3-213809 is replied to
	available 
	  

	  
	  
	S3‑213873
	LS on IMEI for Non-Public Networks/Private Networks without using USIM 
	S2-2108093 
	LS in 
	>>CC_6<<

[QC] presents
>>CC_6<<

[Ericsson]: proposes to note the LS, since SA3 is only in cc and there are no actions on SA3
	available 
	  

	  
	  
	S3‑213994
	MSK derivation in external authentication 
	Huawei, HiSilicon 
	other 
	[Ericsson]: Proposal to merge into S3-214081

[Huawei]: fine with merge 3994 to 4081.
	available 
	  

	  
	  
	S3‑214022
	SUPI handling for EAP 
	Ericsson 
	other 
	[Huawei]: ask for revision and clarification.

[Ericsson]: Provides clarification, no revision is needed

[Lenovo]: Requests clarification and update.

[Qualcomm]: objects the pCR
	available 
	  

	  
	  
	S3‑214023
	Exclude EAP-AKA' from AAA 
	Ericsson 
	other 
	[CableLabs]: request clarification before approval

[Qualcomm]: not convinced of the need for this pCR

[Erisccon]: provides clarifications

[Qualcomm]: still do not see the need for the pCR and asks a follow-up question on the provided clarifications

[Ericsson]: provides further clarifications
	available 
	  

	  
	  
	S3‑214036
	Definition to Anonymous SUPI 
	Huawei, HiSilicon 
	other 
	[Nokia]: Clarifications needed.

[Huawei]: Provides answer.

[Nokia]: Provides answer to the comments by Huawei

[Lenovo]: Requests clarification.

[Huawei]: provides answer to comments.

[Nokia]: Nokia is not convinced that the additional definition of SUPI is needed and therefore proposes that the pCR shall not be pursued.

[Huawei]: Provides revision r1.
	available 
	  

	  
	  
	S3‑214080
	Resolution to editor’s notes concerning identity sharing 
	Nokia, Nokia Shanghai Bell 
	other 
	[Huawei]: Request modification.

[Nokia]: Provides answers

[Huawei]: Ask for further clarification.

[Qualcomm]: Agree with proposed merger. However we prefer that S3-214157 is used as the basis for the merger as it addresses additional aspects

[Nokia]: Nokia provides answers to questions and accepts merge proposal.

[Huawei]: prefer to use S3-214157 as the basis for merging S3-214080.

[Nokia]: Accept to merge into S3-214157 and closes this thread.
	available 
	  

	  
	  
	S3‑214081
	Resolution of editor note related to selection of root key 
	Nokia, Nokia Shanghai Bell 
	other 
	[Huawei]: ask for clarification and revision

[Nokia]: Provides answer and a revision.

[Thales] : proposes change.

[Qualcomm]: proposes change

[Nokia]: Addresses comments and provides R2

[Ericsson]: provides r3

[Qualcomm]: provides r4, which also merges S3-214158 into this doc

[Huawei]: Provides revision r5.

[Qualcomm]: fine with r5.

[Nokia]: Provides revision r7 (r6 was a mistake).
	available 
	  

	  
	  
	S3‑214157
	Resolution for EN on sending SUPI to SNPN 
	Qualcomm Incorporated 
	other 
	[Huawei]: Prefer to make it clearer.

[Qualcomm]: requests clarification from Huawei

[Qualcomm]: provides r1, which is merger of S3-214157 and S3-214080.

[Huawei]: Thanks for your work on merging and ask for clarification.

[Qualcomm]: provides clarification.

[Nokia]: Nokia is fine with R1
	available 
	  

	  
	  
	S3‑214158
	Configuration of CH credentials 
	Qualcomm Incorporated 
	other 
	[Huawei]: generally fine but prefer to make it clearer for addressing the EN.

[Qualcomm]: requests clarification

[Ericsson]: Proposal to merge into S3-214081

[Huawei]: fine with merging them, S3-214081, S3-214158 and S3-213994, and take S3-214081 as the basis.

[Qualcomm]: fine with the merger proposal below from Huawei.
	available 
	  

	  
	  
	S3‑213928
	Update Nnssaaf_AIW interface 
	CableLabs 
	other 
	[Ericsson]: Revision needed

[CableLabs]: Asks Ericsson to provide a revision.

[CableLabs]: provided -r1 based on Ericsson’s comments.

[Huawei]: Not fine with r2.

[Ericsson]: Revision r2 provided (assuming Huawei’s comment were on r1, not r2)
	available 
	  

	  
	  
	S3‑214024
	Initial access using AAA 
	Ericsson 
	other 
	[Huawei]: ask for revision to align with SA2.

[Lenovo]: Do not agree to this contribution.

[Ericsson]: Provide revision (r1) and replies

[Thales] : proposes changes.

[Intel]: Could not find r1. Proposes a merge with S3-214156

[Qualcomm]: propose a merge with S3-214156 and close this thread

[Ericsson]: OK to merge with S3-214156 and close this thread
	available 
	  

	  
	  
	S3‑214079
	Adding methods for authentication during onboarding 
	Nokia, Nokia Shanghai Bell 
	other 
	[Huawei]: don't see a need and propose to note.

[Lenovo]: Requests clarification and update.

[Nokia]: Provides answers to Lenovo and Huawei and uploads a new revision addressing the comments.

[Intel]: Request update.

[Qualcomm]: propose that agreeable aspects from this contribution be merged into 214156 and close this thread

[Lenovo]: Prefers to use S3-214079-r1 as base for any merger.

[Nokia]: For the sake of progress we accept to merge.
	available 
	  

	  
	  
	S3‑214156
	Securing initial access for UE onboarding 
	Qualcomm Incorporated 
	other 
	[Huawei]: ask for revision to align with SA2.

[Intel]: Request changes to align with S3-214335 to be approved.

Provides a concrete a proposal.

[Qualcomm]: provides r1, which includes change requested by Intel and merger of S3-214156, S3‑214024 and possibly S3-214079 (which needs confirmation from Nokia)

[Lenovo]: Do not agree with this contribution.

[Ericsson]: provides r2

[Thales] : agrees with r1 and provides comments on r2.

[Ericsson]: provides r3

[Ericsson]: Asking Lenovo for potential ways forward to progress topic

[Lenovo]: Clarifies the potential ways forward.

[Intel]: Uploaded r4

[Lenovo]: Provides r5 that clarifies the default credentials related aspects for onboarding.

[Nokia]: Nokia provides R6 with proposed changes.

[CableLabs]: provides R7 with proposed changes.

[Qualcomm]: provides r8

[Huawei]: Provides r9.

[Nokia]: Nokia is fine to accept R9.

[Samsung]: supports r9

[Thales] : disagrees with r9 and proposes r10.

[Orange] : disagrees with the sentence : « In addition to returning the authentication result, the DCS may also return the address of the Provisioning server, PS to the AMF via AUSF. ». It should be removed. Same for the editor’s note at the end of the same clause.

>>CC_9<<

[Ericsson] presents current status.

[Nokia] comments

[QC] presents the argument happened through email discussion and proposes way forward.

[Lenovo] can accept r5,r6,r7 but not r8, and clarifies

[QC] replies.

[Ericsson] proposes way forward (to add EN) and asks whether Lenovo could accept.

[Lenovo] is ok with the way forward, but comment the proposed EN is not acceptable already.

[QC] clarifies not to add details in the EN.

>>CC_9<<
	available 
	  

	  
	  
	S3‑214021
	SUPI privacy for SNPN 
	Ericsson 
	other 
	[Thales] : Thales proposes to note this contribution.

Existing text in clause I.5 is explicit and sufficient.

[Ericsson] : Provides justification for not noting – clarification needed about RID for UEs without USIM in SNPN
	available 
	  

	  
	  
	S3‑214181
	Protection for eNPN credential provisioning 
	Xiaomi Technology 
	draftCR 
	[Nokia]: Needs clarifications

[Thales] : proposes that this CR should be not pursued.

[Xiaomi]: agrees not to pursue the paper based on the conclusion agreed in the last week.
	available 
	  

	  
	  
	S3‑214287
	Living document for eNPN: draftCR to TS 33.501 capturing Security aspects of eNPN 
	Ericsson, Huawei, HiSilicon, Qualcomm Incorporated, CableLabs, Charter Communications, Intel, Nokia, Nokia Shanghai Bell 
	draftCR 
	
	available 
	  

	  
	  
	S3‑214165
	Update to Clause 6.15.2.1 Procedure for UE Parameters Update 
	Lenovo, Motorola Mobility 
	CR 
	[Thales] : proposes that this CR should be not pursued.
	available 
	  

	4.18 
	Security Aspects of Enhancement of Support for Edge Computing in 5GC (Rel-17) 
	S3‑213848
	Reply LS on EAS and ECS identifiers 
	S6-212490 
	LS in 
	>>CC_6<<

[Ericsson] presents

>>CC_6<<
	available 
	  

	  
	  
	S3‑213943
	Authentication based on AKMA between EEC and ECS in clause 6.2 
	ZTE Corporation 
	pCR 
	[Huawei] : Request to merge with 4067, and use 4067 as the baseline.

[ZTE] is fine with the merge, and using 4067 as the baseline.

>>CC_7<<

[ZTE] presents

[HW] points out where needs to discussion, trigger discussion to get conclusion on whether can implement AKMA/GBA in network.
[Docomo] comments and proposes way forward

[Thales] is agree with Docomo, proposes to include GBA in the same time.
[HW] clarifies and will provide revision.
>>CC_7<<
	available 
	  

	  
	  
	S3‑214067
	Authentication and Authorization between EEC and ECS 
	Huawei, Hisilicon 
	pCR 
	[Apple] : Modification is required before approval.

[Thales] : proposes changes.

Taking into account conclusion for key Issue #2 of TR 33.839 approved during week 1, the CR should be modified

[Huawei] : Provide r1.

Remove the token, add the GBA and the indication from the 3943, and revise the pre-requiste.

[Apple] : Disagree with r1, Provide r2.

[Ericsson] : request clarification and revision

[Qualcomm]: Propose that the GPSI verification text needs revising.

[Thales] : provides comments.

[ZTE] : fine with r1, disagree with r2, and provides comments.

[Huawei] : provide r3 to capture all the concerns.

[Huawei] : Continue the disucssion, and suggest to provide your positions.

[Ericsson] : revision request on r3 and clarifies its position

[Intel] : Positions on questions by Rapporteur

[ZTE] : indicates positions.

[Apple] : Reply to the questions proposed by Rapporteur

[Huawei] : Provide r4 and capture all the positions together.
	available 
	  

	  
	  
	S3‑214275
	Authentication and Authorization between EEC and ECS 
	Ericsson 
	pCR 
	[Huawei] : Request clarification.

[Ericsson] : Provides clarification.

>>CC_7<<

[Ericsson] presents

[HW] the discussion would trigger discussion on whether client authentication is in TS or not. Prefer to use local policy to solve the issue, that is out of scope.

[Docomo] comments there is missing.
[Apple] provide further comments in email.

[Ericsson] clarifies

[QC] comments

Key diversity discussion
[HW] currently it is enough.
[Apple] doesn’t agree that is enough, Key diversity is an issue, proposes to add EN to show the concern.
[Docomo] asks question.

[Thales] answers Apple’s comment.

[QC] replies to Docomo
[HW] proposes to leave it to application.

[Apple] replies to Thales and HW.
[Ericsson] replies to Docomo.
[China Mobile] clarification, key collision can be simply solved.

[Apple] replies to China Mobile.
>>CC_7<<
[Apple] : Disagree with this solution as it is not aligned with the conclusion agreed in last week.
	available 
	  

	  
	  
	S3‑214277
	OAuth 2.0 profile for EC 
	Ericsson 
	pCR 
	[Huawei] : Request to wait until we have the conclusion of application authentication during the official call.

This contribution depends on whether the token is needed or not.
	available 
	  

	  
	  
	S3‑214271
	Solving the EN in the requirements 
	Ericsson 
	pCR 
	[Huawei] : Request to wait until we have the conclusion of application authentication during the official call.

This contribution depends on whether the token is needed or not.

[Ericsson] : provides clarification

[Huawei] : request further clarification.

[Ericsson] : provides further clarification.

[Huawei] : Withdrawn my comments.
	available 
	  

	  
	  
	S3‑213944
	Authentication based on AKMA between EEC and EES in clause 6.3 
	ZTE Corporation 
	pCR 
	[Huawei] : Request to merge with 4068, and use 4068 as the baseline.

[ZTE] is fine with the merge, and using 4068 as the baseline.
	available 
	  

	  
	  
	S3‑214068
	Authentication and Authorization between EEC and EES 
	Huawei, Hisilicon 
	pCR 
	[Apple] : Modification is required before approval.

[Thales] : proposes changes.

Taking into account conclusion for key Issue #1 of TR 33.839 approved during week 1, the CR should be modified.

[Huawei] : Provide r1, which is similar with the changes in the 4067r1.

[Apple] : Disagree with r1, Provide r2.

[Ericsson] : request clarification and revision

[Qualcomm]: Propose that the GPSI verification text needs revising.

[ZTE] : fine with r1, disagree with r2, and provides comments.

[Huawei] : provide r3 to align with the changes in 4067r3.

[Ericsson] : revision request on r3
	available 
	  

	  
	  
	S3‑214276
	Authentication and Authorization between EEC and EES 
	Ericsson 
	pCR 
	[Huawei] : Request clarification.

[Ericsson] : Provides clarification.

[Apple] : Disagree with this solution as it is not aligned with the conclusion agreed in last week.
	available 
	  

	  
	  
	S3‑213967
	Authentication and Authorization between EES and ECS 
	Intel Sweden AB 
	pCR 
	[Huawei] : Request revision

[Ericsson] : Request revision

[Intel] : Uploaded r1

[Huawei] : request further revision.

[Ericsson] : provides clarification
	available 
	  

	  
	  
	S3‑214069
	Authentication and Authorization in EES capability exposure for non-CAPIF scenario 
	Huawei, Hisilicon 
	pCR 
	[Ericsson] : request revision

[Huawei] : reply to Ericsson’s comments.
	available 
	  

	  
	  
	S3‑214070
	New Annex for Edge computing security 
	Huawei, Hisilicon 
	CR 
	[Ericsson] : request revision/clarification

[Huawei] : provide r1.

[Ericsson] : r1 is OK.
	available 
	  

	4.19 
	TLS protocols profiles for AKMA (Rel-17) 
	S3‑213945
	Delete the GBA_Digest in annex B.1.2.2 
	ZTE Corporation 
	CR 
	[Qualcomm]: Provides some discussion on the deleted text

[ZTE]: Fine with the reword and provides R1.
	available 
	  

	  
	  
	S3‑214131
	Corrections to the TLS with AKMA specification 
	Qualcomm Incorporated 
	CR 
	
	available 
	  

	  
	  
	S3‑214132
	Adding TLS 1.3 with AKMA keys 
	Qualcomm Incorporated 
	CR 
	
	available 
	  

	4.20 
	Security aspects of Uncrewed Aerial Systems (Rel-17) 
	S3‑213900
	AMF skipping UUAA procedure 
	Futurewei Technologies 
	pCR 
	
	available 
	  

	  
	  
	S3‑213923
	UUAA procedure at registration 
	Huawei, Hisilicon 
	pCR 
	[Ericsson] : requests revision

[Huawei]: response to Ericsson’s comments and r1 availalbe.

[Lenovo]: provides r2.

Merged S3-214161.

[Interdigital]: comments r2.

[Huawei]: provides r3.

[Lenovo]: Requests calrification and revision.

[Qualcomm]: provides input to the discussion

[Qualcomm]: r3 needs revision

[Lenovo]: provides input to the discussion

[Lenovo]: provides clarification.

[Ericsson] : provides inputs

[Ericsson] : provides further comments
	available 
	  

	  
	  
	S3‑214125
	Proposed text for UUAA-MM 
	Qualcomm Incorporated 
	pCR 
	[Ericsson] : request clarification

>>CC_7<<

[QC/Rapporteur] presents current status,suggests just to define secure tunnel , but not any detail

[HW] comments that authentication protocols supported need to be specified.
[Lenovo] proposes to give at least candidate protocols backup solution if EAP could not be specified.

[QC] replies.

[Chair] asks whether to send LS back.

[Lenovo] is still not convinced.

[Chair] requests to send a reply LS.

[QC] clarifies that the draft reply should not have  any protocol constraint.
[Ericsson] has same understanding with QC.

[HW] has a couple of comments. Proposes to have communication channel with GSMA or others.

[Chair] communication channel is exchanging LS, joint calls not necessary and difficult..

[QC] proposes current TS/TR to send approval, and sends out LS to tell that TS is not finished yet. 

[IDCC] proposes way forward.

[Chair] proposes working agreement.

[HW] challenges such agreement, comments there is no solution to support this.

[IDCC] comments

[Lenovo] clarifies

[Chair] requests to have progress.
[HW] think it is not secure.

[CableLabs] asks what is inside secure container.

[QC] clarifies what is container.

[HW] has another kind of comment.

[QC] clarifies

[HW] emphasizes there is no alternative solution compared to EAP.

[Chair] requests to finish it in R17.

[CableLabs] replies to HW.

[Lenovo] proposes way forward for possible merger, reflected in email already.
[Chair] Will revisit the progress on Thursday.

>>CC_7<<
[Lenovo] : Merger Options suggested

[Huawei]: agrees to merge but prefer 3923 as the baseline. 3923r1 is availalbe for review and comments.

[Lenovo]: S3-214125 is merged in S3-213923.
	available 
	  

	  
	  
	S3‑214161
	UUAA during Registration 
	Lenovo, Motorola Mobility 
	pCR 
	[Interdigital]: proposes that S3-214161 is used as baseline for a merge of UUAA-MM procedures.

[Qualcomm]: Thinks that S3-214125 is a better baseline for the merger

[Lenovo]: Prefers to use S3-214161 or S3-213923 as a baseline for the merger.

As S3-214125 discuss aspects beyond UUAA (such as USS triggered UUAA re-authentication or re-authorisation procedure) Lenovo thinks taking S3-214125 as baseline will not be reasonable. Further Lenovo thinks, any contribution that exclusively discuss UUAA related aspects need to be used as the baseline for the merger of S3-214161, S3-213923, S3-214125. The re-auth aspects can be discussed and treated separately.

[Ericsson] : request clarification

[Ericsson] : request clarification was sent in the wrong email thread

[Huawei]: agrees to merge but prefer 3923 as the baseline. 3923r1 is availalbe for review and comments.

[Ericsson] : clarification on merge

[Lenovo] : provides clarification
	available 
	  

	  
	  
	S3‑213924
	UUAA procedure at PDU session establishment 
	Huawei, Hisilicon 
	pCR 
	[Ericsson] : requests revision

[Huawei]: response to comments from Ericsson.

[Lenovo]: Requests r1 for the merger.

[Huawei]: r1 is available for review.

[Lenovo]: r2 is available with updates from S3-214162.

[Interdigital]: comments r2.

[Huawei]: provides r4.

[Lenovo]: Do not agree to r4.

Provides r5 that onboards all comments.

[Qualcomm]: document needs revision

[Qualcomm]: adds one further revision

[Ericsson] : provides inputs
	available 
	  

	  
	  
	S3‑213925
	Pairing authorizaiton 
	Huawei, Hisilicon, Lenovo, Motorola Mobility 
	pCR 
	[Ericsson] : requests revision

[Qualcomm]: provides some initial comments on the document
	available 
	  

	  
	  
	S3‑214126
	Proposed text for UUAA-SM 
	Qualcomm Incorporated 
	pCR 
	[Lenovo] : Merger Options suggested

[Huawei]: agrees to merge but prefer 3924 as the baseline.

[Qualcomm]: can accept 3924 as the base document
	available 
	  

	  
	  
	S3‑214162
	UUAA during PDU Session Establishment 
	Lenovo, Motorola Mobility 
	pCR 
	[Interdigital]: proposes that S3-214162 is used as baseline for a merge of UUAA-SM procedures.

[Qualcomm]: Thinks that S3-214126 is a better baseline for the merger

[Lenovo]: Prefers to use S3-214162 or S3-213924 as a baseline for the merger.

As S3-214126 discuss aspects beyond UUAA (such as USS triggered UUAA re-authentication or re-authorisation procedure) Lenovo thinks taking S3-214126 as baseline will not be reasonable. Further Lenovo thinks, any contribution that exclusively discuss UUAA related aspects need to be used as the baseline for the merger of S3-214162, S3-213924, S3-214126. The re-auth aspects can be discussed and treated separately.

[Qualcomm]: Qualcomm provides further clarification

[Huawei]: agrees to merge but prefer 3924 as the baseline.

[Lenovo]: S3-214162 is merged in S3-213924.
	available 
	  

	  
	  
	S3‑214127
	Proposed text for UUAA in EPS 
	Qualcomm Incorporated 
	pCR 
	[Huawei] : clarification/revision requested.

[Lenovo] : Requests clarification and revision to be agreeable.
	available 
	  

	  
	  
	S3‑213926
	UUAA re-authentication identification EN 
	Huawei, Hisilicon 
	pCR 
	
	available 
	  

	  
	  
	S3‑213927
	addressing EN in revocation procedure 
	Huawei, Hisilicon 
	pCR 
	[Lenovo]: Prefers to merge S3-213927 and S3-214121.

As both contributions targets update to same clause description.

[Huawei]: agrees to merge S3-213927 and S3-214121.

[Qualcomm]: provide feedback on the content of the merged document

[Lenovo]: r1 is now available. Also provided clarifications to Qualcomm’s feedback.

[Ericsson] : request to continue to the discussion in 4121 and close this thread

[Lenovo]: S3-213927 is merged in S3-214121.
	available 
	  

	  
	  
	S3‑214121
	Clarifications to UUAA Revocation 
	Lenovo, Motorola Mobility 
	pCR 
	[Lenovo]: S3-214121-r1 is now available with merged S3-213927.

[Qualcomm]: r1 needs revision to remove extra introduced steps over SA2 procedure and ensure alignment with SA2
	available 
	  

	4.21 
	Security Aspects of Proximity based services in 5GS ProSe (Rel-17) 
	S3‑213871
	Reply LS on Layer-3 UE-to-Network Relay authentication and authorization 
	S2-2107976 
	LS in 
	>>CC_1<<

[CATT] presents, and comments that SA2 would like receive feedback as soon as possible.

[QC] presents draft reply

[HW] questions for clarification. It is too early in this week.

[QC] clarifies

[CATT] clarifies about the reply time

[IDCC] comments and hope it can be more concrete.

[HW] proposes to postpone to next week/meeting to get more concrete material.

[Chair] asks way forward.

[IDCC] is ok to have reply

[HW] has concerns on question 2 in this week.

[CATT] proposes to note as it is for imformation.
>>CC_1<<

>>CC_6<<

[CATT] presents current status, and requests someone to hold the pen for draft reply LS. Related discussion paper is 4142

[QC] will hold the pen

>>CC_6<<

[Qualcomm]: provide r1

A draft reply LS on Layer-3 UE-to-Network Relay authentication and authorization

[LGE]: provides comments on r1

[Interdigital]: provides comments on r1.

[LGE]: provides r2

>>CC_8<<

[QC] presents current status.

[CATT] provides information from offline discussion with SA2 delegate, propose to send it but not need to set as 3rd challenge

[LGE] proposes to have more discussion
>>CC_8<<

>>CC_9<<

[QC] presents not to send LS.

[Chair] clarifies decision was not to set challenge deadline for Wed, but needs to send LSout from this meeting.

[QC] clarifies, that it is agreeable to continue email discussion and send the LS based on email discussions.

>>CC_9<<
	available 
	  

	  
	  
	S3‑214110
	pCR to TS33.503 Clause 4.2-Change reference point name 
	CATT 
	pCR 
	
	available 
	  

	  
	  
	S3‑214043
	Update clause 4 
	Huawei, HiSilicon 
	pCR 
	[Qualcomm]: revision required before approval.

[Huawei]: r1 is available.

[Qualcomm]: is fine with r1.
	available 
	  

	  
	  
	S3‑213946
	Network domain security 
	ZTE Corporation 
	pCR 
	[Rapporteur]: Propose using S3-214028 as the baseline for clause 5. Therefore, S3-213946 should be merged into S3-214028.

[ZTE] : Fine to merge.
	available 
	  

	  
	  
	S3‑213947
	Security of Npc2 interface 
	ZTE Corporation 
	pCR 
	[Interdigital]: Change is required.

This PCR states the following, 'The security of PC2 reference point specified in TS 33.303 [xx] shall be reused.'

Please add, 'if PC2 support is needed.' for the resulting text to say, 'If PC2 support is needed the security of PC2 reference point specified in TS 33.303 [xx] shall be reused.'

[Huawei]:Propose to merge this into S3-214028.

[Rapporteur]: Propose using S3-214028 as the baseline for clause 5. Therefore, S3-213947 should be merged into S3-214028.

[ZTE] : Fine to merge and provide some clarification.
	available 
	  

	  
	  
	S3‑213948
	Security of UE 5G DDNMF interface 
	ZTE Corporation 
	pCR 
	[Rapporteur]: Propose using S3-214028 as the baseline for clause 5. Therefore, S3-213948 should be merged into S3-214028.

[ZTE] : Fine to merge.
	available 
	  

	  
	  
	S3‑214028
	Add content to clause 5 
	Huawei, HiSilicon 
	pCR 
	[Rapporteur]: Propose using S3-214028 as the baseline for clause 5.

S3-213946, S3-213947, S3-213948, S3-214177, S3-214215 should be merged into S3-214028.

[Philips] proposes some small modifications

[Interdigital] Requests clarification.

[ZTE] : Request clarification.

[Xiaomi]: provides comments before the merger.

[Qualcomm]: provides comments before the merger. PC5 link security part in S3-214177 is not needed.

[Huawei]: please check r1.

[Philips]: has some comments on r1

[Interdigital]: comments r1.

[Huawei]:r3 is available.

[Xiaomi]: provides further comments and r4. But more changes may be needed on top of r4.

[Qualcomm]: provides r5 deleting the security requirements regarding secure storage.

[Huawei]: provides r6 by mandating the confidential protection for PC3a interface.

[Interdigital]: is satisfied with R6.

[Xiaomi]: fine with r6.

[Ericsson]: fine with r6

[Philips]: we are fine with r6
	available 
	  

	  
	  
	S3‑214177
	33.503: Common Security 
	Xiaomi Technology 
	pCR 
	[Interdigital]: Clarification is required.

This PCR adds this new requirement, 'The ProSe-enabled UE shall be able to ensure the secure storage of PC5 security credentials, contexts and policies.'

How do we know that the 'secure storage' requirement is fulfilled,

[Xiaomi]: provides clarification to the comments and revision r1.

[Rapporteur]: Propose using S3-214028 as the baseline for clause 5. Therefore, S3-214177 should be merged into S3-214028.

[Rapporteur]: Propose using S3-214028 as the baseline for clause 5. Therefore, draft_S3-214177-r1 should be merged into S3-214028.

[Xiaomi]: fine to merge 4177-r1 into 4028.
	available 
	  

	  
	  
	S3‑214215
	Security for UE to 5G DDNMF communication and for UE to 5G PKMF communication 
	Ericsson 
	pCR 
	[Interdigital]: revision/clarifications required.

[Rapporteur]: Propose using S3-214028 as the baseline for clause 5. Therefore, S3-214215 should be merged into S3-214028.

[Huawei]: Is Ericsson fine with merge, .

[Ericsson]: Ericsson is fine with merge .
	available 
	  

	  
	  
	S3‑213949
	Security requirements for 5G ProSe Direct Discovery 
	ZTE Corporation 
	pCR 
	[Rapporteur]: Propose using S3-214148 as the baseline for clause 6.1.2, so S3-213949 should be merged into S3-214148.
	available 
	  

	  
	  
	S3‑213950
	Security procedures for 5G ProSe Direct Discovery 
	ZTE Corporation 
	pCR 
	[Rapporteur]: Propose using S3-214147 as the baseline for clause 6.1.3, so S3-213950 should be merged into S3-214147.

[Huawei, HiSilicon]: Prefers to only illustrate the difference compared to 33.303 and make the TS tidy. Propose to find a way to merge with S3-214076 and S3-214077.

[Rapporteur]: Propose using S3-214147 as the baseline for clause 6.1.3, so S3-213950 should be merged into S3-214147.
	available 
	  

	  
	  
	S3‑214044
	Add text to clause 6.1 
	Huawei, HiSilicon 
	pCR 
	[Rapporteur]: Propose using S3-214044 as the baseline for clause 6.1.1.

[CATT]: The content of clauses 6.1.3.A and 6.1.3.B may not be needed or moved into clause 6.1.1.

[Qualcomm]: proposes that the procedures in this document are needed as they are already captured in clause 5 of S3-214028.

[Philips] Proposes to note this CR.

[Qualcomm]: proposes that the procedures in this document are not needed as they are already captured in clause 5 of S3-214028.

[Huawei]: this contribution can be noted.
	available 
	  

	  
	  
	S3‑214076
	open discovery 
	Huawei, HiSilicon 
	pCR 
	[Huawei, HiSilicon]: Prefers to only illustrate the difference compared to 33.303 and make the TS tidy. Suggests using S3-214076 as the baseline of Open Discovery procedures.

[Rapporteur]: Propose using S3-214147 as the baseline for clause 6.1.3, so S3-214076 should be merged into S3-214147 (clause 6.1.3.1).

[Qualcomm]: Supports Rapporteur’s proposal to use S3-214147 as the baseline for clause 6.1.3

[Huawei, HiSilicon]: Ok to merge, suggests to move the technical discussion under 4147.
	available 
	  

	  
	  
	S3‑214077
	restricted discovery 
	Huawei, HiSilicon 
	pCR 
	[Huawei, HiSilicon]: Prefers to only illustrate the difference compared to 33.303 and make the TS tidy. Suggests using S3-214077 as the baseline of Restricted Discovery procedures.

[Rapporteur]: Propose using S3-214147 as the baseline for clause 6.1.3.

S3-214077 is firstly discussed here, and then merge the accepted part into S3-214147.

[Qualcomm]: proposes to merge it into S3-214147 and provides merge plan.

[Huawei, HiSilicon]: Ok to merge, suggests to move the technical discussion under 4147.
	available 
	  

	  
	  
	S3‑214147
	CR to ProSe TS – Direct Discovery 
	Qualcomm Incorporated, CATT 
	pCR 
	[Rapporteur]: Propose using S3-214147 as the baseline for clause 6.1.3. Further revisions should be based on this contribution.

[Huawei, HiSilicon]: Prefers to only illustrate the difference compared to 33.303 and make the TS tidy. Propose to find a way to merge with S3-214076 and S3-214077.

[Rapporteur]: Based on some offline feedback, some people prefer to rewrite the discovery procedure. The reason is mainly for future extension and release.

[Philips] Clarifications and revision required for approval. Philips 1) asks for clarifications, provides comments and text fixing some typos; 2) provides text clarifying some certain aspects; 3) proposes adding an EN or mitigation to address privacy/security issue in security algorithms.

[CATT]: Some comments on the scope of the discussion.

[Huawei, HiSilicon]: Provides r1 to merge 4076 and 4077 as suggested by CATT and Qualcomm.

[Philips]: Philips provides feedback on the scope of the comments and asks which technical content is exactly out of the conclusion scope. Philips also asks a question regarding revision R1.

>>CC_8<<

[CATT] presents current status.

[QC] doesn’t agree with r1, and comments on Philips comment.

[HW] replies to QC and Philips comment

[Philips] comments

[ZTE] proposes to use LTE solution as much as possible.

[QC] provides r2 and reply to Philips comment
>>CC_8<<

[CATT]: Response to Philips.

[Philips]: provides further input.

[CATT]: Call for comments: whether this issue should be addressed in current release,

[Philips] provides input.

[Qualcomm]: provides merger in r2 and a clarification

[Huawei, HiSilicon]: provides r3 to improve readability.

[Philips] asks a question:

Can the encryption/scrambling algorithms used in discovery (TS 33.303) be used to encrypt or scramble more than 32 bytes,

>>CC_9<<

[CATT] presents current status.

[Philips] comments on description message, that is not as same before. Ask for some small change.

[QC] clarifies and propose to discuss via email.

>>CC_9<<
	available 
	  

	  
	  
	S3‑214148
	CR to ProSe TS – Security Requirements in Direct Discovery 
	Qualcomm Incorporated, CATT 
	pCR 
	[Rapporteur]: Propose using S3-214148 as the baseline for clause 6.1.2. Further revisions should be based on this contribution.

[Philips] Clarifications and revision required for approval. Philips proposes to use requirements as agreed in TR 33.847 and described in S3-213949 and S3-214301. Alternatively, discussion is required to agree on the proposed changes.

[Qualcomm]: provides a clarification

[Philips]: Provides further clarification.

[Qualcomm]: provides merger in r1.

>>CC_9<<

[CATT] presents current status.

[Philips] try to revise minor for the sake of progress.

>>CC_9<<
	available 
	  

	  
	  
	S3‑214301
	pCR to 5G ProSe draft TS clause 6.1-Security for 5G ProSe Discovery 
	Philips International B.V. 
	pCR 
	[Rapporteur]: Propose using S3-214148 as the baseline for clause 6.1.2, using S3-214147 as the baseline for clause 6.1.3. So (1). Requirement part, i.e. clause 6.1.2, merged into S3-214148. (2). Procedure part, i.e. clause 6.1.3, merged into S3-214147.

[Qualcomm]: Propose to note this contribution as it includes contents not concluded in the TR
	available 
	  

	  
	  
	S3‑214105
	pCR to TS33.503-Remove groupcast related content 
	CATT 
	pCR 
	
	available 
	  

	  
	  
	S3‑214006
	Propose text to clause 6.3 about PC5 unicast 
	Huawei,HiSilicon, LG Electronics 
	pCR 
	[Rapporteur]: Propose using S3-214006 as the baseline for clause 6.3.1, clause 6.3.2, and clause 6.3.3. S3-214112 and S3-214178 should be merged into S3-214006.

[Huawei, HiSilicon]: Provides revision based on Rapporteur’s suggestion.

[Philips] Prefers to focus clause 6.3 on direct communication only

[Huawei, HiSilicon] Replies to Philip’s comment and provides r2.

[Xiaomi]: provides more comments and r3.

[Qualcomm]: revision required in r3 before approval.

[Huawei, HiSilicon]: Provides r4 including suggestions from Xiaomi and Qualcomm.

[KPN]: Proposes additions and asks for further comments

>>CC_8<<

[HW] presents current status.

>>CC_8<<

[Xiaomi]: provides r5.

[Huawei, HiSilicon]: ok with r5 from Xiaomi. Replies to KPN.

[KPN]: provides r6 and additional comments.

[CATT]: Disagree with KPN's comments and r6.

[CATT]: Fine with r5

[KPN]: Asks for further clarifications.

>>CC_9<<

[CATT] presents current status.

[QC] still needs more time to check.

>>CC_9<<
	available 
	  

	  
	  
	S3‑214112
	pCR to TS33.503 Clause 6.3-Security for Unicast mode 5G ProSe Direct Communication 
	CATT 
	pCR 
	[Rapporteur]: Propose using S3-214006 as the baseline for clause 6.3.1, clause 6.3.2, and clause 6.3.3. then S3-214112 should be merged into S3-214006.
	available 
	  

	  
	  
	S3‑214279
	Add a new clause on security policy provisioning 
	Huawei, HiSilicon,Xiaomi 
	pCR 
	[Qualcomm]: proposes to note the contribution as there is no conclusion for the default and specific security policy in TR.
	available 
	  

	  
	  
	S3‑214045
	Add a new clause on the privacy of DCR 
	Huawei, HiSilicon 
	pCR 
	[Qualcomm]: requests a clarification and revision required before approval

[Philips]: proposes to note this contribution.

[Huawei]: agree with noted.
	available 
	  

	  
	  
	S3‑214178
	33.503: Security for Unicast Mode Direct Communication 
	Xiaomi Technology 
	pCR 
	[Rapporteur]: Propose using S3-214006 as the baseline for clause 6.3.1, clause 6.3.2, and clause 6.3.3. Then S3-214178 should be merged into S3-214006.

[Xiaomi]: agrees to merge 4178 into 4006. This thread can be closed.
	available 
	  

	  
	  
	S3‑214315
	Refresh of security context for PC5 unicast communication 
	KPN N.V. 
	pCR 
	[Interdigital]: Change is required. If the added content of 6.3.3.X is just quoted from TS 33.536, please just reference it rather than copy from TS 33.536.

[CATT]: Propose to NOTE this contribution. The Conclusions in TR 33.847 do not support this content.

[Qualcomm]: proposes to note this contribution as there is no conclusion for this solution.
	available 
	  

	  
	  
	S3‑214214
	Security requirements for UE-to-network relay 
	Ericsson 
	pCR 
	[Interdigital]: revision required.

[Ericssonl]: r1 is available

[Xiaomi]: propose to merge 4214 and 4179.

[Ericsson]: we are fine with merging 4214 r1 into 4179.

[Rapporteur]: The clause for merger should to be in “6.4.2 Security requirements”.

[Xiaomi]: provides clarification about the clause change.

[Rapporteur]: Comment security requirements should to be in “6.4.2 Security requirements”.

[Xiaomi]: provides merged version in 4179-r2.
	available 
	  

	  
	  
	S3‑214324
	Add new clauses on privacy protection for UE-to-NW relays 
	Philips International B.V. 
	pCR 
	[Qualcomm]: proposes to note this contribution as there is no conclusion for privacy protection for U2N relays.
	available 
	  

	  
	  
	S3‑213912
	NSSAA for Remote UE with L3 U2N relay without N3IWF 
	InterDigital, Europe, Ltd., LG Electronics 
	pCR 
	[Ericsson] : Disagree and propose to note contribution as there is no conclusion for NSSAA

[Qualcomm]: disagree with this contribution and propose to note.
	available 
	  

	  
	  
	S3‑213971
	Secondary Authentication for Remote UE with L3 U2N relay without N3IWF 
	LG Electronics, InterDigital 
	pCR 
	[Ericsson] : Disagrees contribution as there is no conclusion for Secondary Authentication
	available 
	  

	  
	  
	S3‑214042
	Proposal for U2NW relay authentication, authorization and key management 
	Huawei,HiSilicon 
	pCR 
	[Ericsson] : Provides questions and comments to the solution

[Huawei, HiSilicon]: Provides clarification regarding comments from Ericsson.

[Ericsson]: Provides further comments to Huawei’s comments.

[Huawei, HiSilicon]: Clarifies the mechanism fits the proposal from Ericsson and provides r1.

[Ericsson]: provides comments to Huawei’s comments

[Interdigital]: propose merging S3-214042 with S3-214218 as baseline

[Interdigital]: announces merger S3-214218-r3

[Ericsson]: objects S3-214042 as we did not receive any feedback on our comments and concerns, and we also disagrees merger of S3-214042 into S3-214218

>>CC_9<<

[CATT] present status,

[HW] clarifies

>>CC_9<<
	available 
	  

	  
	  
	S3‑214140
	User-plane UE-to-network relay connection procedure 
	Qualcomm Incorporated, Ericsson 
	pCR 
	[Interdigital]: revision required.

[Qualcomm]: provide clarification and ask a question

[Huawei]: clarification is needed

[Qualcomm]: provide answers

[Huawei]: provide further clarification

>>CC_8<<

[QC] presents current status.

[CATT] asks question for clarification

[QC] clarifies

[IDCC] comments and proposes concrete revision proposal

[IDCC] has concern on GPSI usage.

[CATT] points out GPSI is already used in LTE.

[CATT] proposes 3 options for UE identity: ??, SUPI, SUCI or others.

[QC] doesn’t like SUPI

[HW] doesn’t want to expose SUPI.

[Chair] proposes to add EN to make progress

[QC[ is fine with that.

[Chair] requests to do so as no objection on this proposal.

>>CC_8<<

[Xiaomi]: request clarification

[Interdigital]: replies to Qualcomm. Accept rewording for PKMF address issue and suggest EN for GPI for the sake of progress

[Qualcomm]: provide clarification to Xiaomi

[Philips] has some comments on steps 4b and 4c

[Interdigital]: replies to Qualcomm. Accept rewording for PKMF address issue and suggest EN for GPI for the sake of progress.

Apologies for the resend but I did not reply to the latest in the thread earlier today, in case it is missed.

[Qualcomm]: provide r1

[Huawei]: Fine with r1

[CATT]: OK with r1

[Interdigital]: Ok with r1.

[Xiaomi]: fine with r1

[Philips]: fine with r1

>>CC_9<<

[CATT] presents r1 is fine for everyone. Wants to check online.

No comment

>>CC_9<<
	available 
	  

	  
	  
	S3‑214179
	33.503: Security for L3 U2N Relay Communication 
	Xiaomi Technology 
	pCR 
	[Interdigital]: revision/clarifications required.

[Xiaomi]: provides clarification and revision r1.

[Rapporteur]: The clause for merger should to be in “6.4.2 Security requirements”.

[Xiaomi]: provides clarification about the clause change.

[Rapporteur]: Comment security requirements should to be in “6.4.2 Security requirements”.

[Xiaomi]: provides merged version in r2.

[Philips]: proposes addition of having a security context per relay service code

[Interdigital]: OK with r2.

[Xiaomi]: accepts the comments and provides r3.

[Xiaomi]: provides r4.

[Interdigital]: OK with r4.
	available 
	  

	  
	  
	S3‑214218
	Proposal for U2NW relay authentication, authorization and key management 
	Samsung, Interdigital, LG Electronics, Nokia, Nokia Shanghai Bell 
	pCR 
	[Ericsson] : Provides questions and comments to the solution

[Samsung] : Provides clarification and r1 based on Ericssons comments.

[Ericsson]: Provides further comments to Samsung’s comments.

>>CC_8<<

[CATT] presents current status.

[Samsung] presents.

[IDCC] has questions to Ericsson

[Ericsson] replies.

[IDCC] clarifies.

[IDCC] asks whether an EN could mitigate Ericsson’s concern this time.

[Ericsson] is ok in general for the EN, but still has other concern.

[QC] comments

[Samsung] replies to QC

[Chair] asks complete percentage, proposes to make basic solution and finish detail in future.

[Chair] asks whether it is helpful to have a dedicated call tomorrow, and asks MCC to arrange the meeting.

[MCC} that is parallel conf call, needs to check.

>>CC_8<<

[Interdigital]: Provides r2 based on Ericsson comments and discussion during CC W2/D3l.

[Interdigital]: announces r3 merger of S3-214042-r1

[Huawei, HiSilicon]: Ok with the merging proposal. Provides r4.

[Qualcomm]: revision is required

[Samsung]: Provides clarification and r5

[Ericsson]: objects the contribution and propose to note. Two Control Plane based solutions have been merged into one solution without any agreement in CC in SA3. The UDM is not designed to use temporary ID (PRUK ID), but only permanent UE id. This is not feature level but system architecture level impact and such feature need to be discussed and agreed in SA2 first. Using PRUK ID as input for AUSF and UDM is not acceptable to us.

>>CC_9<<

[CATT] presents current status.

[Samsung] presents r6 is available

[IDCC] asks to provide concrete proposal.

[QC] asks whether it discuss other solution.

[IDCC] replies it is decided not to merge by the conclusion of conf call.

>>CC_9<<
	available 
	  

	  
	  
	S3‑214027
	Adding security description for L2 solution 
	Huawei, HiSilicon 
	pCR 
	[Qualcomm]: provides comments before the merger. Revision is required.

[Huawei]: provide r1, please check.
	available 
	  

	  
	  
	S3‑214180
	33.503: Security for L2 U2N Relay Communication 
	Xiaomi Technology 
	pCR 
	[huawei]: Propose to merge this into S3-214027.

[Xiaomi]: Agree to merge. Pls kindly provide a merged version.
	available 
	  

	  
	  
	S3‑214031
	Add a new clause on security policy provisioning 
	Huawei, HiSilicon 
	pCR 
	
	revised 
	S3‑214279 

	4.22 
	Security Aspects of User Consent for 3GPP services (Rel-17) 
	S3‑213862
	Baseline of user conent living CR for SA3#105-e 
	Ericsson 
	other 
	
	available 
	  

	  
	  
	S3‑213995
	Living CR for UC3S in TS 33.501 
	Huawei, HiSilicon 
	draftCR 
	[Nokia] update requested.

[Ericsson] requests to add Ericsson’s name too.

[Huawei]: will add Ericsson and Nokia, Nokia Shanghai Bell in the living doc as well as the transformed CR.
	available 
	  

	  
	  
	S3‑213996
	User consent check 
	Huawei, HiSilicon 
	other 
	[Nokia] : request update

[Ericsson] has different opinion than Nokia’s; says that “support” is the right term in normative because consent check does not need to be done when regulations don’t require it.

[Huawei]: Provides r1 following the proposals.
	available 
	  

	  
	  
	S3‑213997
	User consent revocation 
	Huawei, HiSilicon 
	other 
	[Ericsson] is fine with this contribution, but with a rephrase; proposes the rephrase.

[Nokia] : request detail update by rephrasing and distinguishing between processing and collection. NF can only accept but not authorize.

[Huawei]: Provides r1 accordingly.
	available 
	  

	  
	  
	S3‑214017
	User Consent Requirement 
	Huawei, HiSilicon 
	other 
	[Ericsson] is fine with this contribution, but with some small changes; proposes 3 small changes.

[Nokia] : requests updates

[Huawei]: Provides r1.
	available 
	  

	  
	  
	S3‑214182
	Validity and revocation of consent 
	Ericsson 
	other 
	[Nokia] : requests updates

[Ericsson] thanks Nokia and provides R1.
	available 
	  

	4.23 
	Security aspects of enablers for Network Automation (eNA) for the 5G system (5GS) (Rel-17) 
	S3‑214094
	living CR for eNA 
	China Mobile 
	draftCR 
	
	available 
	  

	  
	  
	S3‑214264
	Authorization mechanisms for data consumer to access data from data producer via DCCF 
	Nokia, Nokia Shanghai Bell, Lenovo, Motorola Mobility, Mavenir, Verizon 
	other 
	>>CC_6<<

[Nokia] presents

>>CC_6<<

[Ericsson] : Asking for clarification.

[Ericsson] : Propose a revision.

[Nokia] : - r1 is fine with Nokia

[Huawei] : fine with r1, and happy to consign.

[Lenovo] : Lenovo is fine with r1.

[China Mobile] : China Mobile is fine with r1, and also would like to consign.

[Ericsson] : revision is needed.

[Mavenir] : Object to the changes for the NOTE under Step 13 as proposed by Ericsson.

[China Mobile] : we also believe that authorization between DCCF and NFp is needed.

[Ericsson] : Request clarification. Trying to solve an existing issue.

[Lenovo]: supports CMCC proposal, suggestion of a slight rewording.

[Mavenir]: Update the NOTE under STEP 13.

[Lenovo]: Lenovo is fine with Mavenir’s proposal.

[Ericsson] : -r3 is uploaded.

[Mavenir]: r3 is good.

[China Mobile]: China Mobile is fine with r3

[Nokia]: r3 is fine with Nokia as well.

[Huawei] : Generally fine with r3, and request a minor change.

[Lenovo] : we are fine with r3 and the proposed change from Huawei.

[Ericsson] : -r4 is uploaded
	available 
	  

	  
	  
	S3‑214265
	Authorization mechanisms for data consumer to access data from data producer when notification sent via MFAF 
	Nokia, Nokia Shanghai Bell, Lenovo, Motorola Mobility 
	other 
	[Ericsson] : revision is needed, repeating texts from a document under discussion.

[Nokia] : -r1 uploaded.
	available 
	  

	  
	  
	S3‑214303
	Update on Authorization of NF Service Consumers for data access via DCCF 
	Ericsson 
	other 
	>>CC_6<<

[Ericsson] presents 

[Mavenir] asks for clarification.

[Ericsson] clarifies.

Discussion between Mavenir and Ericsson.

[Nokia] has similar concern as Mavenir.

[Lenovo] shares same concern

[Verizon] agrees with Mavenir.

[Ericsson] replies.

[Mavenir] asks for clarification.

[Ericsson] clarifies.

[Nokia] comments

[Chair] requests rapporteur to collect delegates compromise or prepare question for show of hands, possibly on Wednesday

>>CC_6<<

[Mavenir] : Solution does not work when the pNF and the DCCF belong to two different NRFs
	available 
	  

	  
	  
	S3‑214304
	Security protection of data via Messaging Framework 
	Ericsson, Lenovo, Motorola Mobility 
	other 
	
	available 
	  

	4.24 
	Security aspects of the 5GMSG Service (Rel-17) 
	S3‑214108
	living document of 5GMSG 
	China Mobile 
	draftCR 
	
	available 
	  

	  
	  
	S3‑214109
	Change request to living document-MSGin5G 
	China Mobile 
	other 
	[CMCC] : provides r1

[Samsung] : Asks for clarification and update before approved

[Samsung] : provides clarification and r2.

[CMCC] : provides clarification and r2.
	available 
	  

	  
	  
	S3‑214220
	[5gMSG] CR to living document: Authorization of MSG Client 
	Samsung 
	other 
	[CMCC] : requests clarification from Samsung

[Qualcomm]: proposes to note.

[Samsung] : We would like to have some clarification regarding authorization in MSGin5G, before noting this CR

[CMCC] : provides clarification and proposes to discuss under 214109.
	available 
	  

	4.25 
	New work item proposals for Rel-17/Rel-18 
	S3‑213847
	Study of privacy of identities over radio access 
	InterDigital, Inc., Apple, AT&T, CableLabs, Convida Wireless, Futurewei, Intel, Motorola Mobility, Nokia, Nokia Shanghai Bell, Telefonica, Verizon Wireless 
	SID new 
	
	revised 
	S3‑214296 

	  
	  
	S3‑213888
	New WID on Non-Seamless WLAN offload Authentication in 5GS 
	Nokia, Nokia Shanghai Bell 
	WID new 
	>>CC_7<<

[Nokia] presents
>>CC_7<<
	available 
	  

	  
	  
	S3‑213903
	Mission Critical R18 WID 
	Motorola Solutions Danmark A/S 
	WID new 
	[Huawei, HiSilicon]: Proposes to update the WID proposal to include more related WIDs.

[MSI]: Response to Huawei. -r2 proposed.

[Samsung]: Fine with r2

[Airbus]: OK with r2

[Huawei, HiSilicon]: OK with r2, perhaps the WID can be updated based on newly accepted MCx WIDs in the future.

[MSI]: r3 created, Airbus added as supporting company.

>>CC_9<<

[MSI] presents

>>CC_9<<
	available 
	  

	  
	  
	S3‑213920
	WID on enhanced security for Phase 2 network slicing 
	Huawei, Hisilicon 
	WID new 
	[Ericsson]: Requests for clarifications. This this a Rel-17 WID proposal with no CRs in this meeting. Will there be time to define Rel-17 CRs as the deadline for the WID is the stage 3 deadline,

>>CC_7<<

[HW] presents

[Ericsson] comments there is no CR accordingly, suggests to postpone, to take CR simultaneously.
[HW] clarifies

[VF] comments
[QC] comments

[Nokia] comments there is still open issue needs to solve, wants to know how to do if there is no conclusion.
[Chair] Open issue can be worked out during normative work.
>>CC_7<<
[Huawei]: provides comments to the question from Ericsson.

[Qualcomm]: Requests a clarification on the text in the WID

[Huawei]: response to comments from Qualcomm and r1 is available.
	available 
	  

	  
	  
	S3‑213976
	New WID proposal for MINT 
	LG Electronics, LG Uplus, KT Corp, SK Telecom 
	WID new 
	>>CC_7<<

[LGE] presents

[VF] comments there would be maliciously misuse, would like to see the issue addressed also under this WID

[HW] is ok with current WID, but not convinced with such indication issue.

[Ericsson] supports in general,

[HW] is still not convinced about indication, proposes to leave the issue to SA2.
>>CC_7<<
[Huawei]: proposes to note for this meeting.

As we discussed in last week, there are some potential security issues when the Disaster Roaming Indication is used by AMF and SA3 promised to keep investigating this issue in the reply LS to SA2. It is useful to have a WID on this topic.

[LGE]: provides r1 and asks Huawei to re-consider based on the further discussion in S3-213977

[LGE]: This WID proposal for MINT can be noted for now, and we will come back to it after receiving feedback from SA2
	available 
	  

	  
	  
	S3‑213981
	WID of 5GFBS 
	Apple 
	WID new 
	>>CC_7<<

[Apple] proposes to skip.
>>CC_7<<
[Qualcomm]: propose to note this contribution.
	available 
	  

	  
	  
	S3‑214032
	Discuss on a new study on Home network triggerred authenticaiton Huawei, HiSilicon endorsement Approval 
	Huawei, HiSilicon 
	discussion 
	[Samsung] : Proposes way forward on Home Network triggered re-authentication

[Ericsson]: endorses the proposal by this discussion paper.

[Huawei] : Thanks for supporting to Ericsson, and reply to Samsung.

[ZTE] : Support leaving the study to Rel-18.

[Samsung]: Need clarification on the impact study to be performed in Rel-18 for the essential Rel-17 security procedure.

[Ericsson]: provides clarifications.

[Huawei]: provides answers to Samsung.

>>CC_9<<

[HW] presents current status.

[Docomo] is wondering whether we need study for this.

[HW] clarifies, there are supporter for R18, and some others for R17.

[Samsung] comments that is required and presents the status.

[Thales] proposes to study it in R18

[KPN] propsoes to make it in R17.

[Docomo] agrees with KPN

[ZTE] prefers to study it in R18.

[Chair] asks how to solve AKMA issue when it extends to R18

[HW] clarifies 

[Samsung] replies R18 is not related to AKMA, but SoR and others.

[Thales] asks question for clarification about AKMA issue.

[Samsung] and [HW] replies.

[Chair] asks whether can make CR in this meeting.

[HW] has concern to do in this way.

[Ericsson] agrees with HW, it needs revisiting later on.

[Samsung] proposes way forward.

[Ericsson] asks question

[Samsung] clarifies.

>>CC_9<<
	available 
	  

	  
	  
	S3‑214033
	New WID on Security Assurance Specification for Management Function 
	Huawei, HiSilicon 
	SID new 
	[Nokia]: Conditionally support. Propose to update the WID proposal for more concrete objectives.

[Huawei] provides r1 based on Nokia’s feedback.

>>CC_9<<

[HW] presents

[Nokia] has minor comment, and like to support.

>>CC_9<<
	available 
	  

	  
	  
	S3‑214034
	New WID for SCAS work to introduce R-17 features on existing functions 
	Huawei, HiSilicon 
	SID new 
	[Qualcomm]: needs modifications before it can be agreed

[Huawei]: Reply and provides the potential way forward.

>>CC_9<<

[HW] presents.

[Ericsson] asks question for bullet 2.

[HW] clarifies

[Ericsson] like to support, questions way forward about R18 SCAS.

[HW] clairifes.

>>CC_9<<
	available 
	  

	  
	  
	S3‑214092
	New WID on SECAM and SCAS for 3GPP virtualized network products 
	China Mobile 
	WID new 
	>>CC_9<<

[CMCC] present

>>CC_9<<
	available 
	  

	  
	  
	S3‑214093
	New SID on interworking between 3GPP NF and security devices 
	China Mobile 
	SID new 
	[FutureWei]: Requests clarification.

[CMCC] provides clarification

[Ericsson]: asks for clarification

[Huawei]: requires clarification.

[CMCC] provides clarification

[FutureWei] Propose to NOTE the contribution.

[CableLabs] supports this SID.

[CMCC] provides clarification

>>CC_9<<

[CMCC] presents

[Futurewei] comments is is not clear, too open ended.

[ZTE] supports,

[CMCC] clarifies.

[Docomo] agrees with Futurewei. It is too open ended.

>>CC_9<<
	available 
	  

	  
	  
	S3‑214201
	FS_eSBA_SEC - SID revision 
	Nokia, Nokia Shanghai Bell 
	SID revised 
	[Ericsson]: asks whether the SID update is necessary,

[Nokia]: r1 uploaded, revising the scope.

Response to Ericsson: Disc on N32 WID concluded that the N32 issues coming to SA3 by several LSs could be handled in in a study, and that the existing SID could be updated for this. Further, formally an update of deadlines is needed when moving to another release, since no conclusion are provided yet.

>>CC_9<<

[Nokia] presents

[Ericsson] is not necessary to update this.

[Mavenir] supports

[CableLabs] supports

[HW] asks whether it is revision on existing SID.

[Ericsson] clarifies

[Docomo] would like to wait for GSMA reply first.

[VF] it is clear the issue exists.

[Mavenir] comments to Docomo’s argument.

[Docomo] proposes way forward.

[Nokia] clarifies.

>>CC_9<<
	available 
	  

	  
	  
	S3‑214202
	WID_eSBA_SEC 
	Nokia, Nokia Shanghai Bell 
	WID new 
	[Ericsson]: suggests to note

Since no conclusions for normative work have been agreed yet in TR 33.875.
	available 
	  

	  
	  
	S3‑214203
	WID_N32_SEC 
	Nokia, Nokia Shanghai Bell 
	WID new 
	>>CC_7<<

[Nokia] presents

[VF] supports

[Ericsson] suggests to see in detail of LS in, can agree this WID if related CR is agreed.
[HW] proposes to have further discussion

[Mavenir] supports, couldn’t see only CR can cover the issue raised by GSMA.
[CableLabs] supports. Proposes to have a study first, and get solution.
[Nokia] clarifies

[HW] asks whether it is WID or SID.

[Nokia] clarifies

[VF] comments

[Ericsson] if thre is study, it does not need a new SID.

[Mavenir] replies to VF.

[CableLabs] proposes to study at first.

[HW] it does not need a new SID, as eSBA is revised to cover the scope.

[Verizon] study is required.

[Chair] suggests to continue email discussion. Will revisit on Thursday.
>>CC_7<<
[Ericsson]: Should be WID, not SID.

[NTT DOCOMO]: propose to postpone the WID until clarification is provided from GSMA what precisely, if anything is required at all.
	available 
	  

	  
	  
	S3‑214217
	Update to WID on 3GPP profiles for cryptographic algorithms and security protocols 
	Ericsson 
	WID revised 
	>>CC_7<<

[Ericsson] presents

[HW] asks for clarification whether accompany CR is agreed, this updated WID can be complete or not.

[Chair] asks whether there is impact on backward capability or stage 3 work.

[Ericsson] clarifies
>>CC_7<<
	available 
	  

	  
	  
	S3‑214237
	New WID for SEAL security enhancement 
	Samsung 
	WID new 
	>>CC_9<<

[Samsung] presents

>>CC_9<<
	available 
	  

	  
	  
	S3‑214238
	SID on user plane security enhancement 
	Samsung 
	SID new 
	[Qualcomm]: Propose that the SID is noted

[Samsung] Provides clarification

>>CC_9<<

[Samsung] presents
[HW] comments, isn’t the issue addressed already?
[Docomo] comments, without clarity on the objectives similar fate as in the previous disaggregated BS study could result.
[Samsung] clarifies

[QC] comments

[Samsung] clarifies
>>CC_9<<

	available 
	  

	  
	  
	S3‑214244
	New WID on the security of AMF re-allocation 
	Ericsson 
	WID new 
	[Ericsson]: Proposes to note this WID as the conclusion proposes no normative work to be pursued.
	available 
	  

	  
	  
	S3‑214248
	New WID on Authentication enhancements in 5GS 
	Ericsson 
	WID new 
	[Ericsson]: Ericsson provides r1 in case SA3 agrees to specify the informative annex in this meeting.

[Qualcomm]: Proposes some revisions for WID

[Ericsson]: provides r2.

[Thales] : fine with r2.

[Nokia] : fine with r2.

[Huawei]: proposes to postpone.

[Qualcomm]: Qualcomm is OK with r2

[IDEMIA] : IDEMIA supports r2.

[ZTE] : fine with r2.

[Huawei]: ask clarification on the target completion plenary.

[Thales] : asks for WID in Rel-17

[Ericsson]: provides r3 with the new supporting companies and r4 with modified completion date.

[Huawei]: fine with r4.

[Qualcomm]: fine with r3 or r4.

>>CC_9<<

[Ericsson] presents current status.
>>CC_9<<
	available 
	  

	  
	  
	S3‑214296
	Study of privacy of identities over radio access 
	InterDigital, Inc., Apple, AT&T, CableLabs, Convida Wireless, Futurewei, Intel, Motorola Mobility, Nokia, Nokia Shanghai Bell, Samsung, Telefonica, Verizon Wireless 
	SID new 
	[Huawei] request some clarifications

[Qualcomm] Does not agree with the SID as proposed

[Interdigital] Provides clarifications to QC.

[Interdigital] Provides clarifications to HW.

[Interdigital] Provides r1 that incorporates comments.

[Interdigital] Provides r2 that incorporates comments and adds supporters.

[Interdigital] Provides r3 that adds supporters.

[Ericsson] asks to be included in the list of supporters; proposes some updates to R2.

[Interdigital] Provides r4 that incorporates comments and adds supporters.

>>CC_9<<

[IDCC] presents.

[Ericsson] comments to add SUCI.

[IDCC] is ok to add.

[HW] asks questions for clarification, why to include SUPI

[IDCC] clarifies

[Mavenir] asks to Ericsson and HW.

>>CC_9<<
	available 
	  

	4.26 
	Other work areas (no release restrictions) 
	S3‑213863
	AMF - Expected result for test case not defined in the specifications 
	Keysight Technologies UK Ltd 
	CR 
	
	available 
	  

	  
	  
	S3‑213864
	AMF - Expected result for test case not defined in the specifications 
	Keysight Technologies UK Ltd 
	CR 
	
	available 
	  

	  
	  
	S3‑213865
	AMF - NAS protection algorithm selection in AMF change 
	Keysight Technologies UK Ltd 
	CR 
	
	available 
	  

	  
	  
	S3‑213866
	AMF - NAS protection algorithm selection in AMF change 
	Keysight Technologies UK Ltd 
	CR 
	
	available 
	  

	  
	  
	S3‑213879
	AMF – precondition bidding down prevention in Xn-handover test 
	Keysight Technologies UK Ltd 
	CR 
	
	available 
	  

	  
	  
	S3‑213880
	AMF – precondition bidding down prevention in Xn-handover test 
	Keysight Technologies UK Ltd 
	CR 
	
	available 
	  

	  
	  
	S3‑214115
	Clarification to TEID uniqueness test case 
	Ericsson 
	CR 
	[Huawei] : request revision.

[Keysight]: Request explanation and revision.

[Keysight]: Added some comments and thoughts.

MCC commented on the cover page.

[Ericsson] : compromise proposal

[Keysight]: Some comments

[Huawei] : reply to Ericsson’s question.

[Keysight]: reply to Huawei’s proposal

[Ericsson]: reply
	available 
	  

	  
	  
	S3‑214116
	Clarification to TEID uniqueness test case 
	Ericsson 
	CR 
	[Huawei] : request to align with changes accepted in the 4115, since it is a mirror.
	available 
	  

	  
	  
	S3‑214113
	Editorial and corrections 
	Ericsson 
	CR 
	MCC commented that the change of TS title would affect all Releases, not Release 16 only. MCC added other minor comments to the document as well.

[Ericsson] : r1 uploaded

MCC commented on r1 and suggested to make it a mirror and make all the changes with new CRs starting from Rel-14.

[FutureWei] Seek clarification from MCC.

[Ericsson] : r2 for R14, R15 and R16 uploaded
	available 
	  

	  
	  
	S3‑213890
	Support for NSWO in 5GS 
	Nokia, Nokia Shanghai Bell,AT&T,Lenovo,Motorola Mobility,Qualcomm Incorporated 
	CR 
	MCC commented on the cover page and warned about sending the CR without an accompanying work item.

[Nokia]: Provides r1.

MCC pointed out that some proposed changes hadn’t been addressed in r1.

[Huawei] Kindly request a revision to further clarify the requirements on the network side.

[Nokia]: Provides r2 with below comments addressed.

MCC was fine with r2.

[Nokia] r3 provided for review.

[Nokia] r4 provided for review based on further comments from Huawei.

[CableLabs] provides comments on -r4.

[Nokia] provides clarification and revision r5 for further review.

[CableLabs] ok with -r5 and asks for additional clarification.

[Qualcomm]: generally ok with r5 but needs some further updates / clarifications

[Nokia]: Proposed text modification for r6.

[Lenovo]: fine with the text proposal.

[Nokia]: Provides clarification.

[Ericsson]: Does not agree to remove the EN is step 6 as this issue is not resolved and it is dependent on the discussion of tdoc S3-214262.

[Nokia]: Provides r6.

[CableLabs]: ok with r6.

[Intel]: Uploaded r7 and requests clarification

[Nokia]: r7 looks fine for us. Provides clarification.

[Qualcomm]: provides r8

[Nokia]: r8 looks fine for us.

[Lenovo]: r8 is fine for us.

[Samsung]: Provides r9

[Nokia]: fine with revision r9.

[Lenovo] : we are fine with r9.
	available 
	  

	  
	  
	S3‑214261
	Discussion on the SBA services to support NSWO authentication 
	Ericsson 
	discussion 
	[Huawei] does not agree with the observations
	available 
	  

	  
	  
	S3‑214262
	SBA services of AUSF/UDM for NSWO authentication 
	Ericsson 
	CR 
	[Nokia]: Clarification required.

[Ericsson]: Has proposed to move these tdocs to agenda item #4.26 and therefore to week 2.

[Nokia]: Clarification required.

[Ericsson]: Provides responses and requests clarifications.

[Nokia]: No further comments.

[Huawei] does not agree with the observations

[Huawei] does not agree with the proposal to introduce new services as commented on 4262.

[Ericsson] provides replies and asks Huawei to clarify the relation of using new service operations in NSWO and need for new services for 5G GBA.
	available 
	  

	  
	  
	S3‑213905
	[33.180] R15 KMS message signature clarification 
	Motorola Solutions Danmark A/S 
	CR 
	
	available 
	  

	  
	  
	S3‑213906
	[33.180] R16 KMS message signature clarification (mirror) 
	Motorola Solutions Danmark A/S 
	CR 
	
	available 
	  

	  
	  
	S3‑213907
	[33.180] R17 KMS message signature clarification (mirror) 
	Motorola Solutions Danmark A/S 
	CR 
	
	available 
	  

	  
	  
	S3‑213908
	[33.180] R15 MIKEY signature clarification 
	Motorola Solutions Danmark A/S 
	CR 
	
	available 
	  

	  
	  
	S3‑213909
	[33.180] R16 MIKEY signature clarification (mirror) 
	Motorola Solutions Danmark A/S 
	CR 
	
	available 
	  

	  
	  
	S3‑213910
	[33.180] R17 MIKEY signature clarification (mirror) 
	Motorola Solutions Danmark A/S 
	CR 
	
	available 
	  

	  
	  
	S3‑213921
	clarification on optional EAP ID Request in NSSAA Procedure 
	Huawei, Hisilicon 
	CR 
	[Ericsson] : Propose to note contribution

[Huawei] : response to Ericsson.

[Ericsson] : response

[Huawei] : further discussion.
	available 
	  

	  
	  
	S3‑213922
	Serving network ID in NSSAA 
	Huawei, Hisilicon 
	CR 
	[Ericsson] : Proposal to note.

[Huawei] : Clarification to Ericsson’s comments.

[Xiaomi] : provides some comments.

[Huawei]: response to Xiaomi’s comments.

[Xiaomi]: provides some comments.

[Huawei]: provides responses to Xiaomi.

[Xiaomi]: requests for further clarification.

[Ericsson] : object CR
	available 
	  

	  
	  
	S3‑213929
	Verification of NSSAIs for preventing slice attack 
	CableLabs 
	CR 
	[Ericsson]: proposes updates in revision r1

[Deutsche Telekom] : Supports the new wording of -r1

[CableLabs] : provided -r2

[Huawei] : Provide comments and concrete proposals.

[CableLabs] : supports Huawei’s proposal to add slice information as optional in NF certificate.

[NTT DOCOMO]: request further clarifications and corresponding updates

[Ericsson]: provides r3
	available 
	  

	  
	  
	S3‑213930
	Verification of NSSAIs for preventing slice attack 
	CableLabs 
	CR 
	
	available 
	  

	  
	  
	S3‑213977
	TS 33.501 Rel-17 security aspects on MINT feature 
	LG Electronics Inc. 
	CR 
	[LGE] : triggers the discussion for the security aspect on the disaster roaming indication in MINT feature.

MCC proposed some comments on the cover page.

[LGE] : declares r1 that corrects the cover page as guided by MCC

MCC commented that the cover page should also mention the new WID since they would be sent together to SA.

[LGE] : declares r2 that reflects comments provided by MCC

[Huawei] : proposes to note the CR for this meeting.

[LGE] : provides feedback and asks a question to Huawei

[Huawei] : provides clarification

[Ericsson] proposes two changes and supports the contribution; reminds that Huawei had agreed in the conf-call that it is up to SA2 to decide the need for the indication; tells that this contribution should be agreed unless Huawei can point to a security problem introduced by the indication.

[LGE] : provides further feedback to Huawei, and declares draft_S3-213997-r3 based on Ericsson’s comments.

[Huawei] : provides compromise way forwards.

[LGE] : provides feedback to Huawei

[LGE] : provides further feedback to Huawei

[Qualcomm]: Supports the inclusion of the indication and is OK with r3.

[Huawei] : provides feedback.

[Interdigital]: OK with r3.

[LGE] : summarizes current situation, makes a proposal on the WID and asks questions to Huawei on the security concern of the indication to make progress

[Huawei] : proposes to send LS to SA2 and revisit the CR and WID afterwards.

[LGE] : proposes to note S3-213977 for now, and provides a draft LS to SA2 based on the discussion.

[Huawei] : fine with the draft LS to SA2.

[Ericsson] thanks everyone for their efforts; is fine with the draft_S3-214xxx-Reply LS on LS on MINT functionality for Disaster Roaming.docx.

>>CC_9<<

[LGE] asks to assign Tdoc number for draft LS out.
>>CC_9<<
	available 
	  

	  
	  
	S3‑213987
	Discussion paper on physical layer security 
	Apple 
	discussion 
	[Huawei] propose to not endorse the proposal for now

[Thales] : supports Huawei's proposal for similar reasons.
	available 
	  

	  
	  
	S3‑213989
	Discussion on Integrity check during mobility procedure 
	NEC Telecom MODUS Ltd. 
	discussion 
	
	available 
	  

	  
	  
	S3‑213990
	Integrity check during context transfer scenario 1 
	NEC Telecom MODUS Ltd. 
	CR 
	[Ericsson] : ask questions for clarifications

[NEC] : provides clarifications

MCC asked whether this CR was written on the correct version of TS 33.501 since it was written on the cover page “17.2.0” and the latest version was 17.3.0.

Kundan(NEC) provides clarification to MCC. This is typo on the coversheet and I will fix it during the revision.

[Ericsson] : we are fine with the contribution.
	available 
	  

	  
	  
	S3‑213991
	Integrity check during context transfer scenario 2 
	NEC Telecom MODUS Ltd. 
	CR 
	[Ericsson] : requires updates in order to be able to agree to the contribution

MCC pointed out a mistake in the cover page.

[Huawei] : This contribution is not needed.

[NEC] : seeks clarification from Huawei.

[Huawei] : reply to NEC.

[NEC] : reply to Huawei.

[Huawei] : reply to NEC.
	available 
	  

	  
	  
	S3‑214007
	Propose to mitigate bidding-down attack 
	Huawei, HiSilicon 
	CR 
	[Qualcomm]: Proposes to note this contribution
	available 
	  

	  
	  
	S3‑214014
	Rel17 Clarification about multiple horizontal key derivations upon AMF re-allocation via direct NAS reroute 
	Huawei, HiSilicon 
	CR 
	[Ericsson]: Proposes not to pursue or postponed. The contribution needs several changes before it could be agreed.

[Qualcomm]: Does not agree with this contribution

[Nokia]: Does not agree with this contribution without further clarification.

[Qualcomm]: provide clarification.

[Huawei]: minutes correction: Huawei provides clarification rather than Qualcomm.
	available 
	  

	  
	  
	S3‑214046
	clarification on handling the security context in MR 
	Huawei, HiSilicon 
	CR 
	[Ericsson] : disagree to contribution and provides comments

[Qualcomm]: does not agree with the CR in its current form

[Huawei]: propose rely to Qualcomm and Ericsson

MCC provided with comments on the cover page.
	available 
	  

	  
	  
	S3‑214047
	clarification on handling the security context in MR 
	Huawei, HiSilicon 
	CR 
	[Ericsson] : disagree to contribution and provides comments
	available 
	  

	  
	  
	S3‑214048
	clarification on handling the security context in MR 
	Huawei, HiSilicon 
	CR 
	[Ericsson] : disagree to contribution and provides comments
	available 
	  

	  
	  
	S3‑214056
	removal of unspecified validity of AV-R16 
	Huawei, Hisilicon 
	CR 
	MCC provided with comments on the cover page.
	available 
	  

	  
	  
	S3‑214057
	removal of unspecified validity of AV-R17 
	Huawei, Hisilicon 
	CR 
	
	available 
	  

	  
	  
	S3‑214058
	clarification on NAS count handling-R16 
	Huawei, Hisilicon 
	CR 
	[Qualcomm]: disagree with this CR and propose to not pursue the CR

[Huawei]: replies to QC’s comments
	available 
	  

	  
	  
	S3‑214059
	clarification on NAS count handling-R17 
	Huawei, Hisilicon 
	CR 
	[Qualcomm]: disagree with this CR and propose to not pursue the CR

[Huawei]: replies to QC’s comments
	available 
	  

	  
	  
	S3‑214071
	Clarification on the emergency test 
	Huawei, Hisilicon 
	CR 
	MCC commented on the cover page and some minor details in the changes.

[Huawei] : Provide r1 according to Mirko’s comments.
	available 
	  

	  
	  
	S3‑214089
	Clarification on the emergency test - Rel15 
	Huawei, Hisilicon 
	CR 
	
	available 
	  

	  
	  
	S3‑214090
	Clarification on the emergency test - Rel16 
	Huawei, Hisilicon 
	CR 
	
	available 
	  

	  
	  
	S3‑214118
	SUPI in Notifications from NSSAAF 
	Ericsson 
	CR 
	[Nokia]: For clarification.

[Deutsche Telekom] : Asks for more clarification

[Huawei]: The contribution is not needed. This comment is also applied to S3-214122

[Huawei]: The contribution is not needed. This comment is also applied to S3-214122

[Ericsson]: response
	available 
	  

	  
	  
	S3‑214122
	SUPI in Notifications from NSSAAF 
	Ericsson 
	CR 
	
	available 
	  

	  
	  
	S3‑214138
	Confirming UE supported algorithms in Path Switch procedure 
	Qualcomm Incorporated 
	CR 
	[Huawei] : Request to change WI to eUPIP_SEC

[Vodafone] : Supports the change but suggests to update the “Reason for Change”.

[Huawei] request a revision

[Qualcomm]: provide an r1 and some further responses.

[Huawei] fine with r1
	available 
	  

	  
	  
	S3‑214037
	Correction to Authorization for indirect communication with delegated discovery procedure in rel16 
	Huawei,HiSilicon 
	CR 
	[Ericsson]: proposes updates in revision r1

MCC pointed out some issues on the cover page. Same comments applied to the mirror in S3-214038.

[Nokia]: supports to clarify this issue. Nokia proposes updates in revision r2 and asks for clarifications.

[Huawei]: general fine with r2 and r1 and provides reply to Nokia.

[Nokia]: please provide -r3 to allow following the proposed changes to r2.

[Huawei]: Provides r3.

[Ericsson]: provides r5
	available 
	  

	  
	  
	S3‑214038
	Correction to Authorization for indirect communication with delegated discovery procedure in rel17 
	Huawei,HiSilicon 
	CR 
	[Nokia] : mirror doc, please keep discussion in the threat for S3-214037; the final result will be mirrored as -r1

[Huawei]: Please refer to the discussion thread of S3-214037.
	available 
	  

	  
	  
	S3‑214073
	Clarification on the TLS mechanism betwee SEPPs 
	Huawei, Hisilicon 
	CR 
	>>CC_6<<

[Nokia] comment

[Ericsson] comment, not agree

[CableLabs] agree with Nokia/Ericsson

[CMCC] proposes way forward

[Nokia] there should be two TLS for signaling and data transferring.

[Mavenir] comments
>>CC_6<<

[Ericsson]: disagrees with the CR, should be not pursued

Using same TLS connection for N32-f as for N32-c is an unnecessary technical limitation that could lead to throughput, resilience and scalability problems.

[Nokia]: CR should be not pursued, same reasoning as Ericsson.

[Huawei] : provide clarification.

MCC commented on the cover page.

[Nokia] : provide clarification. -r1 uploaded

[Huawei] : Disagree with R1. R1 is still no clear from my side.
	available 
	  

	  
	  
	S3‑214102
	Resolving the EN on the authorization between SCPs 
	Huawei, HiSilicon 
	CR 
	[Nokia] : object CR. Reason for EN in Rel-17 is the ongoing study. It is proposed to first conclude in the study.
	available 
	  

	  
	  
	S3‑214187
	SBA CR CCA in roaming R16 
	Nokia, Nokia Shanghai Bell 
	CR 
	[Ericsson]: disagrees with the proposed change, the CR should be not pursued

Conflicts with topology hiding requirements on the SEPP, does not provide advantage to existing specifications.

[Huawei] : Share with same view with Ericssion, and proposet to not pursue.

[Nokia] : provide clarification and alternative proposal.
	available 
	  

	  
	  
	S3‑214188
	SBA CR CCA in roaming R17 
	Nokia, Nokia Shanghai Bell 
	CR 
	[Nokia] : mirror doc. same result as to S3-214187 applies. please keep discussion to 4187.
	available 
	  

	  
	  
	S3‑214189
	SBA CR NRF-NRF mutual auth R16 
	Nokia, Nokia Shanghai Bell 
	CR 
	>>CC_6<<

[Mavenir] is general fine but may be need to check

[CableLabs] may relate with roaming hub, may need to double check.

[Mavenir] replies to CableLabs.

[Nokia] agrees with CableLabs.

[Ericsson] comments

[HW] comments
>>CC_6<<

[Ericsson]: requests updates, provides r1

hNRF cannot verify the CCA of the vNRF. Proposes clarifications.

[Nokia]: change 1 should be re-added. CCA can be used in roaming if cross-certification between roaming partners is enabled, this is one option in our spec. Thus. in this case hNRF is able to verify the CCA of the vNRF!

change 2 is okay.

[Huawei] : we are fine with r1.

[Nokia] : -r2 uploaded, clean-up of -r1. clarification requested.

[NTT DOCOMO]: ask for text update, if possible

[Nokia]: -r3 uploaded, removing “roaming” from new added text

[NTT DOCOMO]: thank you, much appreciated

[Huawei] : Fine with r3. Thanks.

[Ericsson]: r3 is fine
	available 
	  

	  
	  
	S3‑214190
	SBA CR NRF-NRF mutual auth R17 
	Nokia, Nokia Shanghai Bell 
	CR 
	[Nokia] : mirror doc. same result as to S3-214189 applies. please keep discussion to 4189.
	available 
	  

	  
	  
	S3‑214191
	SBA CR Alignment for Oauth2.0 validation R15 
	Nokia, Nokia Shanghai Bell 
	CR 
	[Ericsson]: disagrees with the proposed change, CR should be not pursued

The proposed change does not seem to clarify.

[Nokia]: disagrees with Ericsson. As per SA3, PLMN ID is mandatory for roaming case. For non roaming case, PLMN is not included. Thus, the mandatory check cannot be performed.

By the way 33.117 has a test for this, which is not possible to do. Thus spec clarification is needed.

[Huawei] : The contribution should be not pursued.

[Nokia] : clarification provided. CR is necessary to be able to run the SCAS test case in 33.117 „absent PLMN ID of the NF service producer in the access token”, which is in contradiction with 33.501 current text.

In a text, AUSF/UDM would allow the request without any validation.

MCC commented on the cover pages of the mirror CRs.

[Huawei] : reply to NOKIA’s response.
	available 
	  

	  
	  
	S3‑214192
	SBA CR Alignment for Oauth2.0 validation R16 
	Nokia, Nokia Shanghai Bell 
	CR 
	[Nokia] : mirror doc. same result as to S3-214191 applies. please keep discussion to 4191.
	available 
	  

	  
	  
	S3‑214193
	SBA CR Alignment for Oauth2.0 validation R17 
	Nokia, Nokia Shanghai Bell 
	CR 
	[Nokia] : mirror doc. same result as to S3-214191 applies. please keep discussion to 4191.
	available 
	  

	  
	  
	S3‑214194
	SBA CR NRF deployments R17 
	Nokia, Nokia Shanghai Bell 
	CR 
	[Ericsson]: requests updates

NRF deployments need to be clarified. Access token request always needs to be sent to the NRF where the consumer is registered.

MCC asked whether this CR was cat-F (reserved like this) or cat-B (what appears on the cover).

[Nokia] : -r3 uploaded, addressing Ericsson’s and MCC’s comments

[NTT DOCOMO]: wording changes to calrify what is normative and what is descriptive is required

[Nokia]: propose to use “shall” for “need to” since conditional shall.

[Huawei] : request clarification.

[Nokia] : -r4 uploaded, addressing in green the concerns discussed in telco.
	available 
	  

	  
	  
	S3‑214195
	SBA CR N32 for interconnect R16 
	Nokia, Nokia Shanghai Bell 
	CR 
	[Ericsson]: requests updates

[Nokia]: -r1 uploaded, implementing Ericsson’s suggestion to have a general formulation on applicablitly of security in roaming and interconnect; it is also proposed to provide reply to CT4 LS in S3-213814 with either agreed CR attached or that SA3 is working on it.

MCC commented on rev1.

[Nokia]: -r2 uploaded, addressing MCC comments

[NTT DOCOMO]: Wording suggestion

[Nokia]: suggestion implemented in -r3

[NTT DOCOMO]: super, thank you
	available 
	  

	  
	  
	S3‑214196
	SBA CR N32 for interconnect R17 
	Nokia, Nokia Shanghai Bell 
	CR 
	[Nokia]: mirror doc. The same result as for 4195 will apply. Please keep discussion in S3-214195.
	available 
	  

	  
	  
	S3‑214288
	Clarification audience of CCA 
	Ericsson 
	CR 
	
	available 
	  

	  
	  
	S3‑214289
	Clarification audience of CCA 
	Ericsson 
	CR 
	
	available 
	  

	  
	  
	S3‑214290
	Certificate profile for SCP and SEPP 
	Ericsson 
	CR 
	>>CC_6<<

[Nokia] gives brief introduction.

[Ericsson] presents.

[Mavenir] needs time to check

[Nokia] is ok for general motivation, but has comments

>>CC_6<<

[Nokia] : in general we support to clarify this issue, but some updates and clarifications are required

[Ericsson]: replies to Nokia’s comments

[Nokia]: replies to Ericsson’s comments and proposal to move the CR forward

[Ericsson]: proposes r1, addressing Nokia’s comments

[Nokia]: We agree on the r1

[NTT DOCOMO]: clarification required

[Nokia]: r2, solve DCM question by EN and keep CR as DRAFT CR approved.
	available 
	  

	  
	  
	S3‑214291
	Certificate profile for SCP and SEPP 
	Ericsson 
	CR 
	[Nokia]: mirror doc R17, pls. comment in 4290, result of 4290 applies to this doc.
	available 
	  

	  
	  
	S3‑214292
	SEPP include and verify source PLMN-ID 
	Ericsson 
	CR 
	>>CC_6<<

[Ericsson] presents

[HW] comments that is already discussed and commented
>>CC_6<<

[Huawei] : Propose to postpone.

There is still an EN left unsolved.

[Ericsson]: suggests to technically endorse or approve as draft-CR

[Huawei] : Provide reply to Ericsson’s suggestion.

[NTT DOCOMO]: needs updates and requests a clarification.
	available 
	  

	  
	  
	S3‑214197
	IPUPS overload control R17 
	Nokia, Nokia Shanghai Bell 
	CR 
	[Ericsson]: requests updates

[Huawei]: propose to note, and request clarification.

MCC pointed out some issues on the cover page.
	available 
	  

	  
	  
	S3‑214230
	KIAB generation for NR-DC scenario 
	Samsung, Nokia, Nokia Shanghai Bell, Huawei, Hisilicon, Intel 
	CR 
	>>CC_6<<

[Samsung] presents

>>CC_6<<

[Qualcomm]: request clarification

[Samsung]: provide clarification and asks whether the proposed update on NGEN-DC is agreeable to all,

[Qualcomm]: ask a question

[Samsung]: provides answer

[Qualcomm]: okay with the contribution.
	available 
	  

	  
	  
	S3‑214272
	Security for CoAP interfaces in SEAL 
	Ericsson 
	CR 
	>>CC_6<<

[Ericsson] presents

>>CC_6<<

[Samsung] : Requires update before agreed.

[Ericsson] : provides clarification

[Samsung] : Provides clarification on our previous comment

[Ericsson] : Provides clarification

[MSI] : MSI provides comments

[Ericsson] : provides r1

[MSI] : Ok with r1
	available 
	  

	  
	  
	S3‑214130
	Adding MACS as an input parameter to the calculation of AK* to provide freshness 
	Qualcomm Incorporated, Thales 
	CR 
	[Huawei]: proposes to note/postpone this contribution.

[Qualcomm]: makes everyone aware that an r1 is available and requests feedback on it.

[Ericsson]: urges for companies to clarify their positions for the related document S3-214248, WID for authentication enhancements. Companies should re-iterate the positions for different contributions in the e-mail thread of a contribution.

[Nokia]: request r2.

[Huawei]: agree with Nokia.

[Thales] : provides r2 and answers Huawei comment.

[Nokia] : r2 looks fine for us.

[Qualcomm]: is OK with r2

[Huawei]: postpone the CR for this meeting. Use r2 as baseline for next meeting.
	available 
	  

	  
	  
	S3‑214316
	Addition of MAC-S for authentication enhancement 
	THALES, IDEMIA 
	CR 
	[Thales] : proposes to note this contribution.

[Huawei]: proposes to note.
	available 
	  

	  
	  
	S3‑213895
	Security Protection of SQN during AKA re-synchronisations 
	Nokia, Nokia Shanghai Bell 
	CR 
	[Nokia]: proposes to note this contribution, as solution#4.1 is selected for informative annex in study phase.

MCC commented on the cover page and pointed out that the CR should be accompanied with a normative WID.
	available 
	  

	  
	  
	S3‑214329
	Avoiding unencrypted radio interface data transfer 
	Vodafone 
	CR 
	[Huawei] : Objects to the proposal since it tries to address non-standard compliant behavior on the CN side (SMF) at the cost of a huge impact on RAN side.

>>CC_6<<

[VF] presents,

[HW] objects.The assumption is not inline with current specs.

[CableLabs] comments to set security by default.
>>CC_6<<

[Vodafone] : We disagree with the Huawei comment: the cost to the RAN is clearly NOT huge! However, the impact to a VPLMN of not meeting radio interface encryption requirements could be severe. Note that the (roamed-to) VPLMN has limited control over mis-behaving HPLMNs.

[CableLabs] : Support the CR and propose revision to address Huawei’s comments.

[Huawei] : Provides clarifications and suggestions. The main concern is with the approach itself: addressing non-standard compliant behavior by shifting the burden on standard-compliant entities. Another concern is related to the changes we are introducing to the UP security mechanism. This is deviating from the initial principle and agreement that the CN is in control. Therefore, we believe that the best way to solve this problem should be at the CN/SMF side.

[Ericsson] : We support the proposal from Huawei. We also believe that the best way to solve this problem should be at the CN/V-SMF side.

Mistaken subject line,

[Vodafone]: Note 1 doesn’t cover the case that the h-SMF did not send a policy. While that Note 1 could be update, use of the v-SMF requires extra development, testing and O&M. In contrast, having a ‘catch all’ capability on the gNB provides security.
	available 
	  

	  
	  
	S3‑214331
	Avoiding unencrypted radio interface data transfer 
	Vodafone 
	CR 
	[Huawei] : Objects to the proposal for the same reasons given in the thread for 4329.
	available 
	  

	  
	  
	S3‑214074
	Resolving the EN on the authorization between SCPs 
	Huawei, Hisilicon 
	CR 
	
	withdrawn 
	  

	5 
	Studies areas 
	
	  
	  
	  
	
	  
	  

	5.1 
	Study on 5G security enhancement against false base stations 
	S3‑213825
	LS Reply to SA3 on security protection on RRCResumeRequest message 
	R2-2109121 
	LS in 
	[NTT DOCOMO]: draft_S3-213825-r1 is providing a draft reply LS to RAN2

to ask them to develop the details of solution 17 of TR33.809 to

finalize the discussion in SA3.

[CableLabs]: provided -r2 to ask RAN2/RAN3 to specify solution 17 of TR33.809 and inform SA3 of any deployment impact.

[Apple]: Request to state clearly in the LS on what does SA3 expect RAN2/RAN3 to specify.

[NTT DOCOMO]: provides details about which details: most importantly, error handling needs to be defined, because an attacker modifying an unprotected RRCResumeRequest message leads to loss of context and subsequent rejection of the UE, and error handling in case an attacker modifies a protected RRCResumeRequest message is to delete the context and reject the UE, thus both are leading to a denial of service.

-r3 is available.

[Ericsson]: okay with majority of R3 text; provides R4 with only one change at the end to say “as these details will help SA3 carefully assess security considerations.”

[NTT DOCOMO]: okay with r4.

[Huawei]: asks for clarification.

[NTT DOCOMO]: provides clarification

[Apple]: Requires clarification.

[NTT DOCOMO]: tries to clarify
	extended to W2 
	  

	  
	  
	S3‑213978
	5GFBS-Conclusion for solution#17 
	Apple 
	pCR 
	[Nokia] : Nokia requests to be removed from the co-signers list.

[Apple] : provide revision r1 addressing Nokia request.

>>CC_3<<

[Apple] presents r1

[Orange] asks to discuss other conclusion Tdoc also together.

[QC] disagrees this one.
>>CC_3<<

[Ericsson] supports; says that integrity protection is a basic security feature and SA3 must do its best to achieve it, whenever possible; says that RAN2’s reply LS was positive which is another reason not to delay this security feature.

[Deutsche Telekom] : supports the conclusion.

DT sees a value in preventing tampering of RRCResumeRequest Message.

[Qualcomm]: Qualcomm disagree with this conclusion

[Nokia]: Nokia agrees with Qualcomm.

[Philips] Supports. Clarification in the conclusion would be useful.

[Ericsson] provides rebuttal to the arguments from QC and Nokia; argues that integrity protection resume request message must be done.
	Noted 
	  

	  
	  
	S3‑213979
	5GFBS-Reply LS to R2-2109121 on protection of RRCResumerequest message 
	Apple 
	pCR 
	[Ericsson] supports; says that integrity protection is a basic security feature and SA3 must do its best to achieve it, whenever possible; says that RAN2’s reply LS was positive which is another reason not to delay this security feature.

[Qualcomm]: Qualcomm object to this LS
	Noted
	  

	  
	  
	S3‑214016
	Clarifications on solution 17 
	Huawei, HiSilicon 
	pCR 
	[Ericsson] will be okay with the document with minor edits; proposes to instead say “all content of the RRCResumeRequest message”.

[Qualcomm]: Clarification is required before it can be approved

[Huawei] provides r1. “all the IEs in RRCResumeRequest message” is changed to “all content of the RRCResumeRequest message”

[Huawei]: Provide clarification.
	Noted
	  

	  
	  
	S3‑214151
	Conclusion for KI #1 
	Qualcomm Incorporated 
	pCR 
	>>CC_3<<

[QC] presents.

[Ericsson] disagrees.

[CableLabs] disagrees.

[HW] comments

[QC] comments not understand what security threats can be prevented if security solutions applies.

[Ericsson] doesn’t agree with QC’s argument

[Apple] comments

[Docomo] comments on procedure

[Orange] doesn’t agree to have show of hands without discussion.
>>CC_3<<

[Ericsson] objects; rebuts QC’s observations; argues that SA3 must do its best to integrity protect the message whenever possible; requests QC not to stop the only feature that might come out of this study.

[Huawei] agree with E///; it is a good practice for SA3 to protect message whenever possible;

[Qualcomm]: providing answers

[Intel]: Do not agree with conclusion

[Huawei]: provides clarification. DoS caused by dropping msg requires active attack. DoS caused by changing resumecasue requires less effort from attacker’s point of view.

>>CC_4<<

[Apple] asks for show of hands.

Q1: Should RRC Resume Request be protected against tampering in Rel-17 normative phase?

Q2: If yes to Q1, should solution 17 (checked with RAN2) be taken as basis for the normative work?

[QC] comments on procedure, as solution is not stable, and whether it could be working agreement.

[Docomo] asks questions for clarification.

[Apple] clarifies.

[DT] show position on those question, yes, yes

[Ericsson] yes, yes

[HW] yes, yes

[CableLabs] yes, yes

[Nokia] no, (no)

[QC] no

[Apple] yes, yes.

[Orange] comments on procedure.

[IDCC] yes, yes

[LGE] yes, yes

[CATT] yes, yes

[QC] comment

[US NSA] yes, yes

[Intel] yes, yes

[Docomo] comments it seems fesible but solution may be complex, no idea about its impact, proposes to send LS to ask RAN2 to study.

[Chair] proposes to send out LS to RAN2

[Ericsson] is ok to send out LS but concern it will come back to SA3.

[Thales] it is informative, proposes to continue study.

[Apple] has similar opinion as Ericsson.

[CableLabs] is ok to send out LS

[QC] is ok to send LS

[HW] comments sending LS is not help, as study security is SA3 work.

[Chair] asks Docomo to draft LS out to RAN2.

[Docom] asks to prepare details to make draft LS complete.

[Apple] Request the discussion on LS to be continued to next week.

[Chair]The draft LS discussion can continue  to next week. Will assign a new Tdoc# also.

>>CC_4<<
	Noted
	  

	  
	  
	S3‑213980
	5GFBS- Update solution#27 on UE local security policy 
	Apple 
	LS out 
	[Qualcomm]: asks a clarification and revision required

[Apple]: Provides clarification.
	Noted
	  

	  
	  
	S3‑214019
	addressing the editor's notes in sol#27 
	Huawei, HiSilicon 
	pCR 
	[Qualcomm]: disagrees with the solution updates (the second EN)

[Huawei]: provides clarification.

[Philips]: revision required.

[Huawei]: provides r1 and bring the deleted ENs back.

[Philips] Provides input.

[Huawei]: provides r2.

[Philips] Provides feedback.

[Huawei]: provides r3.

[Huawei]: provides r4. Adding EN saying ”details are FFS”

[Philips] OK.

[Qualcomm]: stays our position (disagrees with the solution updates (the second EN))

[Huawei]: provides r5. The second change is removed.
	approved 
	r5 

	  
	  
	S3‑214152
	Conclusion for KI #2 
	Qualcomm Incorporated 
	pCR 
	[Samsung]: Propose to note
	Noted
	  

	  
	  
	S3‑214280
	New Solution: Shared key based MIB/SIBs protection with enhanced protection against replay/MitM attacks 
	Philips International B.V. 
	pCR 
	[Qualcomm]: Revision required before approval

[Philips] Provides revision R1.

[Qualcomm]: is not ok with r1.
	Noted
	  

	  
	  
	S3‑214325
	LS out on authenticity and replay protection of system information 
	CableLabs 
	LS out 
	[Qualcomm]: Qualcomm propose to note this contribution

[CableLabs]: provides response to Qualcomm’s comment.
	Noted
	  

	  
	  
	S3‑213913
	Update to solution #25 
	Huawei, HiSilicon 
	pCR 
	[Ericsson] says that it is not okay to delete NOTE 2; further asks to remove the evaluation; points out that it is not described why the attacker cannot coordinate K’ with K (e.g., 2a can be followed by 4a and 4b can be followed by 2b).

[Qualcomm]: disagrees with the solution updates

[Huawei] responses to Ericsson’s comments.

[Huawei] provides more explanation as requested by Qualcomm.

[Qualcomm]: stays our position (disagrees with the solution updates)
	Noted
	  

	  
	  
	S3‑213914
	Evaluation of solution #4 
	Huawei, HiSilicon 
	pCR 
	[Qualcomm]: revision is required before it is acceptable

Please add an EN: Further evaluation is FFS

[Huawei]: clarification provided

[Qualcomm]: object if the EN is not added
	Noted
	  

	  
	  
	S3‑213915
	Conclusion for KI#3 
	Huawei, HiSilicon 
	pCR 
	[Qualcomm]: Qualcomm disagree with the conclusion
	Noted
	  

	  
	  
	S3‑214153
	Conclusion for KI #3 
	Qualcomm Incorporated 
	pCR 
	[Ericsson] objects; reminds that RAN2’s reply was not negative; says that SA3 should not use RAN2 arguments, instead SA3 should focus on security arguments; reminds that the enriched measurements are not ON all the time because the network only activates it according to policy or configuration.

[Qualcomm]: providing answer

[Huawei]: agree with Ericsson and provide further comments.

[Philips]: agrees with Ericsson and Huawei and provide further comments.
	Noted
	  

	  
	  
	S3‑214098
	Detection of MitM attacks with secret paging 
	Lenovo, Motorola Mobility 
	pCR 
	[Ericsson] is okay to include the solution in the TR if an EN is added; proposes the EN.

[Lenovo] provides revision with requested EN.

[Qualcomm]: Disagrees with the solution.

[Lenovo]: provides clarification from the KI and a revision to capture the concern from Qualcomm.

[Qualcomm]: stays our position (disagree with the solution)

[Lenovo]: provides clarification to Qualcomm.
	Noted
	  

	  
	  
	S3‑213964
	Update Annex B in TR 33.809 
	CableLabs 
	pCR 
	[Qualcomm]: Revision required before approval

[CableLabs]: provided -r1 based on Qualcomm's comments.

[Qualcomm]: further revision required and provides clarification

[Qualcomm]: are not fine with r1.

[CableLabs]: provided -r2 which implemented the revision proposed by Qualcomm.
	approved 
	r2

	
	
	S3-214408
	Draft TR 33.809
	Apple
	Draft TS/TR
	
	
	

	5.2 
	Study on User Plane Integrity Protection 
	
	  
	  
	  
	
	  
	  

	5.3 
	Study on Security Impacts of Virtualisation 
	S3‑213884
	New solution: Ticket based access control for administrators 
	MITRE Corporation 
	pCR 
	[Nokia] : Asking for clarification

[MITRE] : Responding to questions.

[Ericsson] : Comment.

[Huawei] : Request for clarification.

[MITRE] : Provides r1 and clarifications.

[Nokia] : Replies to r1 and wants to verify common understanding related to multidomain issues.

[Huawei] : Replies to r1.

[BT Plc] : Replies to Huawei and MITRE.

[MITRE] : Provides r2 and clarifications.

[Nokia] : Sees comments related to multi domain issues reflected and accepts r2.

[Huawei] : fine with r2.
	approved 
	r2

	  
	  
	S3‑213896
	New solution for Ki#13: Remote Attestation on 3GPP level 
	Nokia, Nokia Shanghai Bell 
	pCR 
	[Ericsson] : Comment

[Nokia] : Answers to comments from Ericsson

[Huawei] : Propose to note.

[Nokia] : Answers to Huawei.

[BT Plc] : Comments to Huawei Comments.

[Huawei] : Respond to Nokia and BT.

[Nokia] : Responds to Huawei and provides r1 to open a way forward:

Negative attestation result might trigger immediate response from the management system.

[Huawei] : Replies to r1.

[BT plc] : Replies to Huawei.

[Huawei] : Replies to BT plc.

[Nokia] : Replies to Huawei and asks for reconsideration of objection, because objection is based on assumptions not covered by the study.

[BT Plc] : Replies to Huawei plc.

[Huawei] : Replies to BT plc and Nokia and provides R2.

[Nokia] : appreciates Huawei’s proposal to make progress and is fine with r2.
	approved 
	r2

	  
	  
	S3‑213897
	New Solution Using Boot Time Attestation for NF Registration 
	Johns Hopkins University APL, US National Security Agency, CableLabs, InterDigital, AT&T, CISA ECD 
	pCR 
	[Huawei] : Propose to note.

[BT Plc] : Disagree with Huawei Comment.

[JHU]: Provides r1.

[Huawei] : Respond to JHU/APL and BT.

[BT plc] : Replies to Huawei.

[JHU] : Agrees with BT. Replies to Huawei.

[Huawei] : Replies to BT plc and JHU/APL and provides R2.

[JHU] : accepts r2.
	approved 
	r2

	5.4 
	Study on authentication enhancements in 5GS 
	S3‑213834
	Reply to LS on Resynchronisations 
	ETSI SAGE 
	LS in 
	[Ericsson]: Ericsson proposes to postpone this LS if there is no time to prepare a reply for this meeting.
	Postponed 
	  

	  
	  
	S3‑213836
	Reply LS on Security risk evaluation of using long term key for another key derivation than AKA 
	ETSI SAGE 
	LS in 
	[Nokia]: Note this contribution. ETSI SAGE response is considered to remove EN.
	Noted 
	  

	  
	  
	S3‑214249
	Remove Editor's Notes in key issue #3.1 
	Ericsson 
	pCR 
	
	approved 
	  

	  
	  
	S3‑213851
	Update to solution #2.1 
	JSRPC Kryptonite 
	pCR 
	
	approved
	  

	  
	  
	S3‑213852
	Update to solution #2.2 
	JSRPC Kryptonite 
	pCR 
	
	approved
	  

	  
	  
	S3‑213853
	Update to solution #2.3 
	JSRPC Kryptonite 
	pCR 
	[Huawei]: revision is required before it is acceptable or noted.

[Kryptonite]: Proposes some response to the points raised by Huawei.

[Ericsson]: as a rapporteur proposes not to remove any solutions from the TR. This is not the way solutions are treated. If some details are not correct they can be modified. The evaluation can also be updated to reflect new information. The author is encouraged to provide a revision.

[Kryptonite]: Proposes some response to the points raised bellow. Uploaded new version draft_S3-213853-r1.

[Huawei]: Proposes way forwards.

[Kryptonite]: Proposes some response to the points raised by Huawei.

(Note: draft_S3-213853-r2 is provided, but not shown as key words)

[Kryptonite]: Proposes some feedback.

[Kryptonite]: Proposes some feedback.

[Huawei]: Proposes some feedback.

[Kryptonite]: Agree with proposed by Huawei EN

[Huawei]: fine with r3.
	approved
	  r3

	  
	  
	S3‑213854
	Update to solution #2.4 
	JSRPC Kryptonite 
	pCR 
	[Thales] : provides comments and proposes to note the contribution.

[Kryptonite]: Kryptonite responds to Thales’s comments.

[Thales]: provides comments

[Kryptonite]: Agree with a proposed by Thales variant to add a new version with the EN

[Thales]: disagrees with r1 and provides comment.

[Kryptonite]: Proposes some feedback.

[Thales]: disagrees with r1 and proposes to note the contribution.
	Noted 
	  

	  
	  
	S3‑213855
	Update to solution #2.5 
	JSRPC Kryptonite 
	pCR 
	
	approved
	  

	  
	  
	S3‑213859
	Update to solution #2.12 
	JSRPC Kryptonite 
	pCR 
	
	approved
	  

	  
	  
	S3‑213892
	Editor note removal for solution#2.8 
	Nokia, Nokia Shanghai Bell 
	pCR 
	
	approved
	  

	  
	  
	S3‑213856
	Update to solution #3.1 
	JSRPC Kryptonite 
	pCR 
	
	approved
	  

	  
	  
	S3‑213857
	Update to solution #4.3 
	JSRPC Kryptonite 
	pCR 
	
	approved
	  

	  
	  
	S3‑213858
	Update to solution #4.7 
	JSRPC Kryptonite 
	pCR 
	
	approved
	  

	  
	  
	S3‑213893
	Editors note removal for solution#4.3 
	Nokia, Nokia Shanghai Bell 
	pCR 
	[Qualcomm]: Qualcomm proposes to note to the contribution

[Nokia]: Provides clarification.

[Qualcomm]: Qualcomm provides response to clarification

[Nokia]: Nokia provides response to clarification

[Qualcomm]: Provides further clarification

[Nokia]: Nokia provides response to further clarification

[Qualcomm]: Provides further clarification
	Noted 
	  

	  
	  
	S3‑213894
	Conclusion to Key Issue #4.1 
	Nokia, Nokia Shanghai Bell 
	pCR 
	>>CC_2<<

[Nokia] presents

>>CC_2<<

[Ericsson]: Does not agree with the conclusion for solution 4.7 to be taken to normative specification.

[Nokia]: Does not agree with the reasoning provided.

[Qualcomm]: Proposes to note this contribution

[Ericsson]: Responds to Nokia’s comments. Referenced contribution is about SUPI padding, solution #4.7 is about SUCI calculation. In addition, solution does not work for null scheme.
	Noted
	  

	  
	  
	S3‑213951
	Conclusion on key issue 4.1 
	ZTE Corporation 
	pCR 
	>>CC_2<<

[ZTE] presents

>>CC_2<<

[Qualcomm]: Proposes to note the contribution.

[Thales] : Thales disagrees with the proposal since there is no solution to address non-time based SQN.
	Noted
	  

	  
	  
	S3‑214015
	Conclusion on Key Issue #4.1 
	Huawei, HiSilicon 
	pCR 
	>>CC_2<<

[HW] presents

>>CC_2<<

[Qualcomm]: Proposes to note the contribution.

[Thales] : disagrees with the conclusion.

Thales considers that a solution should be selected to address Key Issue #4.1 since the attack described in Key Issue #4.1 impacts the trust in AKA algorithm.
	Noted
	  

	  
	  
	S3‑214129
	Proposed conclusion for key issue #4.1 
	Qualcomm Incorporated 
	pCR 
	>>CC_2<<

[QC] presents

[Ericsson]  prefers no normative work, but also can live with solution 4.1

[Thales] comments

[Nokia] replies to Thales

[Apple] questions about optional to deploy, considers it doesn’t work.

[QC] clarifies

[HW] slightly prefers Nokia’s solution

[Thales] comments that solution 4.7 may impact ME.

>>CC_2<<

[Nokia]: Nokia proposes to note to the contribution

[NTT DOCOMO]: would it be possible to document solution 4.1 in an informative annex,

[Qualcomm]: prepared an r1 to align with the DOCOMO suggestion of documenting solution #4.1 in an informative annex

[CMCC]: documenting solution #4.1 in an informative annex is fine to CMCC

[Ericsson]: could be fine with r1.

[Nokia]: Withdraw our objection to note. Nokia is fine with informative Annex proposed in S3-214129-r1 by Qualcomm.

[Qualcomm]: prepared a possible informative annex as draft_S3-214139-r1 to help with discussion

>>CC_4<<

[QC] presents status.

[HW] comments

[QC] clarifies

[HW] will check.
>>CC_4<<
[Thales] : is fine with r1 of S3-214129.

[Huawei]: needs to check.

[Huawei]: is fine with r1.

[Huawei]: is fine with r1.
	approved 
	r1(S3-214355)

	  
	  
	S3‑214312
	Conclusion for KI#4.1 
	THALES, IDEMIA 
	pCR 
	[Thales] : proposes to merge S3-214312 in S3-214129, and keep S3-214129 as baseline.

Thales fully agrees that the solution should be optional to deploy.

[Nokia]: Nokia proposes to note to the contribution

[Qualcomm]: Proposes some response to the points raised.
	Noted
	  

	  
	  
	S3‑214247
	Authentication enhancements: Discussion about the WID 
	Ericsson 
	discussion 
	[Ericsson]: proposes to note the discussion paper.
	Noted
	  

	  
	  
	S3‑214319
	Presentation of Report to TSG: TR 33.846, Version 0.14.0 
	Ericsson España S.A. 
	TS or TR cover 
	[Ericsson]: Provides r1 with editorial change of revision from v0.14.0 to v1.0.0 since it is the first time this TR is presented to the plenary.

[Ericsson]: Provides r2 with Outstanding issues being the editorial cleanup and clean up of Editor’s Notes.
	E-mail approval 
	 S3-214352

	
	
	S3-214352
	Presentation of Report to TSG: TR 33.846, Version 0.14.0
	Ericsson
	TS or TR cover
	[Ericsson/rapporteur]: presents the cover page for TR 33.846 for e-mail approval.
	
	

	
	
	S3-214402
	Draft TR 33.846 v0.14.0 Study on authentication enhancements in the 5G System (5GS)
	Ericsson
	Draft TS/TR
	[Ericsson/rapporteur]: presents the draft TR implementation for e-mail approval.
	
	

	  
	  
	S3‑213860
	Conclusions on key issues #2.1, #2.2, #3.2 and #4.1 in TR 33.846 
	JSRPC Kryptonite 
	pCR 
	
	reserved 
	  

	  
	  
	S3‑213861
	Some problems concerning combination of solutions for key issues in TR 33.846 
	JSRPC Kryptonite 
	discussion 
	
	reserved 
	  

	5.5 
	Study on security aspects of Unmanned Aerial Systems 
	S3‑214123
	Adding some abbreviations to TR 33.854 
	Qualcomm Incorporated 
	CR 
	[Huawei] minor editorial comment

[Qualcomm]: prepared an r1 to address Huawei’s comment

[Huawei] looks good.
	revised
	 S3-214343

	
	
	S3-214343
	Adding some abbreviations to TR 33.854 
	Qualcomm Incorporated 
	CR 
	[Huawei] minor editorial comment

[Qualcomm]: prepared an r1 to address Huawei’s comment

[Huawei] looks good.
	approved
	 

	  
	  
	S3‑214124
	Corrections to TS 33.854 
	Qualcomm Incorporated 
	CR 
	[Huawei] minor editorial comment

[Qualcomm]: prepared an r1 to address Huawei’s comment

[Huawei] looks good.
	revised
	 S3-214344

	
	
	S3-214344
	Corrections to TS 33.854 
	Qualcomm Incorporated 
	CR 
	[Huawei] minor editorial comment

[Qualcomm]: prepared an r1 to address Huawei’s comment

[Huawei] looks good.
	approved
	

	5.6 
	Study on Security Aspects of Enhancement of Support for Edge Computing in 5GC 
	S3‑213952
	Conclusion on key issue 1 
	ZTE Corporation 
	pCR 
	[Huawei]: proposal to merge into 4064.

[Thales] : disagrees with the conclusion.

[ZTE] : fine with the merging, and continue the discussion in 4064 thread.

[ZTE] :This contrubution is merged into 4064 as suggested.
	merged into 4064
	  

	  
	  
	S3‑214064
	Conclusion on Key issue #1 
	Huawei, Hisilicon 
	pCR 
	[Thales] : disagrees with the conclusion.

[ZTE] : provides clarification.

[Apple] : disagrees with the conclusion.

[ZTE] : response to Apple's first comment.

[Ericsson] : request clarification and revision

[Huawei] : provide clarification to Ericsson.

[Ericsson] : request clarification

[Qualcomm] : propose to note contribution

[Huawei] : provide r1.

[Samsung] : Provides r2. Includes a NOTE on other authentication methods.

[Huawei] : fine with r2.

[Ericsson] : fine with AKMA + GBA but proposes a note to be included in the conclusion.

[Apple] : Disagree with r2. Disagree with using TLS with AKMA and TLS with GBA based authentication without addressing the key collision issue, and it is not acceptable to address that in the normative work, as this issue is critical and should be ready before being standardized.

[Thales] : proposes addition of a NOTE to address Apple comment.

[Qualcomm]: Ok with r2

[Huawei] : provide r3 with the note proposed by Ericsson.

[Huawei] : is fine with r3.

[CMCC] : supports r2 and is fine with the NOTE provided by Thales and Ericsson.

[ZTE] : is fine with r3.

[Apple] : Disagree with R3, provide r4.

[Qualcomm]: Ok with r3

[Thales] : disagrees with r4 proposed by Apple.

[Thales] : fine with r3 and disagrees with r4.

[CMCC] : fine with r3 and disagrees with r4.

[NTT DOCOMO]: Disagree with r2 because it is not clear how to select between options, and which network/UE side elements shall support which options. Request to add editor's note.

[Huawei] : Provide r5, in which the EN proposed by Alf is added based on r3.

[Ericsson]: fine with r5.

[Apple] : Provide R6, disagree with R4.

[Huawei] : r6 is fine with me for the sake of progress.

[NTT DOCOMO]: r6 is ok

[Thales] : fine with r6

[Qualcomm]: Ok with r6

[Ericsson]: r6 is ok

[CMCC] : fine with r6
	approved 
	r6

	  
	  
	S3‑213982
	MEC- New solution on EEC authentication based on GBA 
	Apple 
	pCR 
	[Huawei]: requests revision and clarification.

Agree the statement in the evaluation part: “how to authenticate EEC ID is not captured in this solution” and think the first sentence should be revised.

[Huawei]: resend with the correct grouping name: ki1

[Apple]: Provides clarification. Huawei’s comments are already covered in the existing evaluation part.

[Ericsson] : Request clarification and revision
	Noted 
	    

	  
	  
	S3‑214128
	Proposed conclusions for key issue #1 and key issue #2 
	Qualcomm Incorporated 
	pCR 
	[Huawei]: asking for clarification.

[Qualcomm]: Provides clarification to Huawei

[Huawei] : reply the clarification to Qualcomm.

[Ericsson] : objects to this contribution with the current version
	Noted 
	  

	  
	  
	S3‑214221
	[EDGE] Discussion paper on need for EEC authentication 
	Samsung 
	discussion 
	
	Noted
	  

	  
	  
	S3‑214222
	[EDGE] Discussion on EDGE wayforward 
	Samsung 
	discussion 
	[Huawei]: propose to discuss this DISC in the official call, and note the discussion.

[Deutsche Telekom]: proposes to shrink the authentication solution space to ‘option 1’ and ‘option 4’.

[Thales] : disagrees with proposal 1a

The options of proposal 1a limit the usage of GBA to edge services provided over EPS, while GBA could also be used for edge services over 5GS, similarly to option 1.

>>CC_2<<

[Samsung] presents

[Thales] comments to extend GBA also for 5GS in option 2 in proposal 1a.

[Ericsson] comments

[Samsung] clarifies

[Apple] doesn’t agree with option 1 and option 2 in proposal 1a.

[Docomo] wonders implementation on which entity about features. Considers that is not operational due to too many solution options.

[HW] replies to Apple and Docomo.

[Apple] concerns there is problem to use AKMA/GBA.

[Thales] replies to Apple.

[Samsung] clarifies about authentication, roaming aspects.

[Docomo] still has concern about implementation. 

[Samsung] clarifies.

[Docomo] comments that all options needs to be implemented and there is issue to make them work well simultaneously.

[Chair] proposes way forward to have an EN to progress.
[VF] doesn’t consider there needs to have negotiation.

[HW] proposes to have further discussion.
>>CC_2<<

[Thales] : It seems that roaming cases should not be taken into consideration to reach conclusions for edge since roaming cases are out of scope of Rel-17.

[Huawei] : correct the subject line, and provide proposal for the way forward

[Ericsson] : Proposes a way forward considering interoperability issue

[Huawei] : Proposes a simple way forward considering interoperability issue

[Thales] : provides clarification regarding option 2 of proposal 1a.

[NTT DOCOMO]: appreciate the effort to reduce options.

[Huawei] : propose to discuss this in the offline call tonight.

Please everyone involved in this topic be online. Thanks.

[Ericsson] : shares concerns about certificate based client authentication
	Noted 
	  

	  
	  
	S3‑214270
	Updates to KI#1 and KI#2 
	Ericsson 
	pCR 
	[Huawei]: fine the GPSI verification, and propose to remove the application verification.

[Ericsson]: Provides clarification/explanation.

[Thales] : provides comments.

Thales has similar concern to Huawei regarding the need for application verification.

[Apple]: Request modification and clarification/explanation, and provide the revision.

[Huawei] : provide more comments.

[Apple] : provide more comments and request clarification, especially on the necessity to include the GPSI in the authentication procedure.

[Ericsson] : Provides clarification

[Huawei] : provide comments to Ercsson clarification.

[Ericsson] : provides r1

[Thales]: provides comments

[Huawei] : agree with Thales.

5.1.2 shall be revised accordingly.

[Ericsson] : provides r2.

5.1.2 has been revised accordingly.

[Huawei] : Hiawei is fine with r2.

[Apple] : Fine with r2.

[Thales]: fine with r2.
	approved 
	r2

	  
	  
	S3‑214273
	Updates to conclusion of KI#1 
	Ericsson 
	pCR 
	[Huawei]: propose to remove the EEC type verification.

[Ericsson] : propose to remove the EEC type verification.

[Qualcomm] : propose to note contribution
	Noted 
	  

	  
	  
	S3‑214317
	Conclusion for KI#1 
	THALES 
	pCR 
	[Huawei]: propose to follow the discussion in S3-214128 thread.

[Thales] : answers Huawei proposal

Thales contribution is slightly different from S3-214128 one. Thales does not want to limit the discussion to conclusion proposed in S3-214128.

[Ericsson] : objects to this contribution with the current version
	Noted 
	  

	  
	  
	S3‑213953
	Conclusion on key issue 2 
	ZTE Corporation 
	pCR 
	[Huawei]: proposal to merge into S3-214065.

[Thales] : disagrees with the conclusion.

[ZTE] :This contrubution is merged into 4065 as suggested.

[ZTE] : fine with the merging, and continue the discussion in 4065 thread.
	merge into S3-214065
	  

	  
	  
	S3‑213983
	MEC- Discussion paper on the privacy issue EEC ID 
	Apple 
	pCR 
	[Huawei]: propose to note and also ask for clarification.

We don’t acknowledge there is a privacy issue of EEC ID.

[Ericsson] : request clarification
	Noted 
	  

	  
	  
	S3‑213984
	MEC- New solution on EEC ID privacy protection 
	Apple 
	pCR 
	[Huawei]: propose to revise and clarification.

[Apple]: provides clarification to huawei's comments.

[ZTE] : Request for clarification before approval.

[Apple]: provide clarification for ZTE’s 2 comments. Both comments are already covered in the original solution.

[ZTE] : Request for more clarification.

[Apple]: provide clarification for ZTE’s new comments.

[Ericsson] : request clarification and revision

[Huawei]: Agree with Ericsson’s view on EEC ID.
	Noted 
	  

	  
	  
	S3‑214065
	Conclusion on Key issue #2 
	Huawei, Hisilicon 
	pCR 
	[Thales] : disagrees with the conclusion.

[ZTE] : provides clarification.

[Apple] : disagrees with the conclusion.

[ZTE] : response to Apple's first comment, same as in 4064 thread.

[Apple] : provides explanation to ZTE on the key collision issue.

[ZTE] : propose clarifications.

[Ericsson] : comments

[Apple] : provides further reply.

[ZTE] : provides further clarification.

[Qualcomm] : propose to note contribution

[Huawei] : provide r1.

[Samsung] : Provides r2. Includes a NOTE on other authentication methods.

[Huawei] : fine with r2.

[Ericsson] : fine with AKMA + GBA but proposes a note to be included in the conclusion.

[Apple] : Disagree with r2. Disagree with using TLS with AKMA and TLS with GBA based authentication without addressing the key collision issue, and it is not acceptable to address that in the normative work, as this issue is critical and should be ready before being standardized.

[Qualcomm]: Ok with r2

[ZTE] : is fine with r2, and disagree with the opinion that key collision is a critical issue.

[Huawei] : provide r3 with the note proposed by Ericsson.

[Huawei] : is fine with r3.

[ZTE] : is fine with r3.

[Thales] : proposes addition of a NOTE to address Apple’s comment.

[Qualcomm]: Ok with r3

[NTT DOCOMO]: Disagree with r2 because it is not clear how to select between options, and which network/UE side elements shall support which options. Request to add editor's note.

[Huawei] : Provide r4, in which the EN proposed by Alf is added based on r3.

[Apple] : Provide R6, disagree with R4.

[Huawei] : r6 is fine with me for the sake of progress.

[NTT DOCOMO]: r6 is ok.

[Thales] : fine with r6

[Qualcomm]: Ok with r6

[Ericsson]: r6 is ok

[CMCC] : fine with r6
	approved 
	r6

	  
	  
	S3‑214274
	Updates to conclusion of KI#2 
	Ericsson 
	pCR 
	[Huawei]: propose to remove the EEC type verification.

[Ericsson] : propose to remove the EEC type verification.

[Qualcomm] : propose to note contribution
	Noted 
	  

	  
	  
	S3‑214318
	Conclusion for KI#2 
	THALES 
	pCR 
	[Huawei]: propose to follow the discussion in S3-214128 thread.

[Ericsson] : objects to this contribution with the current version
	Noted 
	  

	  
	  
	S3‑214066
	Clarification on the SA2 and SA6 issues 
	Huawei, Hisilicon 
	pCR 
	
	Approved 
	  

	
	
	S3-214413
	Draft TR 33.839
	Huawei
	Draft TS/TR
	[TIM] comments on editorial changes

[Huawei] : Provide r2 according to your proposal.
	
	

	
	
	S3-214372
	Presentation of Report to TSG: TR 33.839, Version 0.9.0
	Huawei
	TS/TR cover
	
	
	

	5.7 
	Study on Security Aspects of Enhancement for Proximity Based Services in 5GS 
	S3‑213826
	LS on UE ID in adaptation layer 
	R2-2109227 
	LS in 
	
	Noted 
	  

	  
	  
	S3‑213972
	Reply LS on Layer-3 UE-to-Network Relay authentication and authorization 
	LG Electronics 
	LS out 
	>>CC_1<<

[LGE] presents.

[HW] is not convinced. Will bring confusion to SA2

[IDCC] comments

[Ericsson] proposes to postponed in next week.

[QC] is in line with Ericsson

[CATT] if there is a solution after week 1 but there is no corresponding content, what we should do in week 2?

[Chair] clarifies that it should bring contribution in next time and make proposal to extend WID.
>>CC_1<<
[Qualcomm]: revision is required

[CATT]: Revision is required. The conclusions in the TR 33.847 do not support the content in this contribution.

[Interdigital]: propose to note this reply LS.

Unfortunately, no conclusion were agreed for SA/NSSAA support for L3 U2N in week#1.
	extended to W2
	  

	  
	  
	S3‑214142
	Discussion on SA2 Reply LS on Layer-3 UE-to-Network Relay authentication and authorization 
	Qualcomm Incorporated 
	other 
	
	extended to W2
	  

	  
	  
	S3‑214005
	Update to solution #38 
	Huawei,HiSilicon 
	pCR 
	
	approved 
	  

	  
	  
	S3‑214040
	P-TID Privacy protection in solution 39 
	Huawei,HiSilicon 
	pCR 
	[Interdigital]: Revision/clarification required.

[Huawei, HiSilicon]: Provide corresponding revision and clarification.

[Interdigital]: OK with r1.
	approved 
	r1

	  
	  
	S3‑214041
	resolving the EN on Kausf desych and key lifetime 
	Huawei,HiSilicon 
	pCR 
	[Qualcomm]: asks a clarification and proposes to keep the ENs.

[Huawei, HiSilicon]: asking more elaboration about the comments from Qualcomm, and providing further clarification.

[Qualcomm]: ok to remove the Second EN but, not the first EN (Kausf desync)

[Huawei, HiSilicon]: Provides clarification and asks to reconsider the position. Provides r1 to include the modification based on discussion.

[Qualcomm]: can accept r1.
	approved 
	r1

	  
	  
	S3‑214143
	Removing Editor’s Notes in solution #42 
	Qualcomm Incorporated 
	pCR 
	[Philips] S3-214143 and S3-214298 propose updates to Solution #42. Position: merge required using S3-214298 as baseline.

[Qualcomm] accepts merge if our proposal is accepted.

[Philips] yes, we can proceed as you suggest. Revision R2 available.

[Qualcomm] is fine with R2.
	merged into S3-214298
	  

	  
	  
	S3‑214170
	ProSe: Update to Solution #40 
	Xiaomi Technology 
	pCR 
	[Qualcomm]: disagrees with the solution updates

[Xiaomi]: Provides clarification to the comments and revision r1.

[Qualcomm]: disagrees with the solution updates (second bullet in the previous email) and revision required

[Xiaomi]: Provides feedback to the comments and r2.

[Qualcomm]: is fine with r2.
	approved 
	r2

	  
	  
	S3‑214171
	ProSe: Evaluation Update for Solution #41 
	Xiaomi Technology 
	pCR 
	[Qualcomm]: Revision is required before approval. Propose to keep the EN.

[Xiaomi]: Provides feedback to the comments and revision r1.

[Qualcomm]: is fine with r1.
	approved 
	r1

	  
	  
	S3‑214211
	ProSe: New solution PC5 anchor key generation via GBA Push 
	Ericsson 
	pCR 
	[Interdigital]: revision/clarifications required.

[Ericsson]: provides revision r1 and clarifications.

[Interdigital]: replies to Ericsson response to comments.

[Ericsson]: provides r2 and provides clarifications.

[Interdigital]: comments on r2.

[Ericsson]: r2 is available. We request Interdigital to respond to whether r2 is ok. In the email thread I have not seen any objection or request to note the contribution.

R2 should address the requests from Interdigital.

[Interdigital]: Ericsson not responding to the latest in the thread.

[Ericsson] r3 is available.

[Interdigital]: OK with r3.
	approved 
	  r3

	  
	  
	S3‑214219
	ProSe: Resolve EN in solution#1 
	Samsung 
	pCR 
	[Ericsson] : Ask for clarification

[Samsung] : Provides clarification to Ericsson

[Ericsson] : Provides clarification and questions to Samsung

[Ericsson] : Proposes to note this contribution

[Samsung] : Provides clarification to Ericsson and request to reconsider their position.
	Noted 
	  

	  
	  
	S3‑214278
	A new solution to address KI#17 
	Huawei, HiSilicon,Xiaomi 
	pCR 
	[Qualcomm]: disagrees with this contribution

[Huawei]: provides clarification
	Noted 
	  

	  
	  
	S3‑214297
	Update Solution 37: Modification to ensure source authenticity in restricted discovery for relay and group discovery 
	Philips International B.V. 
	pCR 
	[Philips] Provides revision.

[Qualcomm]: revision required before approval

[Qualcomm]: Philips replies and provides a revision correcting a numbering issue.

[Qualcomm]: is fine with r2.
	approved 
	r2

	  
	  
	S3‑214298
	Updates Solution #42 
	Philips International B.V. 
	pCR 
	[Qualcomm]: request revision before approval

[Huawei]: Support this contribution

[Philips] Provides revision. Proposes to merge S3-214143 and S3-214298 and use S3-214298 as baseline.
	approved 
	r2

	  
	  
	S3‑214299
	Updates Solution #43 
	Philips International B.V. 
	pCR 
	[Interdigital]: Revision is required.

[Philips] Provides revision r1.

[Philips] Provides revision r2.

[Interdigital] R2 addresses Interdigital reservations. As discussed, please add Interdigital to the list of cosigners.

[Philips] R3 is provided including InterDigital as cosigner.

[Interdigital] Agrees with R3.

[Qualcomm]: Revision required before approval. Propose to keep the ENs.

[Qualcomm]: Philips disagrees. Philips explains and asks what is wrong in the added text because Qualcomm’s arguments do not seem to hold.

[Philips]: Previous note had wrong company 😊
Philips disagrees. Philips explains and asks what is wrong in the added text because Qualcomm’s arguments do not seem to hold.
	Noted 
	  

	  
	  
	S3‑214321
	Update to solution #32 to address privacy issues with User Info ID (KI#5) 
	Philips International B.V. 
	pCR 
	[Qualcomm]: Revision required before approval

[Ericsson] : Ask questions for clarifications and propose updates

[Philips] Provides clarifications and revision r1

[Ericsson] Provides comments and further updates are required

[Philips] Provides revision r2

[Ericsson] we are fine with r2
	approved 
	r2

	  
	  
	S3‑213911
	TR 33.847 Conclusion for NSSAA support with L3 U2N 
	InterDigital, Europe, Ltd., LG Electronics 
	pCR 
	[Ericsson] : Requests revision before it can be accepted

We cannot accept solution #24 (without N3IWF) .

[Interdigital]: Replies to Ericsson about NSSAA being used for NPN use case

[Qualcomm]: revision is required before it can be accepted

[Interdigital]: Replies to Qualcomm. Always requiring N3IWF for Remote UE NSSAA is not acceptable.

Asks Ericsson and Qualcomm to reconsider position based on provided responses.

[LG]: shares the view with Interdigital

[Huawei]: If NSSAA and secondary authentication are accepted, then the procedures shall reuse what has been specified in TS 33.501 as much as possible.

[Interdigital]: Replies to Huawei. Agree on goal to reuse 33.501 as much as possible.

[Philips]: Shares view of Interdigital and LG that always requiring N3IWF for NSSAA is not acceptable

[Interdigital]: provides r1 as a proposed compromise way forward. Asks Qualcomm and Ericsson to reconsider position.

[Ericsson] : we cannot accept r1
	Noted 
	  

	  
	  
	S3‑213970
	TR 33.847 Conclusion for Secondary Authentication support with L3 U2N 
	LG Electronics, InterDigital 
	pCR 
	[Ericsson] : requests revisions before it can be accepted

Solutions #13 and #25 are not acceptable to us. It is not appropriate that the Remote UE can use the Relay UE’s PDU connection for secondary authentication as described in solutions #13 and #25.

[LGE] : provides feedback to Ericsson

[Ericsson] : reply to LGE’s comments and asking further questions

[Interdigital]: Replies to some Ericsson’s comments and add clarifications from sol#25 perspective

[LGE] : provides further feedback to Ericsson

[Ericsson] : provides further feedback to LGE and Interdigital.

[LGE] : provides further feedback to Ericsson.

>>CC_4<<

[LGE] presents current status.

[Ericsson] still has concern.

[IDCC] replies to Ericsson,  supports the statement from LGE.
[QC] comments

[IDCC] replies

[LGE] clarifies

[Chair] suggests to have EN to capture concern.

[Ericsson] objects the conclusion.

[IDCC] clarifies

[QC] objects secondary authentication also.
>>CC_4<<
[LGE] : declares r1.

[Ericsson] : r1 is not acceptable to us.

The NOTE is not acceptable to us. Solutions #13 and #25 are not acceptable to us. It is not appropriate that the Remote UE can use the Relay UE's PDU connection for secondary authentication as described in solutions #13 and #25.

[LGE]: asks question to Ericsson
	Noted
	  

	  
	  
	S3‑214004
	Update the conclusion to KI#12 
	Huawei,HiSilicon 
	pCR 
	[Qualcomm]: revision is required

[Huawei, HiSilicon]: Provide the revision based on the comments.

[Qualcomm]: r1 is fine

[Xiaomi]: Provides comments and r2.

[Huawei, HiSilicon]: Provides reply to Xiaomi.

[Qualcomm]: okay with r2
	approved 
	r2

	  
	  
	S3‑214030
	Conclusion to KI#17 
	Huawei, HiSilicon 
	pCR 
	[Qualcomm]: revision required before approval.

[Huawei]: r1 is available.

[Xiaomi]: proposes to either avoid duplication or further revise this paper based on 4004 r2.

[Huawei]: This one can be noted, then. The conclusion in 4004-r2 is enough
	Noted 
	  

	  
	  
	S3‑214104
	pCR to TR33.847- Update conclusions of KI#13 
	CATT, Xiaomi, ZTE 
	pCR 
	
	approved 
	  

	  
	  
	S3‑214141
	Additional conclusion of KI #17 – UP security policy 
	Qualcomm Incorporated, CATT 
	pCR 
	[Interdigital]: Revision/clarification required.

[Qualcomm]: providing a clarification and asking a question

[Huawei, HiSilicon]: Proposing a NOTE.

[Xiaomi]: propose to merge 4141 into 4174, which addresses the same KI conclusion and covers all aspects discussed so far.

[Interdigital]: Ok with merge proposal from Xiaomi.

[Qualcomm]: not okay to merge

[Huawei, HiSilicon]: Provides further clarification and comment.

[Qualcomm]: provides clarification to Huawei

>>CC_4<<

[QC] presents 

[IDCC] comments.
[HW] is ok with the NOTE proposed by IDCC.
[QC] asks for clarification.

[Xiaomi] has similar contribution, and proposes to merge. The concern from QC is mitigated in revision version.

[QC] comments.

[Xiaomi] replies

[CATT] as rapporteur, suggests not to bring new solution next time to make progress.
>>CC_4<<
[Qualcomm]: providing revision r1 based on the comments and discussion

[Interdigital]: OK with r1

[Huawei, HiSilicon]: Confirming r1 is ok.

[Xiaomi]: not fine with r1.

[Qualcomm]: provide clarification

[Qualcomm]: provide clarification
	noted 
	  

	  
	  
	S3‑214144
	Update of conclusion for KI#5 
	Qualcomm Incorporated 
	pCR 
	[Interdigital]: Revision required. New wording proposed to reflect sol#42 actual scope.

[Philips]: Proposes to merge with S3-214322

[Qualcomm]: provides clarification and revision proposal.

[Huawei]: clarification is needed on adding MIC

[Interdigital]: insists on providing clear agreed scope of sol#42

[Huawei]: In general, we support Interdigital’s view. But clarification from Intergitial is needed.

[Interdigital]: replies to Huawei’s question.

[Philips]: provides input.

[Huawei]: fine with Interdigital’s proposal.

>>CC_4<<

[QC] presents

[HW] asks questions for clarification.

[IDCC] asks whether can be accepted about IDCC’s proposal
[QC] will check it.
>>CC_4<<
[Qualcomm]: provides r1

[Interdigital]: OK with r1

[Huawei]: we accept this conclusion only because the progress of the work. If integrity protection is not included in the normative work, we will object the proposal.

[Philips]: proposes to postpone the conclusion update to KI#5.
	Noted 
	  

	  
	  
	S3‑214145
	Update of conclusion for Key Issue #13 
	Qualcomm Incorporated 
	pCR 
	
	approved 
	  

	  
	  
	S3‑214146
	Conclusion of privacy protection of PDU session-related parameters for relaying 
	Qualcomm Incorporated 
	pCR 
	[Philips] : Disagrees the conclusion

[Qualcomm]: provides clarification

[Philips]: provides further arguments against not doing anything
	Noted 
	  

	  
	  
	S3‑214172
	ProSe: Conclusion Update for Key Issue #3 
	Xiaomi Technology 
	pCR 
	[Ericsson] : Ask questions for clarification

[Xiaomi]: Provide feedback to the questions for clarification.

[Qualcomm]: Qualcomm disagree with the conclusion

[Xiaomi]: Provide feedback and ask questions about the comments for clarification.

[Interdigital]: Agrees with Xiaomi view to support for PC5/Uu policies alignment

[LGE]: shares the same view with Xiaomi and Interdigital

[Philips]: provides some comments

[Xiaomi]: accepts Philips’ comment and provides r1.

[Interdigital]: Thanks Xiaomi (Wei) for r1 and ask to co-sign

[Xiaomi]: provide r2 to add Interdigital as the co-signer.
	Noted 
	  

	  
	  
	S3‑214173
	ProSe: Conclusion for Key Issue #13 
	Xiaomi Technology 
	pCR 
	
	approved 
	  

	  
	  
	S3‑214174
	ProSe: Conclusion for Key Issue #17 
	Xiaomi Technology 
	pCR 
	[Qualcomm]: disagrees the conclusion as solution #40 is still being updated.

[Xiaomi]: Provides feedback to the comments.

[CATT]: Provides way forward proposal

[Xiaomi]: Provides r1.

[Qualcomm]: cannot accept. Not enough time to evaluate

[Xiaomi]: Provides r2 based on the comments.

[Xiaomi]: Provides r2 based on the comments.
	Noted 
	  

	  
	  
	S3‑214212
	Conclusion for user plane solutions for KI#3, KI#4, KI#9 
	Ericsson 
	pCR 
	[Interdigital]: postpone this conclusion update.

[Ericsson] : response to Interdigital comments.

The solution in S3-214211 from Ericsson was presented in previous SA3 meeting in S3-213462 and incorporated into solution#21, but noted by Interdigital who requested to bring it into next SA3 meeting in a new solution.

Solution in S3-214211 is not new to SA3 and did not receive any technical comments in previous meeting.

[Ericsson] : asks Interdigital to re-considering postponing conclusion.

The solution in S3-214211 from Ericsson is based on 4G ProSe and existing specifications for GBA Push that have been available for several releases.

[Interdigital]: replies to Ericsson. Not against solution S3-214211 principles. Solution needs more analysis based on comments provided.
	Noted 
	  

	  
	  
	S3‑214213
	Conclusion for control plane solutions for KI#3, KI#4, KI#9 
	Ericsson 
	pCR 
	[Samsung]: Requests to revise the pCR.

[Interdigital]: Revision required.

[Ericsson]: Revision r1 is available.

[Interdigital]: Comment on r1.

[Ericsson]: provides r2.

[Interdigital]: OK with r2.

[Samsung]: Fine with r2.
	approved 
	r2

	  
	  
	S3‑214300
	Conclusions KI#1 
	Philips International B.V. 
	pCR 
	[Interdigital]: Revision is required.

[Philips]: Revision R1 is provided.

[Interdigital] R1 addresses Interdigital comments.

[Qualcomm]: disagrees with the conclusion

[Philips]: disagrees with Qualcomm’s position and asks to reconsider position.

[MITRE] : agrees with second paragraph/bullet.

[Philips] : provides revision R2. Kindly asks Qualcomm to change position.

[Qualcomm]: stays our position (disagrees with the conclusion)

[Philips] Provides feedback. Regarding Sol#37: it is also about KI#1 as stated in TR 33.847. Philips kindly asks Qualcomm to reconsider position.
	Noted 
	  

	  
	  
	S3‑214313
	Add Conclusion to Key Issue #12 about unicast communication and key refresh 
	KPN N.V;.Huawei; HiSilicon 
	pCR 
	[Qualcomm]: revision is required before being accepted.

[KPN]: provides clarification and suggests revision.

[KPN]: provides revision r1.

[Qualcomm]: disagrees with the conclusion. Need concrete use cases where validity timer is essentially used.

[KPN]: provides clarification.

[KPN]: provides further clarification
	Noted 
	  

	  
	  
	S3‑214322
	Update to conclusion KI#5 
	Philips International B.V. 
	pCR 
	[Ericsson] : Propose to note the conclusion

[Philips]: Provides clarifications and revision r1

[Qualcomm]: Disagrees with the conclusion (both original and r1).

[Philips]: uploaded revision r2
	Noted 
	  

	  
	  
	S3‑214323
	Conclusion for KI#16 
	Philips International B.V. 
	pCR 
	[Qualcomm]: disagree with the conclusion.

[Philips]: provides revision r1

>>CC_4<<

[Philips] presents

[QC] doesn’t agree

[Philips] replies.
>>CC_4<<
[Ericsson]: we also disagree with the conclusion in original version and r1.
	Noted 
	  

	  
	  
	S3‑214029
	A new solution to address KI#17 
	Huawei, HiSilicon 
	pCR 
	
	revised 
	S3‑214278 

	
	
	S3-214404
	Draft TR 33.847 v0.9.0
	CATT
	Draft TR/TS
	 [Rapporteur]: draft_S3-214404 TR33.847-v0.9.0-rm is available in the Drafts folder.
	
	

	
	
	S3-214409
	Coversheet for information
	CATT
	TR/TS cover
	[Rapporteur]: Provide draft cover sheet of TR 33.847

draft_S3-214409 Cover sheet - FS 5G ProSe - Presentation of Report TR 33.847 is available in the Drafts folder.
	
	

	5.8 
	Study on security for enhanced support of Industrial IoT 
	S3‑214199
	Cover sheet - FS IIOT - Presentation and Approval of Report TR 33.851 
	Nokia, Nokia Shanghai Bell 
	TS or TR cover 
	
	approved 
	  

	5.9 
	Study on Security Aspects of Enhancements for 5G Multicast-Broadcast Services 
	S3‑214013
	editorial changes to TR 33.850 
	Huawei, HiSilicon 
	pCR 
	
	Approved 
	  

	  
	  
	S3‑213954
	Conclusion for key issue 1 
	ZTE Corporation 
	pCR 
	[Huawei]: propose to merge S3-213954 into S3-214149 and use S3-214149 as baseline.

[ZTE]: Fine to merge.

[Ericsson]: Ericsson supports merger.
	merged into S3-214149
	  

	  
	  
	S3‑213956
	Update the solution #6 
	ZTE Corporation 
	pCR 
	
	Approved
	  

	  
	  
	S3‑214149
	Conclusion of KI #1 and KI #2 
	Qualcomm Incorporated 
	pCR 
	[Qualcomm]: providing r1

Merge of S3-214149, S3-213954 and S3-213955

[ZTE]: Fine with R1.

[Huawei]: R2 is available in the draft folder.

[Qualcomm]: okay with r2

[ZTE]: Prefer R1 but fine with R2 for the time limit.

[ZTE]: Prefer R1 but fine with R2 for the time limit.

[Ericsson]: r2 is ok
	Approved
	  r2

	  
	  
	S3‑213955
	Conclusion for key issue 2 
	ZTE Corporation 
	pCR 
	[Huawei]: propose to merge S3-213955 into S3-214149 and use S3-214149 as baseline.

[ZTE]: Fine to merge.

[Ericsson]: Ericsson supports merger.
	merged into S3-214149
	  

	  
	  
	S3‑214012
	Update to conclusion on key issue#2 
	Huawei, HiSilicon 
	pCR 
	[Qualcomm]: revision is required before it is acceptable

[Huawei]: provides clarification;

[Qualcomm]: revision is required before it is acceptable

[Huawei]: provides clarification and r1; The description is reorganized based on the consensus. The sentence related to the open issue is deleted.

[Qualcomm]: requesting a clarification

[Huawei]: provides clarification.

[Qualcomm]: requesting a clarification

[Huawei]: provides clarification and r2.

[Qualcomm]: okay with r2
	Approved 
	r2

	  
	  
	S3‑214011
	Discussion paper on key distribution in interworking between LTE and 5G 
	Huawei, HiSilicon 
	discussion 
	
	Endorsed 
	  

	  
	  
	S3‑214020
	Update to conclusion on key issue#3 
	Huawei, HiSilicon 
	pCR 
	[Qualcomm]: revision is required before it is acceptable

[Huawei]: provides the revision.

[Huawei]: R1 is available in the draft folder.

[Qualcomm]: okay with r1
	Approved 
	r1

	  
	  
	S3‑214281
	Conclusions KI#3 
	Philips International B.V. 
	pCR 
	[Qualcomm]: disagree with the conclusion

[Philips] Disagrees.
	Noted 
	  

	  
	  
	S3‑214320
	Update Solution#9 
	Philips International B.V. 
	pCR 
	[Qualcomm]: revision is required before it is acceptable

Qualcomm disagree with deleting the ENs

[Philips] Disagrees and provides clarification.

[Qualcomm]: object unless the ENs are brought back

[Philips]: Provides R1.

[Qualcomm]: okay with r1
	Approved  
	r1

	
	
	S3-214368
	Draft TR 33.850 v0.9.0
	Huawei
	Draft TS/TR
	
	
	

	
	
	S3-214356
	Coversheet for TR 33.850 MBS security study
	Huawei
	TS/TR cover
	
	
	

	5.10 
	Study on enhanced security support for Non-Public Networks 
	S3‑213993
	Conclusion for Key Issue #1 
	Huawei, HiSilicon 
	pCR 
	[Ericsson] : requests updates

The proposal to indicate MSK usage via signaling has security issues and should not be concluded.

[Huawei]: provides clarification and way forward

[Ericsson]: proposes r1

Implementing Huawei’s proposed formulation with some further clarifications.

[Qualcomm]: requests clarifications

[Huawei]: Provides r2 by adding the sentence to elaborate the assumption.

[Ericsson]: r2 is fine

[Qualcomm]: fine with r2.
	approved  
	r2

	  
	  
	S3‑214159
	eNPN: Evaluation of Solution #5 
	Qualcomm Incorporated 
	pCR 
	[Huawei]: Requires modification

This evaluation should be generalized as this applies to any method relying on MSK.

[Qualcomm]: provides r1.

[Huawei]: not fine with r1.

[Qualcomm]: requests to note this doc.
	Noted 
	  

	  
	  
	S3‑214160
	pCR: Additional conclusions for KI #1 
	Qualcomm Incorporated 
	pCR 
	
	Approved 
	  

	  
	  
	S3‑213957
	Resolving ENs in Key Issue #2 
	ZTE Corporation 
	pCR 
	[Thales] : provides comments and proposes to note the contribution.

Thales.
	Noted
	  

	  
	  
	S3‑213958
	Evaluation of Solution #20 
	ZTE Corporation 
	pCR 
	[Nokia]: Requires update

[Ericsson]: Revision needed

[Qualcomm]: Revision needed
	Noted
	  

	  
	  
	S3‑213959
	Evaluation of Solution #21 
	ZTE Corporation 
	pCR 
	[Nokia]: Requires update

[Ericsson]: Revision needed

[Qualcomm]: Revision needed
	Noted
	  

	  
	  
	S3‑213960
	Conclusion on Key Issue #2 
	ZTE Corporation 
	pCR 
	[Thales] : disagrees with the proposed conclusion.
	Noted
	  

	  
	  
	S3‑214106
	Conclusion for key issue #2 on PNI-NPN 
	China Mobile, Ericsson 
	pCR 
	[Nokia] : Nokia proposes to note this contribution

[CMCC] : requires clarification from Nokia.

[Thales] : proposes to note the contribution

[Nokia] : Nokia supports Thales

[CMCC] : CMCC doesn’t agree with Nokia and Thale’s comments.

[Nokia] : Provides answer to the comments by CMCC.

[CMCC] : Provides answer to the comments by Nokia.

[Nokia] : Provides answer to the comments by CMCC.
	Noted
	  

	  
	  
	S3‑214107
	Add evaluation and system impact to solution#17 
	China Mobile 
	pCR 
	[Thales] : requires modification.

Thales proposes to add in the evaluation part that the credentials provisioned by the PNI-NPN Provisioning Server are known to the onboarding network.

[Nokia] : updates needed.

[CMCC] : provides r1 with comments addressed.

[Nokia] : Needs further clarification

[CMCC] : Request for the concrete proposal from Nokia

[Thales] : r1 addresses Thales concern.
	Noted
	  

	  
	  
	S3‑214175
	eNPN: Conclusion for Key Issue #2 
	Xiaomi Technology 
	pCR 
	[Ericsson]: Propose to note

Reason for objection: hop-by-hop security as provided by UP security mechanisms is not enough for securing confidentiality and integrity of the credentials.
	Noted
	  

	  
	  
	S3‑214283
	Empty conclusion to KI#2 Provisioning of Credentials 
	Ericsson 
	pCR 
	[Thales] : disagrees with the proposed conclusion since there are still conclusions under discussion.

Thales
	Noted 
	  

	  
	  
	S3‑214310
	Conclusion for KI#2 
	ORANGE, Deutsche Telekom, Thales, IDEMIA, Giesecke+Devrient 
	pCR 
	[Thales] : declare revision.

Revision r1 is available with addition of Telecom Italia as co-signer.

[Ericsson]: Revision needed, r2 provided

Reason for change: Provisioning protocols have not been studied. It can thus not be concluded to be out of scope of 3GPP, only out of scope of the TR.

[Thales]: disagrees with r2 and ask question.

Thales does not agree to rely on control plane to provision credentials.

[Ericsson]: Objects to r1 (and first version) and provides reply

The reason for using “can” instead of “will” is not to exclude other means of provisioning such as pre-configuration or using SIM cards.

About “out of the scope of the TR”, as explained before, it merely to say it has not been included in the study. We are open to other wordings such as “out of scope for this release”. But to say that it is OoS for 3GPP is taking it too far. That would imply it will never be done in 3GPP. Who knows what the future brings,

[Thales] : provides answers and r3.

[Samsung]: supports r2

[Ericsson]: r3 is OK

Ericsson are fine with accepting the compromise in r3 for the sake of progress.

[Lenovo]: Requires clarification.

[Thales] : provides answers to Lenovo.

[Lenovo]: Requires clarification.

[Thales] : provides answers to Lenovo.

[Lenovo]: Requires revision.

[Thales] : asks question for clarification.

[Philips] Requires revision before approval

[Lenovo] : Provides clarification to Thales.

[Thales] : provides r4.

[Ericsson]: r4 is OK

[CMCC] : minor change is needed to r4.

[Lenovo] : Okay with r4.

[Samsung]: r4 is OK

[Thales] : provides comments.

[Philips]: r4 is agreeable to us

[CMCC] : accepts r4 for the sake of progress
	approved 
	r4 (S3-214359)

	  
	  
	S3‑214164
	Solution for provisioning PNI-NPN Credential 
	Lenovo, Motorola Mobility 
	pCR 
	[Thales] : proposes change.

[Qualcomm]: proposes to note

[Lenovo]: Provides Response to Thales and Qualcomm.

Also asks clarification from Qualcomm.

[Qualcomm]: provides the requested clarification.

[Lenovo]: Provides clarification to Qualcomm.
	Noted 
	  

	  
	  
	S3‑214025
	Solution KI#2 using AKMA 
	Ericsson 
	pCR 
	[Nokia] : Nokia proposes to note this contribution

[Ericsson] : require further explanation for noting

[Nokia] : Provides further explanation.

[Thales] : raises concerns.

[Qualcomm]: proposes to note
	Noted 
	  

	  
	  
	S3‑214284
	Empty conclusion to KI#3 Security impacts from supporting IMS voice and IMS services in SNPNs 
	Ericsson 
	pCR 
	[Thales] : proposes change to the conclusion.

[Ericsson]: provides r1

[Thales] : fine with r1.
	approved 
	 r1 (S3-214351)

	  
	  
	S3‑213963
	Further conclusion for KI#4 (initial access) 
	CableLabs 
	pCR 
	[Ericsson] : asks for clarification

[CableLabs] : answers Ericsson’s question.
	approved 
	  

	  
	  
	S3‑213969
	Conclusions for KI#4 (initial access) 
	Intel Sweden AB,Interdigital, Apple, Philips, Convida, Broadcom, Cablelabs, Lenovo, Motorola Mobility 
	pCR 
	>>CC_1<<

[Chair] asks for any chance to have a compromised proposal.

[Ericsson] presents current status.

[Intel] presents compromised proposal.

[Chair] proposes to put it into 1st challenge

[HW] questions for clarification

[Intel] clarifies

[Nokia] comments the conclusion should be bound sending LS to SA2.

[Orange] questions for clarification, proposes concrete change to replace referring Annex B.

[Orange] asks whether need to keep EN or note.

[CableLabs] [LGE] and [VF] comments

[Intel] clarifies and will provides r2

1st challenge deadline (r2 as basis)

>>CC_1<<
[Intel] : Uploaded r2 in the drafts

[Thales] : propose change

Thales suggests to remove “including Annex B” since there is no reason to focus on primary authentication method described in Annex B of TS 33.501.

[Intel] : Provides clarification to Thales

[Ericsson] : asks Thales for clarification

[Nokia] : Nokia supports Ericsson and Intel’s view and proposes to send and LS to SA2.

[Thales] : Thales provides answer.

Thales objective is to avoid misleading sentence in the conclusion. Thales proposal is to add a comma: in TS 33.501, including Annex B.

[Ericsson] : Ok to add the comma before “including Annex B”

[Intel] : Uploaded r3 with comma.

[Thales] : Thales is fine with r3.

[Nokia] : Nokia is fine with r3.

>>CC_2<<

[Chair]: There was no challenge to -r2 within the deadline. So the compromise proposal to the Working agreement challenge in -r2 has been passed. The minor editorial in -r3 is also agreed. So the final agreed version is -r3. Thanks everyone for compromising and working together, technical vote on working agreement is not necessary and cancelled.

LS to SA2: To be discussed over email, Tdoc# S3-214334.

>>CC_2<<


	approved
	  r3 (S3-214335)

	  
	  
	S3‑213973
	New solution for UE onboarding 
	LG Electronics 
	pCR 
	[Ericsson] : requests updates

Not clear why DCS does not also authenticate, and why root-of-trust certificates need to be exchanged dynamically.

[LGE] : provides clarifications and a revision

[Huawei]: requires clarification and modification

Not clear why DCS needs to send the Root-of-trust certificates to AUSF.

[LGE] : provides clarification.

[Ericsson] : proposes updates of r1

[LGE] : agrees with Ericsson’s comments and provides r2.

[Ericsson] : r2 is fine

[Qualcomm]: request clarification

[LGE] : provides clarification to Qualcomm.

[Thales] : asks question and proposes change.

[LGE] : provides r4 based on Thales comments.

[Thales] : is fine with r4.

[Qualcomm]: needs revision

[LGE] : provides r5 based on Qualcomm comment.

[Qualcomm]: fine with r5.
	approved 
	r5 (S3-214341)

	  
	  
	S3‑213974
	Further conclusion for KI#4 
	LG Electronics 
	pCR 
	[Ericsson] : Proposal to note.

Since it is not clear why the root and intermediary certificates need to be provisioned dynamically, the conclusion should not be agreed.

[Huawei]: suggest to note this contribution.

Don't need to over specify the interactions out of 3GPP scope.
	Noted 
	  

	  
	  
	S3‑214163
	Update to Solution#23 
	Lenovo, Motorola Mobility 
	pCR 
	[Qualcomm]: requires modifications

[Qualcomm]: requires modifications

[Lenovo]: r1 already uploaded.

As the revision declaration seemed not noticed, Now resending again with minutes.

[Qualcomm]: not ok with r1 – needs to be revised

[Lenovo]: r2 is now available with all proposed updates.

[Qualcomm]: fine with r2
	approved
	r2(S3-214338)

	  
	  
	S3‑214282
	Scope of TR 33.857 
	Ericsson 
	pCR 
	
	approved 
	  

	  
	  
	S3‑214285
	Presentation of Report to TSG: TR 33.857, Version 0.9.0 
	Ericsson 
	TS or TR cover 
	
	approved
	  

	  
	  
	S3‑214286
	Clean-up of TR 33.857 
	Ericsson 
	pCR 
	
	approved
	  

	
	
	S3-214334
	LS on conclusions of authentication methods for initial access for onboarding
	Nokia
	LS out
	[Nokia]: Draft LS proposal

[Ericsson] : proposes updates to the original proposal

Simply attach the approved pCR with the conclusions.

[Nokia] : Provides R1 and answer to comments provided by Ericsson.

[Intel] : Require Changes for Approval.

[Nokia] : Provides R1 and answer to comments provided by Ericsson.

[Intel] : Request for revision with Intel’s concrete proposal.

[Intel] : Provides r2

[Nokia] : Nokia is fine with R2.

[Ericsson] : minor comment on r2

[Intel] : Uploaded r3

[Nokia] : is fine to accept R3

[Ericsson]: r3 is fine
	approved
	r3

	
	
	S3-214362
	Draft TR 33.857 v0.9.0
	Ericsson
	Draft TS/TR
	[Ericsson]: The implementation of draft TR 33.857 v0.9.0 is available.
	
	

	5.11 
	Study on User Consent for 3GPP services 
	S3‑213849
	Test 
	Test 
	CR 
	
	withdrawn 
	  

	  
	  
	S3‑213998
	New solution for naming of purposes 
	Huawei, HiSilicon 
	pCR 
	>>CC_2<<

[HW] presents

[Docomo] doesn’t think it works.

[Ericsson] considers that Docomo’s concern can be addressed as there is no roaming cases in R17

[Docomo] comments

[HW] replies

[Docomo] replies.

[Ericsson] proposes way forward, to limit as no roaming case.

[Docomo] is ok about way forward but still has concern.

[HW] is fine with way forward.

>>CC_2<<

[NTT DOCOMO]: object to the solution, the concept of purpose is still

not understood.
	noted 
	  

	  
	  
	S3‑213999
	Address EN and add evaluation for solution 3 
	Huawei, HiSilicon 
	pCR 
	
	approved
	  

	  
	  
	S3‑214000
	Address EN and add evaluation for solution 4 
	Huawei, HiSilicon 
	pCR 
	[Nokia] content ok. just typos. please update.

[NTT DOCOMO]: Revision required. The descriptive text for 'purpose' needs to be corrected.

[Huawei]: Provides r1 accordingly. I uploaded already but forgot to send the email.

[NTT DOCOMO]: r1 is ok
	revised
	  R1

	  
	  
	S3‑214001
	Conclusion on key issue #3 
	Huawei, HiSilicon 
	pCR 
	>>CC_2<<

[HW] presents

[Ericsson] comments on wording and asks for clarification

[HW] clarifies and asks for clarification

[Ericsson] would like to provide clarification via email.

[Nokia] has similar comment as Ericsson.

[Docomo] comments about NEF in home network

[HW] clarifies, that can be limited to home network. For visited network, it needs further study.

[Docomo] proposes to have NOTE on this topic.

[Chair] asks whether can be merged for two contribution

[HW] would like to have a try.
>>CC_2<<

[Huawei] provide r1 based on comments received from the last CC and offline discussion with Ericsson.

[FutureWei] Suggests minor changes.

[Huawei]: provides r2 accordingly.

[Nokia]: update request.

[Huawei]: answer to Nokia.

[Ericsson] is fine with R2; in the context of NOTE, reminds everyone that wordsmithing can still be done in normative work.
	revised
	  R2

	  
	  
	S3‑214002
	Conclusion on UDM Service for User Consent Check 
	Huawei, HiSilicon 
	pCR 
	>>CC_2<<

[Docomo] wonders how to make CT do this.

[Nokia] there is solution provided by HW.(3998)

>>CC_2<<

[Ericsson] asks to remove the 1st change; asks who will revise the 2nd change according to the conf-call.

[Huawei] provides revision1 based on Ericsson's comments and the outcome of yesterday's conference call. please check whether you are fine.

[Ericsson] says that R1 doesn’t capture the comment on the 1st change; further says that R1 needs some update to capture the comments on the 2nd change; provides R2.

[Nokia] provides revision -r3 in line with Ericsson proposal.

[Ericsson] says that R3 from Nokia is fine.

[Huawei] Kindly requests clarifications.

[Huawei] Provides a revision.

>>CC_4<<

[HW] presents status

[Docomo] requests to include purpose.

[HW] replies, that purpose is in subscription.
[Ericsson] has same view with HW.

[Docomo] has concern on when to make request.

[HW] provides compromised way forward.

[Docomo] doesn’t agree that.
[Chair] Request appropriate wording, different opinions are not very different.

>>CC_4<<
[Huawei]: Provides r6/r7 based on the conference call.

[NTT DOCOMO]: r6/r7 is ok.

[Nokia]: r6/r7 is ok. Please add Nokia in support.

[Huawei]: thanks Anja for checking, I will add Nokia as supporter when we upload the document. Thanks.

[Ericsson] says that R6/7 is fine.

[Huawei] provides r8 to add Nokia as supporter
	revised 
	  R8

	  
	  
	S3‑214003
	Conclusion on User Consent Check 
	Huawei, HiSilicon 
	pCR 
	[Nokia] : proposes updates.

[Huawei]: Provides r2 accordingly.

(note: it should be r1 indicated on FTP server, no r2)
	revised
	  R1

	  
	  
	S3‑214225
	[UC3S] Adding evaluation of solution #7 
	Samsung 
	pCR 
	[Samsung] : Provides r1 based on the outcome of yesterday's conference call.

[NTT DOCOMO]: Disagree with first sentence in evaluation. Please remove.

[Samsung] : Provides r2 based on Docomo's comment.

[NTT DOCOMO]: ok with r2.
	revised
	  R2

	  
	  
	S3‑214226
	[UC3S] Resolving Editor’s Note of solution #7 
	Samsung 
	pCR 
	
	approved
	  

	  
	  
	S3‑214227
	[UC3S] Conclusion for Edge User Consent 
	Samsung 
	pCR 
	>>CC_2<<

[Samsung] presents

>>CC_2<<

[Ericsson] proposes conclusion text according to the conf-call.

[Samsung] : Provides r1 based on Ericsson's comments and the outcome of yesterday's conference call.

[Ericsson] says that R1 from Samsung is fine.

[Nokia] : r1 is fine, please add Nokia as supporter.

[Huawei] r2 to add Nokia as supporter
	revised
	  R2

	
	
	S3-214357
	cover page for user consent study for approval
	Huawei
	TS/TR cover
	For email discussion


	
	  

	
	
	S3-214364
	Draft TR 33.867 v0.8.0
	Huawei
	Draft TS/TR
	
	
	

	5.12 
	Study on security aspects of the 5GMSG Service 
	S3-214370
	Cover page of TR 33.862 Study on security aspects of the Message Service for MIoT over the 5G System (MSGin5G) v0.7.0
	  China Mobile
	  TS/TR cover
	
	  
	  

	5.13 
	Study on security aspects of enablers for Network Automation (eNA) for the 5G system (5GS) Phase 2 
	S3‑214095
	Add conclusion to KI #2.1 
	China Mobile 
	pCR 
	
	approved 
	  

	  
	  
	S3‑214266
	Inputs to DDoS analysis framework to detect signalling storm 
	Nokia, Nokia Shanghai Bell 
	pCR 
	
	approved
	  

	  
	  
	S3‑214267
	Ed Note Removal for KI 1.4 Conclusion 
	Nokia, Nokia Shanghai Bell 
	pCR 
	
	approved 
	  

	  
	  
	S3‑214268
	Ed Note Removal for Solution 11 
	Nokia, Nokia Shanghai Bell 
	pCR 
	
	approved
	

	
	
	S3-214410
	Draft TR 33.866 v0.8.0 
	China Mobile
	Draft TS/TR
	
	
	

	
	
	S3-214411
	Presentation of Report to TSG: TR 33.866, Version 0.8.0
	China Mobile
	TS/TR cover
	
	
	

	5.14 
	Study on the security of AMF re-allocation 
	S3‑213832
	LS Response on Clarifications of Network slice selection during AMF Reallocation 
	S2-2106686 
	LS in 
	[Ericsson]: proposes to note the LS in.
	noted
	  

	  
	  
	S3‑213869
	LS Response on full registration request message to be rerouted via RAN 
	S2-2107860 
	LS in 
	[Ericsson]: proposes to note the LS in.
	noted
	  

	  
	  
	S3‑213961
	Update the solution #11 
	ZTE Corporation 
	pCR 
	
	approved
	  

	  
	  
	S3‑214119
	Update to Solution #4 
	Lenovo, Motorola Mobility 
	pCR 
	
	approved
	  

	  
	  
	S3‑214120
	Update to Solution #12 
	Lenovo, Motorola Mobility 
	pCR 
	
	approved
	  

	  
	  
	S3‑213962
	Conclusion for the key issue 1 
	ZTE Corporation 
	pCR 
	[Deutsche Telekom] : Proposal to note.

Since solutions require the UE to accept ) unprotected NAS message after the establishment of a secured NAS connection.

[Lenovo] : Requests clarification.

Since the solution requires the UE to perform another registration with the target AMF, if the UE sends a different requested S-NSSAIs in the registration request and if the target AMF could not serve them, then this may lead to another AMF reallocation.

[ZTE] : Provide clarification.

[Lenovo] : Clarifies the scenario and question.

[Huawei]: Propose to note, as the proposed solutions remove the very feature defined in 23.502, i.e. option (B), NAS reroute via RAN.

[ZTE] : Provide clarification.

>>CC_2<<

[Ericsson] give brief description as rapporteur, together with 4117

>>CC_2<<
[ZTE] : Provide clarification.

[CMCC]: is fine with this proposal, but suggest to have compromise with 4117 to get consensus.

[Ericsson] request for clarifications for this contribution and 4117. I tis not clear what the compromise is.

[Lenovo] : Requires update and provides clarification.

Both solutions 5 and 11 doesn’t involve rerouting via RAN described in SA2 procedure and so the additional conclusion need to clarify the correct isolation case targeted by solution 5 and 11.

[Ericsson]: Does not agree with the conclusion. The SA2 procedure is not addressed with the proposed solutions to be concluded.

[Qualcomm]: Does not agree with the conclusion as it does not match with SA2 procedures

>>CC_4<<

[Ericsson] presents current status that no agreement, proposes to close the study and no normative work made.

[DT] comments

[Lenovo] show the position.

[QC] comments
>>CC_4<<
[Deutsche Telekom] : position is still that solutions that transfer NAS security context via RAN shall not be used as the basis for the normative work.

We see solution #4 or merger of solution #1, #3 and #4 for the conclusion would provide the most security benefit out of the solution space within this study.

For the sake of progress we redraw our objection to solution #1/#3 and we as well could accept to include solution #5/#11 with a pre-condition of SA2 alignment.
	noted
	  

	  
	  
	S3‑214117
	Conclusion to KI#1 
	Lenovo, Motorola Mobility, Deutsche Telekom, Interdigital, Broadcom, Intel 
	pCR 
	>>CC_2<<

[Lenovo] clarifies there is solution update.

[Ericsson] presents status, considers there will be two types, UE based or network based.
[China mobile] propsoes to list unacceptable solutions to reduce the scope.

[Ericsson] doesn’t think it is workable.

[QC] comments.

[Lenovo] replies to QC.

[HW] there are competing solutions so no help to continue if no consensus made.

[Chair] asks for way forward.

[Ericsson] asks for possible compromise to have solution based on solution 1 and 3.

[Lenovo] replies that to have solution as 1+3+4.

[Ericsson] asks how to merge with solution 4.

[Lenovo] clarifies.

[Nokia] comments.

[Samsung] couldn’t accept Ericsson’s proposal.

[HW] is fine with solution 1+3
>>CC_2<<
[CMCC]: is fine with this proposal, but suggest to have compromise with 3962 to get consensus.

[Ericsson] request for clarifications for this contribution and 3962. I tis not clear what the compromise is.

[Ericsson]: Does not agree with the conclusion.

[Lenovo]: provides clarification.

The concern raised by Ericsson is not acceptable as there is already home network involvement in the AMF reallocation and reroute via procedure defined by SA2.

[CMCC] provides clarification to Ericsson.

[Qualcomm] Does not agree with the conclusion.

[Lenovo] Do not agree to Qualcomm reasoning as it is not correct.

Because SA2 defined AMF reallocation procedure itself involves home network interactions.

[Lenovo] To have a compromised way forward we uploaded r1.

[CMCC] does not accept r1

[Lenovo] As no consensus could be reached, Lenovo propose to note S3-214117-r1.
	noted
	  

	  
	  
	S3‑214137
	Proposed conclusion for AMF Re-allocation 
	Qualcomm Incorporated 
	pCR 
	[Huawei]: Propose to note, as Huawei does not agree with the transfer of the NAS security context via RAN. It introduces increased security risk.

[CMCC]: proposes to note.

China Mobile does not agree any solution transferring NAS security context between AMF in this study, no matter it is direct or indirect.

[Lenovo]: Proposes to NOTE.

Lenovo do not accept that any issue is still unresolved in legacy UEs as discussed in the justification to reach the proposed conclusion. The solution adds complexity by making the NSSF to provide security context for protecting rerouted NAS message. It is also not clarified, how the complete RR reouting via RAN conclusion proposal aligns with SA2 LS.
	noted
	  

	  
	  
	S3‑214241
	[AMF re-alloc] Conclution to KI #1 
	Samsung 
	pCR 
	[Huawei]: Propose to note, as Huawei does not agree with the transfer of the NAS security context via RAN. It introduces increased security risk.

[CMCC]: proposes to note.

China Mobile does not agree any solution transferring NAS security context between AMF in this study, no matter it is direct or indirect.

[Qualcomm]: does not agree with solution #12 as part of the conclusion

[Lenovo]: do not agree to the concerns raised by Qualcomm on solution 12 and it is incorrect.

Because the fact is, AMF reallocation and reroute via RAN procedure specified by SA2 already involves home network interactions. Moreover solution 12 only enables reallocated AMF/SEAF to get a new Kseaf from the AUSF, in order to establish a secured NAS connection with the UE.

[Lenovo]: The previous behaviour explained by Lenovo is for solution 4 (not solution 12). Therefore the solution 12’s actual behaviour is clarified here. The solution 12 defines to reuse the existing Kausf to derive the security context required for the reroute NAS protection. This feature will not add any complexity as it simply reuse the existing feature.
	noted
	  

	  
	  
	S3‑214245
	Conclusion for the study 
	Ericsson 
	pCR 
	[Deutsche Telekom] : Proposal to note.

Since solutions share NAS security context among the isolated network slices.

[Huawei]: Propose to note, as Huawei does not agree with the transfer of the NAS security context via RAN. It introduces increased security risk.

[CMCC]: proposes to note.

China Mobile does not agree any solution transferring NAS security context between AMF in this study, no matter it is direct or indirect.

[Lenovo]: Do not agree to the conclusion proposal.

The justification provided in the rationale to draw this conclusion is not correct as there is already home network involvement in the AMF reallocation and reroute via procedure defined by SA2.

[Ericsson]: provides a clarification. The existing procedure in TS 23.502 contacts the HPLMN (UDM) for UE subscription credentials. Solution #12 proposes new impact on the HPLMN which is not acceptable to Ericsson.

[Lenovo]: provides a clarification.

The study has not agreed any security requirement or architectural requirement to have a solution that should confine to serving network or prevent home network involvement.

[Ericsson]: provides r1 with the conclusion that no normative work is pursued.

[CMCC] is ok with r1.

[Lenovo] Fine with r1.

[Qualcomm]: Ok with r1
	revised
	 S3-214350

	
	
	S3-214350
	Conclusion for the study 
	Ericsson 
	pCR 
	
	approved
	

	  
	  
	S3‑214243
	AMF re-allocation: Discussion about the WID 
	Ericsson 
	discussion 
	[Ericsson]: proposes to note this discussion paper as it is for information.
	noted
	  

	  
	  
	S3‑214242
	Re-route 5G NAS security context via RAN 
	Samsung 
	other 
	[Ericsson]: proposes to note this document as no agreement was reached for normative in the study.
	noted
	  

	  
	  
	S3‑214246
	Security handing of AMF re-allocation via RAN 
	Ericsson 
	draftCR 
	[Ericsson]: proposes to note the contribution as it is for discussion.
	noted
	  

	  
	  
	S3-214353
	cover page for approval
	Ericsson
	TS/TR cover
	For email discussion

(R2 is available on draft folder)

[Ericsson/rapporteur]: presents the cover page for the draft TR 33.864 for e-mail approval.
	
	  

	
	
	S3-214403
	Draft TR 33.864 v0.7.0 Study on the security of Access and Mobility Management Function (AMF) re-allocation
	Ericsson
	Draft TS/TR
	[Ericsson/rapporteur]: presents the draft TR implementation of TR 33.864 for e-mail approval.
	
	

	5.16 
	Study on Security for NR Integrated Access and Backhaul 
	
	  
	  
	  
	
	  
	  

	5.17 
	Study on enhanced Security Aspects of the 5G Service Based Architecture 
	S3‑214049
	Resolving EN on the subscribe-notify issue 
	Huawei, HiSilicon, Nokia, Nokia Shanghai Bell, Samsung 
	pCR 
	[Ericsson] : proposal to note

Focus on studying the solution, keep the EN in the requirements.

[Huawei] : reply the comments to Ericsson.

[Nokia] : propose to agree on the resolution as proposed by pCR. The Ericsson added EN ” Editor’s Note: It is ffs whether these are the correct requirements.” is in conflict with addressing “potential security requirements” in studies in general. The potential requirements listed in this KI address the key issue threat. It is the purpose of this key issue.

[Ericsson]: replies to Huawei and Nokia

[Nokia]: replies to Ericsson
	noted
	  

	  
	  
	S3‑214050
	Adding the evaluation for solution #9 
	Huawei, HiSilicon 
	pCR 
	[Ericsson] : requests updates

Needs to be clarified how the case is handled that the vPLMN supports only static authorization and the hPLMN supports only token-based authorization.

[Huawei] : provide r1, consigned by CMCC.

[Ericsson] : proposes updates to r1

[Nokia] : shoud not be pursued.

OAuth is mandatory to support since Rel.15, the OAuthRequired indication solves it, if not clear by contract between roaming partners. In general, a pre-determined policy defined by the operator (contract) and known by the NFp should be sufficient.

[Huawei] : provide r2 and reply to NOKIA’s comments.

[Nokia] : update required and as draft_S3-214050-r2-Nokia provided.

[Huawei] : reply to NOKIA’s comments.

[Nokia] : requests HW to check proposal and create -r3.

[Ericsson]: r2 fine, requests updates to r2-Nokia

[Nokia]: r3 uploaded

[Huawei] : not fine with r3, and provide r4.

[Nokia]: propose to add EN: whether the same can be achieved by using existing OAuth required indication is ffs.

With this addition as -r5 we can agree.

[Huawei] : r5 is uploaded with the EN.
	revised
	  R5

S3-214387

	  
	  
	S3‑214051
	Adding the conclusion for key issue #7 
	Huawei, HiSilicon 
	pCR 
	[Ericsson] : proposal to note

The solution requires further clarification. The key issue requires further discussion before it can be concluded.
	noted
	  

	  
	  
	S3‑214052
	Adding the conclusion for key issue #5 
	Huawei, HiSilicon 
	pCR 
	[Nokia] : request revision. proposal uploaded as -r1.

[Huawei] : Provide r1

[Huawei] : Provide r2

[Ericsson]: minor comments on r2

[Ericsson]: minor comments on r2

[CableLabs]: do not agree with -r2 and provided -r3.

[Huawei] : reply to Tao’s comments.

[CableLabsi] : reply to Bo’s comments.

[Huawei] : Huawei can live with r3 for the sake of progress.

[Ericsson]: can live with r3
	revised
	  R3

S3-214388

	  
	  
	S3‑214183
	eSBA Editorial updates to 33875-040 
	Nokia, Nokia Shanghai Bell 
	pCR 
	[Huawei] : request revision.

[Nokia] : clarification provided. no revision is needed, since EN removal is editorial.

[Huawei] : fine with NOKIA’s clarification.

[Nokia] : -r1 uploaded. Request to finalize this document on Tuesday 16.11.

[Ericsson]: disagrees with r1

[Nokia]: r1 is not followed up, going back to original tdoc, against which no comments for updates were raised, this can be therefore approved as it is.
	approved 
	  

	  
	  
	S3‑214184
	eSBA KI#5 EN resolution 
	Nokia, Nokia Shanghai Bell 
	pCR 
	[Huawei] : request revision.

[Nokia] : -r1 uploaded. propose to delete EN and update the note to ”NOTE: Critical http elements would need to be determined by stage 3.”

[Huawei] : Fine with r1.
	revised
	  R1

S3-214365

	  
	  
	S3‑214185
	eSBA KI#4 conclusion 
	Nokia, Nokia Shanghai Bell 
	pCR 
	[Ericsson] : requests updates

Impact of the solution needs to be taken into account, and a conscious decision should be made.

[Nokia] : requests updates

The proposed text by Ericsson to “re-use the existing procedures for authorization of SCP to act on behalf of an NF or another SCP” gives a wrong impression, because neither of the solutions provides an explicit authorization of SCP.

Impact of both solutions and what can be achieved in terms of SCP authorization need to be taken into account, and a conscious decision should be made after further study or by stating normative explicitly the drawbacks if no additional protection (as proposed by sol#3) or additional protection, e.g. by enhancing CCA (sol#2) for SCP authorization, is specified.

2 ENs are proposed and an additional sentence saying “NOTE: Within the validity time of CCA, the usage of CCA by SCP for sending requests not authorized by the NF owning the CCA is possible.” should be added to the TS.

[Nokia] : -r1 uploaded in line with earlier explanation.

[Ericsson]: Does not agree with r1. Asks for clarification about r1.

[Nokia]: r2 uploaded. Clarification provided.

[Ericsson]: disagrees with r2

[Nokia] : provides clarification. threat resolution requires update to normative text. limits on SCP should be made clear. guidance on CCA given. Also, if no CCA is used, both solutions will fail.

[Nokia] : provides -r3.

[Huawei] : Not fine with r3, and provide comments.

[Nokia] : r4 uploaded updating conclusion part as requested by HW.

[Ericsson]: can live with r4
	revised
	  R4

S3-214366

	  
	  
	S3‑214186
	eSBA KI#9 Threats 
	Nokia, Nokia Shanghai Bell 
	pCR 
	[Ericsson] : proposes updates

Proposal to clearly map the threats to the threats identified by the attack paper and LS.

[Samsung] : This pCR is merged into S3-214223 and draft_S3-214223-r3 is available for review.

Further discussion can be continued under 4223 email thread.
	merged
	  Draft_S3-214223-r5

	  
	  
	S3‑214198
	Cover sheet - FS eSBA - Presentation of Report TR 33.875 
	Nokia, Nokia Shanghai Bell 
	TS or TR cover 
	[Nokia] : request to change to ”for information and approval” since 80% can be claimed. request to be handled till 16.11. since SID/WID discussion happens next week.

[Ericsson]: Send for information, not for approval.

Since new key issues are still added to the study, and many conclusions are missing, it cannot be claimed to be 80% complete.

[Nokia] : in this case, the document can be approved as it is, since no revision was provided. No need to shift approval deadlines.

[Nokia] : propose to update outstanding issues part, removal of first sentence. see -r1.

[Nokia] : one more update. KI#3 and KI#9 have now solutions, therefore this is removed from Outstanding issues. see -r1.

[Ericsson]: r1 is fine

[Nokia] : clean version is available in draft_S3-214367-r1 for email approval.
	revised 
	  R1

Draft_S3-21436

	  
	  
	S3‑214223
	[eSBA] KI on inter slice access 
	Samsung 
	pCR 
	[Ericsson] : proposes updates and merger with 4186

Proposal to clearly map the threats and requirements to the threats identified by the attack paper and LS.

[Samsung] : Provides merger of 4223 and 4186 (draft_S3-214223-r1 is available in inbox)

[Samsung] : Provides r2 with updated KI details.

[Samsung] : Provides r3 based on Nokia's Comment.

[Ericsson]: provides r4 with minor updates to r3

[Samsung]: Fine with r4.

[Nokia] : r5 provided. clean-up in formatting and baseline. minor updates.

[Samsung] : Fine with r5.

[Ericsson]: r5 is fine.
	revised 
	  R5

S3-214397

	  
	  
	S3‑214224
	Solution to KI#9: Authorization for Inter-Slice Access 
	Samsung 
	pCR 
	[Ericsson] : proposes updates

[Samsung] : Provides draft_S3-214224-r1

[Ericsson]: r1 is fine

[Huawei] : requires clarification.

[Samsung]: Provides Clarification.

[Huawei] : provides further comments.

[Samsung]: Provides further clarification and r2.

[Samsung]: Provides further clarification and r2.

[Huawei] : fine with r2.
	revised
	  R2

S3-214398

	  
	  
	S3‑214239
	[eSBA] New Solution for Key Issue #3: Authorization of notification endpoint 
	Samsung, Huawei, Hisilicon, Nokia, Nokia Shanghai Bell 
	pCR 
	[Ericsson] : requests updates

Conclusion should be removed since more study is necessary. Comments and update proposals on the solution.

[Samsung] : updates and response provided.

I uploaded a revision implementing some of your comments including removing conclusion and a E.N.

[Ericsson]: requests updates of r1

[Samsung]: update r2 are provided

[Ericsson]: r2 is fine
	revised
	  R2

S3-214399

	  
	  
	S3‑214240
	[eSBA] Conclusion for KI#1 
	Samsung, Huawei, HisiliconNokia, Nokia Shanghai Bell 
	pCR 
	[Ericsson] : requests updates

Impact of the solution needs to be taken into account, and a conscious decision should be made.

[Ericsson] : requests updates

Impact of the solution needs to be taken into account, and a conscious decision should be made.

[Huawei] : provides comments and requires to remove Huawei from the source company.

[Huawei] : provides comments and requires to remove Huawei from the source company.

[Huawei] : provides comments and requires to remove Huawei from the source company.

[Samsung] : OK to note contribution S3-214240
	noted
	  

	  
	  
	S3‑214294
	Solution for Key issue #7: Authorization mechanism determination 
	Ericsson 
	pCR 
	[Nokia] : Proposal to postpone. Further discussion needed if use case is relevant, since contracts between PLMNs should fix the authorization method.

Dynamic determination by adding new functionality to SEPP (for requesting an access token) may open up for new mis-use.

[Ericsson] : proposal to add the solution to the TR and capture open questions and potential issues in the solution.

[Huawei] : agree with NOKIA. The contribution should be postponed, considering the possiblity of introducing new risk

[Nokia] : please postpone, it seems that the key issue is not yet equally understood by all.

To progress, could we update the KI during this meeting, requesting extension,

[Ericsson]: ok to note
	noted
	  

	  
	  
	S3‑214311
	New KI for Authentication of PLMNs over Roaming Hub 
	CableLabs 
	pCR 
	[Ericsson] : proposal to note

It seems there is no related requirement from GSMA.

[CableLabs] : respond to Ericsson’s comments. Security requirement can be defined by SA3.

>>CC_3<<

[CableLabs] presents

[Docomo] comments, should study architecture in SA2

[CableLabs] clarifies.

[Docomo] isn’t convinced.

>>CC_3<<

[Ericsson] : replies to CableLabs

Roaming Hub requirements are currently discussed in GSMA.

[CableLabs] : replies to Ericsson and provided -r1

This key issue is to address an issue in 33.501, not a result from the GSMA LS on RH. Thus, it does not interfere with GSMA scope.

[Ericsson]: does not agree with r1

[CableLabs]: provided r2, which is the correct version and the requirement was removed.

[Ericsson]: still not fine with r2

[CableLabs]: provided response to Ericsson’s comments.
	noted
	  

	  
	  
	S3‑214314
	New KI on Authorization of Roaming Hub by PLMN 
	CableLabs 
	pCR 
	[Ericsson] : proposal to note

It seems there is no related requirement from GSMA.

[CableLabs] : respond to Ericsson’s comments. Security requirement can be defined by SA3.

[Ericsson] : replies to CableLabs

Roaming Hub requirements are currently discussed in GSMA.

>>CC_5<<

[Nokia] proposes to send for information, and continue study in R18

[HW] asks to narrow scope and get clear objective

[Nokia] clarifies

[Ericsson] proposes to narrow scope in next meeting, proposes to send for information and conclude in next week.

[CableLabs] comments to focus security threat first.

[Ericsson] clarifies

[Nokia] proposes way forward, to discuss in next week
>>CC_5<<
	noted
	  

	
	
	S3-214369
	TR 33.875-050
	Nokia
	Draft TS/TR
	[Nokia] : request to shift approval deadline for implementation to next week.

[Nokia] : request to shift approval deadline for implementation to next week.

[Nokia] : -r1 of draft TR 33.875 uploaded to draft folder. -rm and -cl versions are available for email approval.
	
	

	5.18 
	Study on enhanced security for network slicing Phase 2 
	S3‑213916
	update to KI#1 based on RAN progress 
	Huawei, Hisilicon 
	pCR 
	[Ericsson]: proposes not to pursue this CR since there was not agreement for normative work in the study.

[Ericsson]: requests to disregard the previous position to not to pursue this CR as it was an error.
	Approved 
	  

	  
	  
	S3‑213870
	Reply LS on NSAC procedure 
	S2-2107942 
	LS in 
	
	Noted 
	  

	  
	  
	S3‑213917
	update to KI#2 based on SA2 LS 
	Huawei, Hisilicon 
	pCR 
	[Ericsson]: Does not agree with this contribution. In our understanding SA2 should work on these aspects. The security threats and potential requirements could be left empty for now.

[Huawei] Clarification provided

[Huawei] Clarification provided
	Noted 
	  

	  
	  
	S3‑214176
	eNS2: Key Issue #2 update 
	Xiaomi Communication 
	pCR 
	[Huawei]: proposes to merge it into S3 213917. 

They both update KI#2 and the issues addressed are covered there as well.

[Nokia]: Support

The issues can be removed according to response of SA2.

[Ericsson]: supports this contribution. It is our understanding that for the issue of NSSAA and NSAC interaction SA2 is currently working on a procedure and for the issue of the EAC SA2 already responded to SA3 that this is a matter of operator configuration.

[Huawei] disagrees to remove the EAC description. clarification provided.

[Xiaomi]: proposes to merge S3 213917 into S3 214176.

[Huawei] responses to Xiaomi’s comments.

[Xiaomi]: proposes to merge S3 213917 into S3 214176.

[Huawei]: responses to Xiaomi

[Xiaomi]: proposes to merge S3 213917 into S3 214176.

[Huawei]: clarification provided.

[Xiaomi]: proposes to merge S3 213917 into S3 214176.

[Huawei]: clarification provided.
	Noted 
	  

	  
	  
	S3‑213918
	update to Sol#1 
	Huawei, Hisilicon 
	pCR 
	[Ericsson]: Supports the contribution. Provides some comments.

[Nokia]: Suggest to note the contribution

The trust model assumed in the rational of the contribution is not aligned with corresponding scenario in 23.502.

[Huawei] Clarification is provided.

[Nokia] Propose revise to align with concept.

[Huawei] r1 is available based on suggestions from Nokia and Ericsson.

[Ericsson]: Does not agree with the proposal to summarize the trust model assumed for the solution in the rationale and apply the changes in the solution #1. The options for the trust model should be aligned between SA2 and SA3 if there is a discrepancy.

[Huawei] Clarification and discussions based on Ericsson’s comments.

[Ericsson]: provides clarifications.

[Huawei] provides clarifications.

[Xiaomi] Provides some comments.

[Nokia] Provide comments.

[Ericsson]: responds to Huawei’s comments

[Xiaomi] responds to Nokia’s comments.

[Huawei]: further comments based on Ericson’s responses

[Ericsson]: Is ok with r1 but would like to have a placeholder/EN in conclusion to say that the trusted/untrusted AF definition and security implications needs to be studied.

[Xiaomi]: provides some comments.

[Huawei]: response to comments from Xiaomi and Ericsson.

[Huawei]: response to comments from Xiaomi and Ericsson.
	approved 
	r1

	  
	  
	S3‑213919
	conclusion to KI# 3 
	Huawei, Hisilicon 
	pCR 
	[Ericsson]: proposes to associate the outcome of this contribution to contribution 3918 (update of sol #1).

[Nokia]: Need clarification and agreement on solution 1

[Huawei] clarification provided

[Nokia] change proposal is fine

[Huawei] r1 is available.

[Xiaomi]: Suggest to postpone the conclusion.

[Huawei] clarification provided for Xiaomi’s comments.

[Ericsson]: Generally fine with 1 but would like to add the following EN: The definition and related security requirements of a trusted/untrusted AF are left for normative work.

[Xiaomi] : accepts S3-213919-r2 for the sake of progress

[Ericsson]: is fine with r2.
	approved 
	r1

	
	
	S3-214373
	draft_TR33.874-050
	Huawei
	TS/TR cover
	
	
	

	5.19 
	Study on non-seamless WLAN Offload in 5GS using 3GPP credentials 
	S3‑213868
	Reply LS on proposed NSWO architecture 
	S2-2107859 
	LS in 
	
	Postponed 
	  

	  
	  
	S3‑213889
	Coversheet for TR 33.881 
	Nokia, Nokia Shanghai Bell 
	TS or TR cover 
	
	approved 
	  

	  
	  
	S3‑213891
	Discussion on SA2 LS reply on proposed NSWO architecture 
	Nokia, Nokia Shanghai Bell 
	discussion 
	[Qualcomm]: Request clarification on observation4 (NSWO PLMN roaming aspects) and propose a way forward to address SA2 request.

[Ericsson]: Request clarification on observation3 (Co-existence with the EPS solution) and propose a use case to be addressed.

[Ericsson]: Request clarification on observation 3 (Co-existence with the EPS solution) and observation 4 (NSWO PLMN roaming aspects) and need to send a reply LS to SA2.

[Nokia]: provides clarification

[Qualcomm]: provides clarifications; proposes to note this contribution (as it is a discussion doc) and continue the discussion as part of the NSWO CR next week

[Ericsson]: is fine with Qualcomm proposal to note this doc and continue the discussion next week as part of the NSWO CRs.
	Noted 
	  

	  
	  
	S3‑214263
	NSWO Solution 1 evaluation 
	Ericsson 
	pCR 
	
	approved 
	  

	
	
	S3-214405
	Draft TR 33.881 v0.4.0
	Nokia
	Draft TS/TR
	
	approved
	

	6 
	CVD and research 
	S3‑213816
	Attack preventing NAS procedures to succeed 
	GSMA FSAG 
	LS in 
	>>CC_8<<

>>CC_8<<
	available 
	  

	  
	  
	S3‑213812
	[FSAG#94 Doc 003] Reply LS on attack preventing NAS procedures to succeed 
	C1-215153 
	LS in 
	>>CC_8<<

[HW] proposes to note this one, and proposes to keep current security solution and reply to GSMA.

[Ericsson] has same view as CT1 reply

[Chair] request HW to hold the pen to reply to GSMA

[MCC] assigns 4414 for reply LS.
>>CC_8<<
	available 
	  

	
	
	S3-214414
	Reply ls on attack preventing NAS procedures to succeed
	Huawei
	LS out
	[Huawei] provide r1 based on the discussion during the conference call

[Ericsson] agrees with R1 but says that we also need to point and agree to CT1 reply; proposes an edit.

[Ericsson] agrees with R1 but says that we also need to point and agree to CT1 reply; proposes an edit.

>>CC_9<<

[MCC] revised to 415 as reference document is not correct.
[Chair] Request Huawei to refer to 415, while replying.

>>CC_9<<
	
	

	  
	  
	S3‑213815
	Stealth Pirating Attack by RACH Rebroadcast Overwriting (SPARROW) 
	GSMA FSAG 
	LS in 
	>>CC_8<<

>>CC_8<<
	available 
	  

	  
	  
	S3‑213901
	SPARROW Covert Communication Vulnerability in CRI Rebroadcast: Analysis & Remediation Proposal 
	KEYSIGHT TECHNOLOGIES 
	discussion 
	[Deutsche Telekom] : The given proposal doesn’t prevent malisious information transfer, it only minimizes the amount of information that can be transferred.

While the trade-off between increased system complexity and mitigation appears not optimal in case of TN’s, this might change for NTN’s.

[Philips] Supports further analysis. Asks for clarifications.

[Interdigital] Supports further analysis and asks for clarifications regarding the SPARROW attack

1. persistence as compared to radio-jamming attacks

2. scalability.

>>CC_8<<

[Keysight] presents

[DT] comments the solution may cause much cost but could not address entire issue.

[Keysight] replies.

[IDCC] comments.

[Nokia] agrees the issue exists but wonder whether it is worth to fix, considering the cost, as well as not completely fixable..

[Docomo] doesn’t think we needs to solve this, solutions will create backward compatibility issue, may be take up in 6G

[Apple] agrees the issue is valid, but concern on impact on UE side, creates two types of UEs.

[VF] comment it is more likely as 2G/3G issue.

[HW] the threat is not severe.

>>CC_8<<

[Interdigital] Supports further analysis and asks for clarifications regarding the SPARROW attack

1. persistence as compared to radio-jamming attacks

2. scalability.
	available 
	  

	  
	  
	S3‑213902
	Padding SUPIs in NAI format with Random Length of Characters for non-null schemes 
	InterDigital Communications 
	CR 
	>>CC_8<<

[IDCC] presents and points out the difference with 4302, and proposes to find way to merge with 4302.

[HW] current solution doesn’t solve the issue completely, proposes to discuss further before accept the solution.

[QC] is not convinced that a solution is needed.

[IDCC] replies

[Ericsson] replies

>>CC_8<<

[Ericsson] is very happy to see this contribution; asks some questions and suggests that the common parts in S3 213902 and S3 214302 are put in a living CR.

[Nokia] Proposes to note this contribution.

[Qualcomm]: proposes to not pursue.

[ZTE]: supports this contribution, and revisions may needed.

[Apple]: Support the enhancement.
	available 
	  

	  
	  
	S3‑214302
	Concealing the length of NAI format SUPI exposed in SUCI by padding the SUPI before using non-null schemes 
	Ericsson 
	CR 
	>>CC_8<<

[Ericsson] presents

>>CC_8<<

[Nokia] Proposes to note this contribution.

[Qualcomm]: proposes to not pursue.

[ZTE]: supports this contribution.

[Apple]: Support the enhancement.
	available 
	  

	  
	  
	S3‑214332
	Countermeasures against a threat of a service disruption due to unprotected RRC messages proposed by 5G Security Forum in South Korea 
	SK Telecom 
	discussion 
	[Deutsche Telekom] : Asking for additional details.

>>CC_8<<
[VC] presents

[Ericsson] it seems a strange contribution, no problem on standard, naive BS implementation.

[DT] has a little bit concern

[HW] thinks it doesn’t need to discuss, since contributor requested to note the contribution.

[QC] it is implementation issue.

[Chair] proposes to close the discussion.

>>CC_8<<
	available 
	  

	  
	  
	S3‑213835
	Attack preventing NAS procedures to succeed 
	GSMA 
	LS in 
	
	withdrawn 
	  

	  
	  
	S3‑213988
	Countermeasures against a threat of a service disruption due to unprotected RRC messages proposed by 5G Security Forum in South Korea 
	SK Telecom 
	discussion 
	
	revised 
	S3‑214332 

	7 
	Any Other Business 
	
	  
	  
	  
	
	  
	  


