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1	Decision/action requested
This contribution discusses the Reply LS on Layer-3 UE-to-Network Relay authentication and authorization
2	References
[1]	S2-2107976 Reply LS on Layer-3 UE-to-Network Relay authentication and authorization
3	Rationale
[bookmark: _Hlk71144444]In Reply LS on Layer-3 UE-to-Network Relay authentication and authorization (S2-2107976), SA2 asked the following questions. Qualcomm provide tentative answers so that they can be used to reply to SA2.
Q1: Is the user plane solution (using a PKMF) to be documented only in SA3 specifications as in LTE ProSe design so that it does not require any change to the system architecture in TS 23.304? Does SA3 expect any support for the inter-PKMF interfaces, and would that need any SA2 documentation, or would it also be documented in SA3 specifications only?
· While no work is expected in SA2 for the user-plane solution, SA3 think that it is good to capture the new reference points introduced in 5G ProSe (i.e., between UE and PKMF and between PKMFs) in the SA2 specification. 
Q2: SA2 has discussed control plane security solution but can't progress this part of the work without SA3 guidance. Can SA3 provide a consolidated control plane solution (based on primary authentication), or a list of expected system impacts for SA2 to incorporate the corresponding enhancements to TS 23.304?
· The followings are the list of the agreed (high-level) procedures. 	Comment by Qualcomm-2-0: This part will be updated based on the progress in SA3#105-e meeting. At least, the agreed parts should be informed to SA2 so that SA2 can discuss how to accommodate those parts in SA2 specifications.
· Remote UE’s primary authentication via the Relay UE’s NAS connection. In other words, the Relay UE’s AMF should support the primary authentication of the Remote UE over the existing NAS connection with the Relay UE.
· PC5 key derivation based on the Remote UE’s KAUSF. This requires the Relay UE’s AMF interacts with the Remote UE’s AUSF to fetch the PC5 key.
· SA3 will keep SA2 informed on the progress on the control plane solution.


4	Detailed proposal
It is proposed that SA3 use the content of this discussion in drafting a reply LS to SA2 during the SA3#105-e.

