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1	Decision/action requested
The contribution proposes to add conclusion for KI#5 of TR33.875
2	References
[1] TR 33.875 v020 Study on enhanced security aspects of the 5G Service Based Architecture (SBA)
3	Detailed proposal
It is suggested to approve the following changes.
**** START OF CHANGES ****
[bookmark: _Toc513475456][bookmark: _Toc47518372][bookmark: _Toc48666473][bookmark: _Toc54111779]7	Conclusions
[bookmark: _Toc56376742]7.x	Conclusion for Key Issue #5:  End-to-end integrity protection of HTTP messages
For end-to-end integrity protection of HTTP messages from NF Service Consumer with consideration of possible message modification from SCP, it is proposed to add hash value of HTTP headers and HTTP body in CCA of NF Service Consumer. How to calculate hash value is determined during normative phase. For indication of parameters protected by hash value, solution #X is adopted as base line for normative work.
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