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1
Decision/action requested

It is requested to approve the pCR to update solution#3 of TR 33.839.
2
References

[1]
3GPP TR 33.839 Study on Security Aspects of Enhancement of Support for Edge Computing in 5GC.
3
Rationale

This pCR provides updates to evaluation of solution#3.
4
Detailed proposal

*****Start of Change*****
6.3.3
Solution evaluation

This solution reuses AKMA service as defined in TS 33.535 to use the network access credentials for the UE’s authentication for Edge service. ID token and Access token are used for authentication and authorization of the UE respectively to obtain the Edge Computing service. These methods (OAuth2.0 and OpenID Connect 1.0) are already being utilized in Mission Critical Services (see TS 33.180), SEAL based prcedures (see TS 33.434) and Service-Based procedures in TS 33.501 (OAuth2.0).
*****End of Change*****
