[bookmark: OLE_LINK19]3GPP TSG-SA3 Meeting #104-e 	S3-213019
e-meeting, 16 - 27 August 2021											

Source:	Ericsson
Title:	Conclusion for Key Issue#1.4
Document for:	Approval 
Agenda Item:	5.16
Decision/action requested 
[bookmark: OLE_LINK52]This contribution proposes to draw a conclusion for key issue #1.4 in TR 33.866
References

Rational
This contribution proposes to draw a conclusion for key issue #1.4 in TR 33.866
Detailed proposal
** Start of 1st Change **
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Solution #5 (Providing the Security protection of data via Messaging Framework) is recommended as baseline
· for confidentiality, integrity and replay protection of data transferred between the data source and data consumer via the messaging framework in case that the collected data is not requested to be formatted/processed, 
· for confidentiality, integrity and replay protection of the new interfaces between 3GPP entities and MFAF by using existing SBA mechanism.
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