3GPP TSG-SA3 Meeting #104-e 
S3-212831
e-meeting, 16 - 27 August 2021











Revision of S3-21xxxx
Source:
Qualcomm Incorporated
Title:
Proposed common conclusion for key issues #6 and #7
Document for:
Approval

Agenda Item:
5.7
1
Decision/action requested

This contribution proposes a common conclusion for key issues #6 and #7.
2
References

[1]
3GPP TR 33.854 v0.6.0
3
Rationale

A successful UAV authentication authorisation can happen at any time not just during PDU or PDN Session establishment/modification, e.g. due to a re-authentication. After such authentication, it should be possible to deliver the security information. Hence it is proposed to generalise the conclusion to key issue #7 to capture this and also apply this generalised conclusion to key issue #6.
4
Detailed proposal

It is proposed that SA3 approved the below pCR for inclusion in the TR [1].

**** START OF CHANGES ****
7.6
Conclusions for KI#6 and KI#7


The following is recommended for normative work: 

· The transport of security information in a transparent container between USS/UTM and UAV after a successful UAV authentication is enabled. 

· The content of security information (e.g. key material to help establish security for C2 Communications) is not in 3GPP scope.

**** END OF CHANGES ****

