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1
Decision/action requested

This contribution proposes a conclusion for key issue #5.
2
References

[1]
3GPP TR 33.854 v0.6.0
3
Rationale

Key issue #5 relates to the privacy of UAVs. All the traffic required for the UAV to utilise 3GPP access is used sent over bearers that can be confidentiality protected and hence the 3GPP system provides a solution for key issue #5 without the need for any new normative work. 
4
Detailed proposal

It is proposed that SA3 approved the below pCR for inclusion in the TR [1].

**** START OF CHANGES ****
5.5.3
Potential security requirements 

The 3GPP system shall provide means for mitigating linkability and trackability attacks on UAV and UAV controller identities during communications with USS/UTM.

The 3GPP system shall provide means for mitigating linkability and trackability attacks on UAV and UAV controller identities during C2 communications.


The 3GPP system shall enable UAV and UAV controller to preserve the privacy of UAS owner/operator/pilot, including associated PII.

**** NEXT CHANGE ****

7.5
Conclusions for KI#5

No normative work is required for Key Issue #5.
**** END OF CHANGES ****

