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*** Start of Changes ***
[bookmark: _Toc51245750][bookmark: _Toc75356739]6.4.3	KAF refresh
Ua* protocol may support refresh of KAF. If the Ua* protocol supports refresh of KAF, the AF may refresh the KAF at any time using the Ua* protocol.
If Ua* protocol does not support refresh of KAF, the AF may initiate the KAF refresh procedure following the procedure described in clause 6.X. 

*** Next Change ***
6.X	KAF refresh procedure 



1. When KAF is about to expire, AF requests AAnF for a new KAF, with A-KID, AF ID and a refresh indicator.
2. Upon receving the key request with a refresh indicator from the AF, AAnF generates a freshness parameter and requests UDM to initiate UPU procedure carrying the generated freshness parameter.
Editor's Note: The service provided by UDM is FFS.
3. UDM iniates UPU procedure as specified in clause 4.20, TS 23.501 [3], and transfers the freshness parameter as the UPU data to the UE.
4. With a successful UPU procedure, UDM respondes AAnF with a response.
5. AAnF generates the new KAF according to Annex A.4.
6. AAnF sends the new KAF and its lifetime to AAnF via the Naanf_AKMA_ApplicationKey_Get_Response.
7. AAnF sends the application key refresh notice to the UE, indicating the UE to generate a new KAF based on the freshness parameter.
*** Next Change ***

[bookmark: _Toc42179558][bookmark: _Toc42246831][bookmark: _Toc51245767][bookmark: _Toc75356761]A.4	KAF derivation function
When deriving a KAF from KAKMA, the following parameters shall be used to form the input S to the KDF:
-	FC = 0x82;
-	P0 =AF_ID;
-	L0 = length of AF_ID;
-	P1 =freshness parameter;
-	L1 = length of freshness parameter;
The input key KEY shall be KAKMA. 
AF_ID is constructed as follows: 
AF_ID = FQDN of the AF || Ua* security protocol identifier, where the Ua* security protocol identifier is specified as Ua security protocol identifier in Annex H of TS 33.220 [4]. 
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