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1
Decision/action requested

This contribution proposes to add conclusion to KI #3.2 in TR 33.866
2
References

[1]
3GPP TR 33.866 v0.5.0
3
Rationale
KI#3.2 is about the protection of  transfer of any data between core network functions. The potential security requirement is data transferred between core network functions shall be integrity, confidentiality, and replay protected.
In solution 3, according to 3GPP TS 33.501clause 13.3.0, all network functions shall support mutually authenticated TLS and HTTPS. TLS shall be used for transport protection within a PLMN unless network security is provided by other means. Thus, communication between NFs is integrity, confidentiality and replay protected.

It’s proposed to add conclusion to KI #3.2
4
Detailed proposal

It is proposed to approve the following changes in TR 33.866.

***
START OF  CHANGE
***

7.1
Conclusions on Key Issue #3.2
It’s recommended to use solution #3 as the basis of data protection in tansit. Thus, there is no extra normative work to do for KI#3.2.  
***
END OF CHANGE
***


