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1
Decision/action requested

This contribution proposes the conclusion for KI#2.
2
References

[1] TR 33.839 v050

3
Rationale

The contribution proposed the conclusions for key issue#2.
 4
Detailed proposals
***************************Start of change****************************

7.2
Conclusions for Key Issue #2

Authentication issue between EEC and ECS, it is concluded as follows.:
Solution #16, #24, and #28 are recommended as the baseline for the normative work to include that AKMA is used for generating the shared key between EEC and EES. When using the AKMA to generate the shared key, EEC ID shall be used to avoid the key collision. 
***************************End of change****************************

