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1	Decision/action requested
The contribution proposes to update the conclusions for Ki#4.
2	References
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[2]			3GPP TR 23.700-07:” Study on enhanced support of non-public networks”
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[4]			Bootstrapping Remote Secure Key Infrastructures (BRSKI), https://datatracker.ietf.org/doc/draft-ietf-anima-bootstrapping-keyinfra/

3	Rationale
The solution in S3-212769 proposes to reuse similar mechanisms, to gain initial access to the onboarding network, as for UICC based “onboarding. The solution aims to use a default certificate to mutually authentication device and OSNPN for the initial access, but authentication is performed by the OSNPN.
The objective for the solution proposal and thereby also the conclusion is the simplify the integration with already existing provisioning methods, e.g. GSMA RSP [2] and OPC UA among others.
4	Detailed proposal
It is proposed that SA3 agree the below pCR for inclusion in the TR [1].
**** START OF CHANGES ****
[bookmark: _Toc72839087][bookmark: _Toc513475456][bookmark: _Toc48930874][bookmark: _Toc49376123][bookmark: _Toc66185442]7	Conclusions
Editor’s Note: This clause contains the agreed conclusions that will form the basis for any normative work.
[bookmark: _Toc72839088]7.1	Conclusions on KI #1: Credentials owned by an external entity

In case that the external entity is 5GS aware (i.e., has the AUSF/UDM and is capable of deriving 5G key hierarchy after a successful primary authentication), it is concluded that the existing 5GS roaming architecture is reused.
In case that the external entity is non-5GS aware (legacy AAA server), the following is concluded:
· The SNPN access with a credential owned by an external entity is performed via an AUSF in the SNPN that is enhanced to interface with the external entity. 
Editor’s Note: Further conclusion(s) are FFS.
[bookmark: _Toc72839089]7.2	Conclusions on KI#2
[bookmark: _Toc72839090]7.3	Conclusions on KI#3
[bookmark: _Toc72839091]7.4	Conclusions on KI#4
As part of the study it has been concluded that the following options to gain initial access will be carried forward for normative work:
· The OSNPN AUSF/UDM will be able to perform primary authentication, between the OSNPN and UE based on a default UE certificate.
Editor’s Note: Further conclusion(s) are FFS.

****** END OF CHANGES ****
