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1	Decision/action requested
Approve this contribution to be included in the eNPN draft CR for TS 33.501
2	References
[bookmark: _Hlk61018079][1]	-

3	Rationale
This document describes the normative text for clause I.2.2.2 "Credentials holder using AAA server for primary authentication" in the eNPN draft CR for TS 33.501.

4	Detailed proposal
***	BEGINNING OF CHANGES ***
I.2.3.2		Credentials holder using AAA server for primary authentication
Editor's Note: This clause will describe the impact on the key hierarchy specific for the non-5GS aware CH case. 	Comment by Author: If conclusion is agreed, describe impact to key hierarchy when using MSK.
When running primary authentication towards an external Credentials holder using AAA server for authentication as specified in clause I.2.2.3 the derivation of KAUSF is based on the EAP-method credentials in the UE and AAA-S and shall be done as shown in Figure I.2.3.2-1.
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Figure I.2.3.2-1: KAUSF derivation for primary authentication towards an external Credentials holder using AAA server
KAUSF shall be derived by the AUSF and UE from the MSK derived during the EAP authentication.
All of figures 6.2.1-1, 6.2.2.1-1 and 6.2.2.2.2-1 from the KAUSF downwards are used without modification. Similarly, text relating to the key hierarchy, key derivation and key distribution in clauses 6.2.1, 6.2.2.1 and 6.2.2.2 for keys derived from KAUSF (e.g. KSEAF, KAMF, KgNB etc) apply without modification.

***	END OF CHANGES ***
