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*************** Start of 1st Change ****************
4.2.2
Finding the right NF instance are serving the UE
Requirement Name: Finding the right NF instance are serving the UE
Requirement Reference: TS 23.288 [2], clause 6.2.2.1. 

Requirement Description: To retrieve data related to a specific UE, the NWDAF shall first determine which NF instances are serving this UE as stated in table 4.2.2.1-2 unless the NWDAF has already obtained this information due to recent operations related to this UE.

Table 4.2.2.1-2: NF Services consumed by NWDAF to determine which NF instances are serving a UE

	Type of NF instance (serving the UE) to determine
	NF to be contacted by NWDAF
	Service
	Reference in TS 23.502 [3]

	UDM
	NRF
	Nnrf_NFDiscovery
	5.2.7.3

	AMF
	UDM
	Nudm_UECM
	5.2.3.2

	SMF
	UDM
	Nudm_UECM
	5.2.3.2

	BSF
	NRF
	Nnrf_NFDiscovery
	5.2.7.3

	PCF
	BSF
	Nbsf_Management
	5.2.13.2

	NEF
	NRF
	Nnrf_NFDiscovery
	5.2.7.3


"as specified in TS 23.288 [2], clause 6.2.2.1.

Threat Reference: TS 33.926 [4], clause N.2.2.
Test Name: TC_NWDAF_FIND_NF_SRVING_UE

Purpose:

Verify that the NWDAF always find a recent NF from operations related to the UE.


Pre-Conditions:

Test environment with UE, AMF, SMF and UDM. UE, AMF, SMF and UDM may be simulated.

The UE is registered to the network.
Execution Steps:

Step 1: The tester triggers the PCF to send Nnwdaf_AnalyticsInfo_Request with Analytics ID set to “UE communication” to the NWDAF.
Step 2: The NWDAF sends Namf_EventExposure_Subscribe message to the AMF to collect the UE's information on the AMF.
Step 3: The NWDAF sends Nsmf_EventExposure_Subscribe message to the SMF to collect the UE's information on the SMF.
Expected Results:

The tester captures Nudm_UECM messages from the NWDAF to the UDM.
Expected format of evidence:

Evidence suitable for the interface, e.g., Screenshot containing the operational results.
*************** End of 1st Change ****************
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