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1
Decision/action requested

SA3 is kindly requested to approve the proposed new solution.
2
References
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3
Rationale

This contribution proposes a new solution to the key issue on unauthorized MBS session operation. 
4
Detailed proposal

******************** Start of Change ************************
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6.X
Solution #X: MBS session operation authorization

6.X.1
Solution overview
This solution proposes to address key issue #5.X, unauthorized MBS operation.

After allocating a TMGI to an AF, NEF/MBSF records the association of the AF and the TMGI for future authroization. When later receiving MBS session operation requests from an AF e.g. to modify or release a MBS session identified by TMGI, the NEF/MBS checks whether the AF is authorized for the operation by checking the recorded association of AF and TMGI.
6.X.2
Solution details
Figure 6.X.2-1 shows the procedure.
Step 1-5.  AF requests 5GC to allocate a TMGI, and 5GC after successfully authenticates and authorizes AF, allocates a TMGI, as defined in TS 23.247 clause 7.1.1.1 [Y]. 
Step 6.     NEF/MBSF records the association of AF and the allocated TMGI. 

Step 7.    NEF/MBSF sends the allocated TMGI to AF.

Step 8.    Other procedures may be performed.

Step 9.    AF sends request to NEF/MBSF for MBS session operation for the MBS session. The request includes TMGI to identify the MBS session. 
Step 10.  NEF/MBSF checks whether AF is authorized for the requested operation on the MBS session by checking the recorded association in step 6. After successful check, 5GC performs the requested MBS session operation. 
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Figure 6.X.2-1 Configuration for MBS Session

6.X.3
Solution evaluation 
The solution fulfils the requirement of key issue #X. 
******************** End of Change ************************
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