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1
Decision/action requested

This contribution proposes the conclusion for KI#10.
2
References

[1] TR 33.839 v040

[2] TS 23.548

[3] S3-211110 Secondary authentication for Session Breakout
3
Rationale

Key issue #10 in TR 33.839 [1] illustrated the requirement on the authorization during the EDN change, i.e. Authorization of UE for EAS service access during Edge Data network relocation with seamless change shall be supported. This issue shall be discussed for all these three 5GC Connectivity Models for Edge Computing defined in TR 23.548 [2], i.e. Distributed Anchor Point, Session Breakout, Multiple PDU sessions.
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Figure 3-1: 5GC Connectivity Models for Edge ComputingThis contribution proposes a conclusion for key issue #10.
There are two relevant solutions for the requirement of this key issue, solution #22, #25.

For the distributed Anchor Point and Multiple PDU sessions scenarios, new PDU session is required to be established during the EDN change. During the long discussion, it is proposed to use the existing secondary authentication to authorize the UE.

For the Session Breakout scenario, it is proposed to clarify that the secondary authentication could also be performed based on the local policy in the SMF if a new UL CL/BP and Local PSA UPF are inserted. The necessity for the new secondary authentication is also proposed by S3-211110.
During the long discussion, it is not
Solution #22 proposes that S-EDN could generate a token during the EDN reallocation, which will be forwarded by the SMF to the T-EDN. Then the T-EDN could validate that the UE is already authorized by the S-EDN. If the verification successes, the T-EDN could trust that the UE has already been authenticated, then the secondary authentication could be 
Solution #25 proposes a practical authorization during Edge Data Network change, in which the T-EDN trusts the indication sent by the SMF. This solution assumes that a trust model is shared between the SMF and T-EDN, and has less impact of existing procedures.
Both solutions has the impact with the existing SMF network function. During the long discussion with the study, it is not 

It is proposed to use the solution #25 as the conclusion.
4
Detailed proposal

It is suggested to approve the following changes.

***************************Start of change****************************

7.10
Conclusions for Key Issue #10

Key issue #10 requires that Authorization of UE for EAS service access during Edge Data network relocation with seamless change shall be supported. There are thress scenarios for the EDN change, i.e. Distributed Anchor Point, Session Breakout, Multiple PDU sessions. The conclusion for Key issue #10 are proposed separately:

· Distributed Anchor Point, Multiple PDU sessions. New PDU session is required to be established. The SMF could determine whether to initiate the secondary authentication according to existing TS 33.501. No normative work is required.
· Session Breakout. No new PDU session is required to be established. The SMF could also determine whether to initiate the secondary authentication when a new UL CL/BP and Local PSA UPF are inserted. This feature is not specified by TS 33.501. It is concluded to clarify that SMF has to determine whether to initiate the secondary authentication in this case.
***************************End of change****************************
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