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1
Decision/action requested

Kindly Request this contribution on TR 33.847 can be accepted by the group
2
References

N/A
3
Rationale
This contribution proposes to add conclusion to Key Issue #3: Security of UE-to-Network Relay.
4
Detailed proposal

**** 1st change****

7
Conclusions
7.X Conclusion for Key issue #3
The security of the communication between UE-to-Network relay and remote UE is established based on a shared key which is derived and distributed with the assistance of the network. A root credential is configured in the remote UE and the network. The shared key is individually derived from the root credential by the remote UE and the network. The shared key is distributed from the network to the UE-to-Network relay. The details to realise the above procedures will be resolved during the normative phase.
**** End of changes****

