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1
Decision/action requested

Kindly Request this contribution on TR 33.847 can be accepted by the group
2
References

N/A
3
Rationale
This contribution aims to conclude Key issue #2. This key issue is addressed along with sever solutions in the TR, so the principle are listed in this clasue.
In general, the LTE Prose discovery key mechanism will be reused, and the 5G DDNMF will take the role of Prose Function in 5G Prose. This is covered by the first three paragraph.

For the last paragraph, there are some solutions mention to use the discovery key to protect the discovery request message that is used in one-to-one communication, such as solution#21 proposes to use discovery key to confidentiality protect the KPC5 key ID. This will be determined in the normative work.
4
Detailed proposal

**** 1st change****

7.2
Key Issue #2: Keys in ProSe discovery scenario

The discovery keys include a cipher key, an integrity key and a scrambling key. 
For open discovery, only integrity key will be assigned by the 5G DDNMF and will be used to provide integrity protection of the announce message.

For restricted discovery, 5G DDNMF will assign the discovery key(s) based on the requirement of the Prose Service. The Prose enabled UEs will use the assigned key(s) to protect the message sending by the announce UE in Model A and  the Discoverer UE and the Discoveree UE.
Whether the discovery keys can be used to protect the following message will be determined in the normative work. 
**** End of changes****

