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1
Decision/action requested

It is proposed to approve this pCR for inclusion in TR 33.854.
2
References

3
Rationale

It is proposed to add a conclusion on Key Issue #5

4
Detailed proposal

It is proposed to approve the following changes for inclusion in TR 33.854.









***
BEGIN OF CHANGES
***

7.5
Conclusions for KI#5


For key issue #5 on Privacy protection of UAS identities during communications with USS/UTM and C2 communication:

· Solution # 12 partially addresses the requirements and is chosen as basis for normative work based on the following key principle: when the UAS NF receives a request from USS/UTM, it verifies that the USS/UTM is authorized before providing UAV identifier, e.g., 3GPP UAV ID.

· The privacy during UAV communication with USS/UTM and C2 communication is assumed to be provided by existing security mechanisms (e.g., NAS/UP security) and by solutions of other key issues (KI #6 and KI #7). 

***
END OF CHANGES
***

