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1	Decision/action requested
It is proposed to approve updates to a conclusion  in TR 33.839
2	References
[1]  		3GPP TS 33.839: “Study on security aspects of enhancement of support for edge computing in 5G Core 
(5GC)”

3	Rationale

4	Detailed proposal
*******************Start of Changes ******************
[bookmark: _Toc62543967][bookmark: _Toc80600241]7.1	Conclusions for Key Issue #1
For the Authentication issue between EEC and EES, it is concluded as below: 
Server-side TLS certificate of EES is used for authentication of EES to EEC in the TLS connection establishment. 
After the establishment of the TLS connection, token-based solutions are used for authentication of EEC to EES.
Note 1: Details of token-based authentication are decided during the normative phase. 
Specification of provisioning method of keys and certificates for certificate-based client authentication is out of the scope of this document and normative work resulting from it. 
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