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1
Decision/action requested

This contribution proposes evaluation of the solution #3.
2
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3
Rationale

Key Issue #1 of TR 33.881 [1] targets the support of EAP-AKA’ authentication for NSWO (non-seamless WLAN offload). For this study, the different solutions should take into account all scenarios of USIM deployments that could exist to perform EAP-AKA’. 
Since Rel-16, the USIM stores IMSI or SUPI in NAI format to perform AKA algorithms. 3GPP TS 31.102 [2] describes the storage within the USIM of the SUPI in NAI format in clause 4.4.11.10 on "EFSUPI_NAI (SUPI as Network Access Identifier)".The SUPI in NAI format within the USIM consists of NSI, or GLI or GCI. 
Solution #3 of 3GPP TR 33.881 [1]: "NSWO authentication using credentials retrieve from UMD/ARPF via HSS"
The solution #3 does not take into account the scenarios where the USIM stores the SUPI in NAF format. This contribution proposes corresponding text in the evaluation part. 
4
Detailed proposal

It is proposed that SA3 review and approve the following pseudo-CR to 3GPP TR 33.881 [1].

*** START of 1st CHANGE ***

6.3.4
Evaluation

Editor’s Note: Each solution should motivate how the potential security requirements of the key issues being addressed are fulfilled.

This solutions addresses scenarios where the USIM stores an IMSI. All the scenarios where the USIM stores the SUPI in NAI format are not taken into consideration. 
*** END of CHANGE ***
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