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1
Decision/action requested

This contribution is a discussion paper on how to handle the UL NAS COUNT corresponding to RR message as AMF reallocation via direct NAS reroute.
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3
Introduction
This paper analyses brings up the issue whether the UL NAS COUNT corresponding to the Registration Request message needs to be transferred to the target AMF, if it’s available in initial AMF, at registration with AMF reallocation via direct NAS reroute.
4 
Rationale 
According to clauses 6.9.3, 6.9.4.3 and Annex A.13 in TS 33.501[3], the UL NAS COUNT corresponding to the initial Registration Request message, is used as input to horizontal KAMF derivation, upon the reception of an initial NAS message, e.g. a Registration Request or a Service Request.
For registration with AMF reallocation via direct NAS reroute, if the initial AMF decides to not change KAMF, the initial AMF shall send the current security context to the target AMF. If the target AMF would decide to derive a new security context by initiating a horizontal KAMF derivation, then the target AMF would need the UL NAS COUNT value corresponding to the initial Registration Request message (sent by UE) from the initial AMF. According to TS 29.518, the initial AMF does not forward the UL NAS COUNT value corresponding to the initial Registration Request message, to the target AMF.
In TS 33.501 [3], v16.6.0 and v17.1.0 the following is stated.

6.9.6
Security handling in registration with AMF reallocation via direct NAS reroute
In registration with AMF reallocation via direct NAS reroute, the initial AMF shall use its local policy to determine whether to perform horizontal KAMF derivation on current KAMF. As described in Clause 6.9.3, if the initial AMF decides not to change KAMF, the initial AMF shall send the current security context to the target AMF; otherwise, the initial AMF shall derive new security context and send to the target AMF the derived security context and the indication of horizontal KAMF derivation (i.e., keyAmfHDerivationInd). 

If the target AMF receives the indication of horizontal KAMF derivation (i.e., keyAmfHDerivationInd) from the initial AMF, it shall initiate NAS SMC. If the target AMF does not receive keyAmfHDerivationInd, the target AMF shall use the received security context from initial AMF and send protected NAS message including protected authentication request message if authentication is needed. The target AMF decides whether to perform authentication based on local policy.
4.3 Way forward 

It is therefore proposed that TS 33.501 is clarified to include the UL NAS COUNT value corresponding to the UE for the registration with AMF reallocation via direct NAS reroute in clause 6.9.6. Whether this clarification needs to be done in Rel-15 or Rel-16 or Rel-17 needs to be further discussed.

If SA3 concludes that this update is required then TS 29.518 needs to be updated as well.

4
Detailed proposal

It is proposed to discuss the handling of the UL NAS COUNT corresponding to Registration Request in registration with AMF reallocation via direct NAS reroute in initial AMF and target AMF, and clarify clause 6.9.6 in TS 33.501.
