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1
Decision/action requested

This contribution proposes an editor’s note on some missing details in solution #3.
2
References

[1]
3GPP TR 33.864 v0.4.0
3
Rationale

Solution #3 partially relies on resetting the UE to receive some of the allowed unprotected messages but not all of them (this is implicit in the solution). It would good to understand the handling of those message and the possible impact on the target AMF, e.g. is the target AMF allowed to send the Registration Reject message unprotected even if the UE will not accept it. This information helps in the full understanding of the impacts of the solution. To this end it is proposed to add an Editor’s Note to capture this point. 
4
Detailed proposal

It is proposed that SA3 approved the below pCR for inclusion in the TR [1].

**** START OF CHANGES ****
6.3.3
Security Evaluation

The solution addresses Key Issue # 1.  The solution impacts UE and the initial AMF. 

Impact on the UE:

-
In the solution, the UE includes an indicator for the capability in the RR. UE is required to support the capability to processes unprotected authentication request and ID request, as well as to resume the old security context. 

Impact on the initial AMF:

-
The initial AMF receives the indicator in the RR and sends to the UE an indication to instruct the UE to process the unprotected authentication request or ID request and also resume old security context. 

The solution does not require transfer of security context between two separated slices.  

For case 2.b.i, where the iAMF and tAMF both can communicate with oAMF, iAMF and tAMF can obtain and use the security context from oAMF. Case 2.b.i need to be aligned with vertical requirement.  

Editor’s note: Details of the UE and target AMF handling of other possible unprotected messages (i.e. not Auth Request or Identity Request) is needed.  
Editor's Note:
Impacts on UE and other NFs are FFS.
**** END OF CHANGES ****

