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**************Start of the change**************
[bookmark: _Toc51168337][bookmark: _Toc58333330]13.3.0	Static authorization
Static authorization that is based on local authorization policy, shall be supported at the NRF and the NF Service Producer. It can be used when token-based authorization is not used in the visited PLMN or home PLMN for the roaming scenario. Both the visited PLMN and the home PLMN shall negotiate a final authorizaiton mechanism, i.e. static authorization, or token-based authorization. The home PLMN NRF shall decide whether to use the token-based authorization or not based on the authorization capability received from the visited PLMN NRF, and send the decision back to the visited NRF during the service discovery procedure.
During the Nnrf_NFDiscovery procedure, the NRF ensures that the NF Service Consumer is authorized to discover the NF Service Producer service(s) as specified in clause 13.3.1.3 of this document.
[bookmark: _GoBack]If token-based authorization is not used within one PLMN and the NF Service Producer receives a service request, the NF Service Producer shall check authorization of the NF Service Consumer based on its local policy. If the NF Service Consumer is authorized to receive the service requested, the NF Service Producer shall grant the NF Service Consumer access to the service API.
**************End of the change**************




