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1	Decision/action requested
This contribution proposes to add note in Clause 6.1 for the virtualized network product security assurance study.
2	References
[1]3GPP TR 33.818 v0.b.0, " Security Assurance Methodology (SECAM) and Security Assurance Specification (SCAS)”
3	Rationale
Vendor development and product lifecycle processes and test laboratory accreditation is defined by GSMA SECAG, it is proposed to add a note to indicate confirmation from GSMA is needed for the gap analysis.
4	Detailed proposal 
[bookmark: _Toc57018866][bookmark: _Toc57022536][bookmark: _Toc63357307]6.1	Overview
Editor's Note: This clause will summarize vendor development and product lifecycle processes and test laboratory accreditation for 3GPP virtualised network products based on the clause 6.1 in the TR33.916.
NOTE: GSMA SECAG is ultimately responsible for defining the entire vendor development, product lifecycle processes, and test laboratory accreditation, including dispute resolution process. Therefore, it is the responsibility of GSMA SECAG to confirm if the current process defined in GMSA is sufficient to cover virtualized network products. 
