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1	Decision/action requested
It is proposed to endorse the proposals of this discussion paper. 
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3	Rationale
It was agreed that if there is no HSS or if the HSS does not support SBI interaction with the BSF, the BSF shall utilize a new NG1' interface provided by the UDM to support the GBA procedures. It is not clear whether and how the IMPI/IMPU and GUSS used in the GBA procedures should be supported in UDM. This paper describes a proposal for both issues. 
3.1 Private/Public Identity
According to TS 33.220 [1], the IMPI is used by the UE in the Ub for bootstrapping procedure. The UE can select UICC application, USIM or ISIM, to be used for GBA. It is specified that:
…
If a USIM is chosen, the IMPI obtained from the IMSI stored on the USIM as specified in TS 23.003 [11] clause 13.3, is used in the protocol run over Ub.
NOTE 4:	Strictly speaking, an IMPI, and the derivation of an IMPI from an IMSI as in TS 23.003 [11], clause 13 are only defined in the context of the IMS. For the purposes of this specification, however, an identifier obtained from an IMSI as specified in TS 23.003 [11], clause 13.3 is also called an IMPI, even if the user has no IMS subscription.
If an ISIM is selected, the IMPI stored on the ISIM is used in the protocol run over Ub.
…
It can be seen that an IMPI in context of GBA is not necessarily tied to an IMS subscription. When the BSF receives an IMPI that is derived from an IMSI from the UE, the BSF can obtain the IMSI from the IMPI and derive the SUPI from IMSI according to clause 13.3, TS 23.003[5]. Note that IMSI is natively supported as SUPI. 
The similar procedure has been supported already in the baseline for BSF to get GBA AV from HLR according to TS29.109[4]:
…
4.3	Protocol Zh' between BSF and HLR
…
A) A UE starts the bootstrapping procedure by protocol Ub with a BSF giving the IMPI of the user (see 3GPP TS 24.109 [7]). In bootstrapping push procedures a NAF initiates a GBA Push Information Request by protocol Zpn with the BSF giving the user identity (see section 5). The BSF derives the IMSI from the IMPI. 
…
B) The BSF starts protocol Zh' with user’s HLR 
-	The BSF requests user’s authentication vector corresponding to the IMSI.
…
4.3.1	Public to Private Identity Resolution over Zh between BSF and HLR  
When the UE identity used by the NAF in a GPI Request towards the BSF is an MSISDN, the BSF shall resolve the corresponding private user identity (IMSI) for the user.  
…
On the other hand, according to TS23.228 [3], IMS support (both Diameter and SBI) is only anchored in HSS. That is, there is no IMS credential supported in UDM. When the BSF receives an IMPI which is not derived from an IMSI from the UE and the HSS is deployed, it is expected then the BSF interacts with the HSS either via Diameter or SBI capable interface for GBA support by providing the IMPI. 
If the HSS is not deployed and the UE presents an IMPI not derived from an IMSI then the Ub procedure will fail as the BSF will not be able to contact the HSS even for already specified GBA behaviour. Therefore if this case happens this means that there is a misconfiguration in the network.
Observation 1: The UE presents an IMPI derived from IMS credentials only when there is IMS deployed and therefore HSS deployed. In this case the BSF can contact the HSS using this IMPI either via legacy interfaces (Diameter) or SBI. This is true even in the presence of an SBI capable UDM. If IMS is not deployed HSS is not deployed either and the UE can only present an IMSI based IMPI. 
Therefore, it is proposed that, in case the BSF is configured to use NG1' interface for GBA procedures, the BSF shall obtain IMSI from IMPI and derive SUPI from IMSI or resolve a received public identity (e.g. MSISDN from GPI request) to SUPI that can be used in Nudm service operations. The reason is that the UE is expected to present an IMSI-based IMPI this case. Otherwise the Ub procedure will fail.
3.2 GUSS
GBA User Security Settings in Zh,Zn and Zpn interface is defined in TS29.109[4]/Annex A (normative). It composes of the user’s IMPI and a list of user’s public authentication identities from the HSS and other settings. 
On the other hand, looking at the case when HLR is used for GBA support and taking into account that there is no IMS credentials supported in HLR, it is specified in TS33.220[1]:
4.4.12	Requirements on reference point Zh'
…
NOTE 2:	If support of GBA User Security Settings (GUSS) is desired in combination with HLR or HSS with Zh' reference point support, then this can be achieved, for instance by storing the GUSS information in a BSF database (external and/or external to the node itself), or in any other network database which is deemed as appropriate for a specific deployment. GUSS information is not sent over Zh' reference point.
Then the easiest way to gain GUSS support, when the BSF is configured to use NG1' interface for GBA procedures, is reusing the method defined for HLR in the baseline TS 33.220[1].
Therefore, it is proposed that, GUSS information is not sent over NG1' reference point. If GUSS is desired for GBA support via UDM, it can be locally configured in the BSF following the same practice as Zh' support of HLR.

4	Detailed proposal
It is proposed to endorse the following proposals, in case the BSF is configured to use NG1' interface for GBA procedures.
· The BSF shall obtain IMSI from IMPI and derive SUPI from IMSI or resolve a received public identity (e.g. MSISDN from GPI request) to SUPI that can be used in Nudm service operations. The reason is that the UE is expected to present an IMSI-based IMPI this case. 
· GUSS information is not stored in UDM and not sent over NG1' reference point.
