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1
Decision/action requested

It is proposed to approve the addition of the content for clause 4 in the TR 33.846.
2
References

[1]
3GPP TR 33.846: "Study on authentication enhancements in the 5G System (5GS)".
3
Rationale

Clause 4 is currently empty and includes an Editor's Note.
4
Detailed proposal
It is proposed to approve the addition of content for clause 4 in the TR.  
*** BEGIN CHANGES ***
4
Current status of the primary authentication procedure in the 5G System


4.1
General

Primary authentication in 5GS is specified in TS 33.501 [2] clause 6.1. The purpose of the primary authentication and key agreement procedures is to enable mutual authentication between the UE and the network and provide keying material that can be used between the UE and the serving network in subsequent security procedures. 

Primary authentication is initiated by the serving network as a response to a UE action such as a Registration Request. The serving network contacts the home network in order to retrieve authentication vectors as well as the authentication method. Currently two authentication methods are supported in 5GS: 5G AKA specified in TS 33.501 [2], clause 6.1.3.2 and EAP-AKA' specified in TS 33.501 [2] clause 6.1.3.1.

Primary authentication in 5G also includes increased home control specified in TS 33.501 [2], clause 6.1.4. As part of the home control, the serving network notifies the home network about the success of the primary authentication on the serving network and the home network also verifies the success of the procedure from a home point of view. The serving network is notified with the home network authentication decision. As part of the increased home control the home network maintains of the authentication status on a UE and authorizes subsequent procedures.

*** END OF CHANGES***
