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1
Decision/action requested

This contribution proposes to Update the test case on bidding down and add reqirements on new NFs..
2
References

3
Rationale

The contribution propose to remove the test case on the bidding down issue in P-CSCF, and the new clauses to capture the new NF, such as Media related NFs (MRFP, IMS MGW,MGCF), IMS-AGW, and TrGW.
Currently, the test case on the Bidding down on security association set-up in case the P-CSCF is configured to apply confidentiality was proposed, which assumes that the UE shall always support non-null encryption algorithm. On the other hand, how to handle the algorithms carried by the SM6 in the UE side is not specified by the TS 33.203. Hence, it is proposed to removed it, as no specification can be referred.

Moreover, the most reasonable test case on data encryption is already capured by the clause 4.2.2.3.4 of TS 33.226. 
4
Detailed proposal

It is suggested to approve the following change.
*************** Start of the 1st change ****************

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TR 33.926: "Security Assurance Specification (SCAS) threats and critical assets in 3GPP network product classes".

[3]
3GPP TR 33.203: "3G security; Access security for IP-based services".

[4]
3GPP TR 33.328: "IP Multimedia Subsystem (IMS) media plane security".

[5]
3GPP TS 33.117: "Catalogue of general security assurance requirements".

[XX]
3GPP TS 24.229: "IP multimedia call control protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP)".

*************** End of the 1st change ****************
*************** Start of the 2nd change ****************



























*************** End of the 2nd change ****************
*************** Start of the 3rd change ****************

4.2.2.a
Security functional requirements on the MRFP deriving from 3GPP specifications and related test cases

There are no MRFP-specific test cases according to the security functional requirements on the MRFP deriving from TS 33.203 [3] and TS 24.229 [XX] and security requirements derived from the threats specific to MRFP as described in TR 33.926 [2].
4.2.2.b
Security functional requirements on the IMS MGW deriving from 3GPP specifications and related test cases

There are no IMS MGW -specific test cases according to the security functional requirements on the IMS MGW deriving from TS 33.203 [3] and TS 24.229 [XX] and security requirements derived from the threats specific to IMS MGW as described in TR 33.926 [2].
4.2.2.c
Security functional requirements on the MGCF deriving from 3GPP specifications and related test cases

There are no MGCF -specific test cases according to the security functional requirements on the MGCF deriving from TS 33.203 [3] and TS 24.229 [XX] and security requirements derived from the threats specific to MGCF as described in TR 33.926 [2].
4.2.2.d
Security functional requirements on the IMS-AGW deriving from 3GPP specifications and related test cases

There are no IMS-AGW -specific test cases according to the security functional requirements on the IMS-AGW deriving from TS 33.203 [3] and TS 24.229 [XX] and security requirements derived from the threats specific to IMS-AGW as described in TR 33.926 [2].
4.2.2.e
Security functional requirements on the TrGW deriving from 3GPP specifications and related test cases

There are no TrGW -specific test cases according to the security functional requirements on the TrGW deriving from TS 33.203 [3] and TS 24.229 [XX] and security requirements derived from the threats specific to TrGW as described in TR 33.926 [2].
*************** End of the 3rd  change ****************
