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1
Decision/action requested

This contribution proposes some evaluation for solution #23.
2
References

[1]
3GPP TR 33.839 v0.5.0
3
Rationale

Solution #23 proposes a method of getting the AAnF to confirm a GPSI provided to the EES/ECS. Compared to providing the UE identity along with the KAF, this solution has the following disadvantages:

1. The solution requires an additional roundtrip using a new procedure compared to just sending the UE identity with the key which only requires adding an IE to an existing message.

2. All Ua* protocols that require the GPSI will need to be specified to carry the GPSI to work within the AKMA framework. If the UE identity is provided with KAF, then nothing needs to be done in the Ua* protocols.

3. The UE needs to be aware of which GPSI to provide to which Ua* protocol in the case of multiple GPSIs are available. 

4. The GPSI would need to be provided to all 3rd party applications in the UE that want to use AKMA. This would be done regardless of whether the AKMA will actually be used for that application, i.e. the AF may not be registered with the AKMA service of the subscriber’s network. This could cause privacy leaks.

It is proposed to include these points in the evaluation of the solution. 
4
Detailed proposal

It is proposed that SA3 approved the below pCR for inclusion in the TR [1].

**** START OF CHANGES ****
6.23.3
Solution evaluation 

Solution #23 proposes a method of getting the AAnF to confirm a GPSI provided to the EES/ECS. Compared to providing the UE identity along with the KAF, this solution has the following disadvantages:

1. The solution requires an additional roundtrip using a new procedure compared to just sending the UE identity with the key which only requires adding an IE to an existing message.

2. All Ua* protocols that require the GPSI will need to be specified to carry the GPSI to work within the AKMA framework. If the UE identity is provided with KAF, then nothing needs to be done in the Ua* protocols.

3. The UE needs to be aware of which GPSI to provide to which Ua* protocol in the case of multiple GPSIs are available. 

4. The GPSI would need to be provided to all 3rd party applications in the UE that want to use AKMA. This would be done regardless of whether the AKMA will actually be used for that application, i.e. the AF may not be registered with the AKMA service of the subscriber’s network. This could cause privacy leaks.
Editor’s Note: Further evaluation is FFS.
**** END OF CHANGES ****

